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When PDN  confirms the handover is unsuccessful, PDN GW deletes the new RAT Type/the new IP-CAN Type and the new PCC Rule and interact with PCRF with the old IP-CAN Type to obtain the PCC Rule for the Non-3GPP IP access, which retreats the session between PDN GW and PCRF to the Non-3GPP IP access.  
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2. When PDN GW confirms that the handover is successful, PDN GW deletes the old IP-CAN Type and the old PCC Rule. And the charging changes to use the new PCC Rule.
3. When PDN GW confirms that the handover is unsuccessful, PDN GW deletes the new RAT Type/the new IP-CAN Type and the new PCC Rule and interact with PCRF with the old IP-CAN Type to obtain PCC Rule for the Non-3GPP IP access. 
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Basic idea of the HO failure handling

· PCEF (on-path) or PCRF (off-path) keeps the old access information together with the new access information until the final result is received;
· PCEF or BBERF use the QoS information in the old PCC rules to continue the resource reservation procedure in the target network;
· New rules is made until the final result is received. Before that, the PCEF applies the old PCC rules for charging. That is, no interaction between the PCEF and PCRF is required; 
· If HO failure (all the resource requests are failed) is detected, then the PCEF (on-path) or PCRF (off-path) retreat to the old status. That is, the new access information is removed;

· If HO succeed (it could partial success), then the interaction between PCEF and PCRF is implemented to update the PCC rules and old access information is removed.
--------------------------------------------------changes to 23.402----------------------------------------------------------------------
8.2
Handovers between non-3GPP IP access and 3GPP Access on S2a or S2b

8.2.1
Handover from Trusted or Untrusted Non-3GPP IP Access to 3GPP Access on S2a/S2b

8.2.1.1
General Procedure for GTP or PMIP-based S5/S8 for E-UTRAN Access

The steps involved in the handover from a trusted or untrusted non-3GPP IP access to E-UTRAN connected to EPC are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2a or S2b or MIPv4 FACoA is used on S2a. It is assumed that while the UE is served by the trusted or untrusted non-3GPP IP access, a PMIPv6 tunnel or MIPv4 tunnel is established between the non-3GPP access network and the PDN GW in the EPC.
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Figure 8.2.1.1-1: Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIPv6 on S2a or S2b or MIPv4 on S2a and GTP or PMIP on S5/S8 interfaces

NOTE 1:
All steps outside of (A) and (B) are common for architecture variants with GTP-based S5/S8 and PMIP-based S5/S8. Procedure steps (A) and (B) for PMIP-based S5/S8 are described in Section 8.2.1.2.

NOTE 2:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in E-UTRAN.

NOTE 3:
In case of connectivity to multiple PDNs, the steps in (A) and (B) are repeated for each PDN the UE is connected to. Other impacts related to the handover for multiple PDNs are described in Section 8.1.

Editor's Note:
The alignment of the handover procedure with the attach procedure over PMIP-based S5/S8 is FFS.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming case, the vPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the hPLMN to the Serving GW in the vPLMN. The vPCRF receives the Acknowledgment from the Serving GW and forwards it to the hPCRF. In the non-roaming case, the vPCRF is not involved at all.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted or untrusted non-3GPP access system and is being served by PDN GW (as PMIPv6 LMA or MIPv4 HA).

2)
The UE discovers the E-UTRAN access and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to E-UTRAN. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in Section 4.8 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME with Attach Type indicating "Handover" Attach. The message from the UE is routed by E-UTRAN to the MME as specified in TS 23.401 (E-UTRAN).

4)
The MME contacts the HSS and authenticates the UE.

5)
After successful authentication, the MME performs location update procedure and subscriber data retrieval from the HSS as specified in TS 23.401. Since the Attach Type is "Handover" Attach, the PDN GW address conveyed to the MME will be stored in PDN subscription context.

6)
The MME selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), PDN-GW address, Handover Indication) message to the selected Serving GW. Since the Attach Type is "Handover" Attach, a Handover Indication information is included.

7) The Serving GW sends a Create Default Bearer Request (Handover Indication) message to the PDN-GW in the VPLMN or HPLMN as described in TS 23.401. Since the MME includes Handover Indication information in Create Default Bearer Request message, the Serving GW includes this information in Create Default Bearer Request message.


Since Handover Indication is included, the PDN GW should not switch the tunnel from non-3GPP IP access to 3GPP access system at this point. 
The PGW receives new access information (IP-CAN type, RAT type, etc.) from the SGW and stores it. The PGW use the information (QoS information, etc.) in the PCC rules to continue the resource reservation procedure. Since the tunnel isn’t switched at this point, the PGW interacting with the PCRF is not required.
NOTE:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS 23.401 [4].




8)
The PDN GW responds with a Create Default Bearer Response message to the Serving GW as described in TS 23.401.The Create Default Bearer Response contains the IP address or the prefix that was assigned to the UE while it was connected to the non-3GPP IP access.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401 [4]. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the S5 bearer setup and update has been successful. At this step the PMIPv6 or GTP tunnel(s) over S5 are established.

10)
Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 [4].

11)
The MME sends an Update Bearer Request (eNodeB address, eNodeB TEID, Handover Indication) message to the Serving GW.
      When the resource reservation is failed, the MME sends a delete bearer request to the SGW. 
12)The Serving GW forwards the received Update Bearer Request message or delete bearer request message to the PDN GW to prompt the PDN GW to tunnel packets from non 3GPP IP access to 3GPP access system and immediately start routing packets to the Serving GW for the default and any dedicated EPS bearers established.
13) The PDN GW executes a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] if a Handover indication is received from the SGW. This is to obtain the updated rules required for the PDN GW in the VPLMN or HPLMN to function as the PCEF for all the active sessions the UE has established with the new access information (IP-CAN type, RAT type, etc.) as a result of the handover procedure. 

The received updated PCC rules may trigger further bearer operation for the UE.
      Note: The PGW deletes the new acces information if it is informed that all the resource requests in the new access are failed.
14)
The PDN GW acknowledges by sending Update Bearer Response or delete bearer response to the Serving GW.

15)
The Serving GW acknowledges by sending Update Bearer Response (EPS Bearer Identity) message or delete bearer response to the MME.

16)
The UE sends and receives data at this point via the E-UTRAN system.
      Note: The UE may retreat to the source access if it is informed by the network that no radio bearer has been established in step 10.
17)
The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP access as defined in clauses 6.12 or 7.9. 

Note: the PGW shall not initiate it if all the bearers in the new access have been deleted.
8.2.1.4
Using PMIP based S5/S8 Interface

When a Trusted Non-3GPP IP Access to UTRAN/GERAN handover occurs, the following steps are performed instead of and in addition to the steps performed in the GTP based S5 case (see previous section). In the case of PMIP based S5, a Create Bearer Request and Update Bearer Request is not sent from the Serving GW to the PDN GW. Rather, the serving GW interacts with the hPCRF and PMIP messages are exchanged between the Serving GW and the PDN GW.
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Figure 8.2.1.4-1: Trusted Non-3GPP IP Access to GERAN/UTRAN over PMIPv6 based S2a and using PMIPv6 based S5/S8

This procedure supports the home routed (Figure 4.2.2-1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-5) case. The Serving GW establishes a Gateway Control Session with the PCRF in the hPLMN. In the case of the roaming or local breakout scenario, the Serving GW interacts with the hPCRF by way of the vPCRF. The signalling takes place through the vPCRF in the VPLMN. In the case of Local Breakout, the PDN GW in the vPLMN exchanges messages with the vPCRF. The vPCRF then exchanges messages with the hPCRF in the hPLMN.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.1.4-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the Serving GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure.


If the updated PCC rules require establishment of dedicated bearer for the UE, the establishment of those bearers take place before step B.1. It is FFS how the establishment of the default and dedicated bearers is synchronized.

NOTE:
PDN GW address a selection is as described in TS 23.401 [4].

Within A.1, it includes the IP-CAN specific rules enforcement.

B.1)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, APN, Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent. The Lifetime field must be set to a nonzero value in the case of a registration. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options.

B.2)
The PDN GW executes a PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the PDN GW to function as the PCEF for all the active IP sessions the UE has established with new IP-CAN type.


B.3)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE address info returns the IP Address assigned to the UE. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options. Since this step is triggered by the Proxy Binding Update message from the Serving GW in step B.1, it can occur after step B.1 and does not need to wait for step B.2.

Editor's Note:
The alignment of the handover procedure with the attach procedure over S2a is FFS.

--------------------------------------------------changes to 23.402----------------------------------------------------------------------
--------------------------------------------------changes to 23.203, need new CR-------------------------------------------------------

7.7
Gateway Control Session Procedures

7.7.1
Gateway Control Session Establishment

There are two cases considered for Gateway Control Session Establishment:

1.
There exists an established IP CAN Session corresponding to the Gateway Control Session being established.

2.
The PCEF establishes the IP CAN Session subsequent to the Gateway Control session establishment.

In the first case, the Gateway Control Session establishment may result in a change in the IP CAN session, as is shown by the optional step 3 in the figure below.



[image: image7]
Figure 7.7.1-1: Gateway Control Session Establishment

1.
The GW(BBERF) receives a message or indication that it must establish a Gateway Control Session.

2.
The GW(BBERF) sends the H-PCRF a Gateway Control Session Establishment message.  In roaming scenarios, the Gateway Control Session Establishment message is sent to the vPCRF. The vPCRF may forwards the message to the HPCRF. The BBERF includes the following information: IP-CAN Type, UE Identity, PDN Identifier (if known), IP address(es) (if known). The IP-CAN Type identifies the type of access used by the UE. The UE’s identity and PDN Identifier requested are used to identify the subscriber and in H-PCRF selection to locate the PCRF function with the corresponding IP-CAN session established by the PDN GW. Further information is supplied on an access specific basis – as described in the IP-CAN specific Annexes.
Editor's Note:
It is FFS if the vPCRF if the vPCRF may hide the interaction from the hPCRF, for example in case the hPLMN supports on-path PCC model.


The H-PCRF stores the new access information if a IP-CAN session has already been established. No PCRF interaction is implemented since the tunnel isn’t switched at this point. 
3.
The H-PCRF sends an Acknowledge Gateway Control Session Establishment to the GW(BBERF).  In case of roaming scenario, this message goes through the vPCRF. The H-PCRF may include the following information: QoS Rules extracted from the PCC rules if a IP-CAN session has already been established. and Event Triggers.  The QoS policy rules are employed by the GW to perform Bearer Binding. The Event Triggers indicate events that require the GW(BBERF) to report to the PCRF.
Editor's Note:
It is FFS whether the V-PCRF may save information or other resources associated with Gateway Control Session.
4.  


The QoS Rules and Event Triggers received by the GW(BBERF) are deployed. This will result in bearer binding being performed, according to the rules. This step may trigger IP-CAN bearer establishment procedures.  The details of rules enforcement are IP-CAN specific, e.g. Procedure as per Figure 8.2.1.1-1 between Step (A) and Step (B) of TS 23.402 in case of E-UTRAN access. 
5.  
The result of the QoS rule enforcement is returned to the PCRF, indicating whether the resources requested have been successfully allocated.

6.
The IP-CAN Session Modification Procedure may occur if a IP-CAN session has already been established and the resource have been allocated successfully, either to forward an Event Report to the GW (PCEF) or to issue revised PCC Rules and Event Triggers, or both an Event Report and updated Rules and Triggers provision. The old access information is removed as well in this case. If the resource request is failed, then the H-PCRF just removes the new access information. No interaction between the PCEF and the H-PCEF is required. 
      Note: When there is no IP-CAN session established yet, it means that an unsuccessful access to the new access happens.
7.
An indication of Gateway Control Session Established is sent to the entity that triggered the initiation of the session.
      Note: An indication of GW control session failure is sent instead if the resource request is failed in the new access.
--------------------------------------------------changes to 23.203---------------------------------------------------------------------
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