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Abstract of the contribution: Clarification of clause 5.3.1
Introduction

We believe that the current organization of clause 5.3.1 came about due to a wish to avoid suggesting that the IUA, etc, are independent entities (a hangover perhaps from VCC). However, this has led to the clause being somewhat confusing and poorly laid out and so a re-organization is proposed. Some rewording of the existing text has been necessary as a result of this reorganization, and to also emphasise that functionalities are being described, rather than entities.
Additionally the wording of the first paragraph of the existing text has been changed to change “it is configured” to “it shall be configured” to make the statement a requirement.
Proposed changes

***** START *****
5.3
Functional Entities
5.3.1
SCC AS 
5.3.1.1
Overview
The SCC AS is a home network based IMS Application that provides functionality required to enable IMS Centralized Services. The SCC AS is inserted in the session path using originating and terminating iFCs. It shall be configured as the first AS in the originating iFC and as the last AS in the terminating iFC chain. The SCC AS may also be invoked through the use of PSI termination procedures when using the CS access.

The SCC AS implements one or more of the functionalities described in the following subclauses.
5.3.1.2
ICS User Agent (IUA)
ICS User Agent (IUA) function provides SIP UA behaviour on behalf of the UE for setup and control of for IMS sessions using CS bearers that are established with or without the use of Gm or I1 between the UE and the SCC AS For sessions established using Gm or I1 between the ICS UE and the SCC AS the IUA combines the service control signalling with the description of the bearer, e.g. SDP, established via the CS access to present a standard IMS session on behalf of the UE.
5.3.1.3
CS Access Adaptation (CAA)
The CS Access Adaptation (CAA) is an adaptation function for the service control signalling communicated transparently via the CS domain between the UE and the SCC AS over the USSD transport. The CAA processes the USSD for interworking with other IMS functional elements. The CAA is only used when using the CS network for session control.
5.3.1.4
Terminating Access Domain Selection (T-ADS)
Terminating Access Domain Selection (T-ADS) functionality: -
-
Directs an incoming session to an ICS User;
-
Influences the selection of a contact amongst registered contacts for the ICS User;
-
Influences the selection of an access network for delivery of the incoming session to the selected contact;
-
Performs breakout to the CS Domain by fetching the CSRN.
T-ADS shall take into account the access network and UE capabilities, IMS registration status, CS status, existing active sessions, and operator policies and user preferences.

For delivery of an incoming session to an ICS User, T-ADS shall perform the following:

1.
For an incoming session, decides whether to:

-
Deliver all media via PS.

-
Deliver speech/video media via CS and use Gm for service control.
-
Deliver speech/video media via CS and use I1 for service control.


-
Deliver speech/video media via MSC Server enhanced for ICS.

-
Deliver speech/video media via standard MSC Server.
2.
Based on the decision in bullet 1, it assists in selection of an access network for delivery of the incoming session to the ICS User contact address. Selection criteria as specified in 3GPP TS 23.221 [10] section 7.2b, Access Domain Selection for terminating sessions are used for access network selection.

3.
For delivery of incoming sessions to the UE registered in CS domain via standard MSC Server, it fetches the CSRN for breakout to the CS domain.

Additionally, when using Gm reference point, T-ADS for ICS UE sessions may be executed in the ICS UE in conjunction with the network, based on operator policy and taking into account its own capabilities and those of the access network
***** END *****
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