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This contribution proposes the accounting for IWLAN mobility architecture.
Discussion
In last SA2 #64 meeting, it’s agreed that in LBO scenario, the H-PCRF does not send the QoS rules to the V-PCRF, the V-PCRF will derive the QoS rules from the PCC rules, and send QoS rules to BBERF. 
However, in last meeting, no agreement has been reached regarding how the V-PCRF will handle the Gateway Control Session Establishment Request sent by BBERF in case of local breakout. There are several alternatives for V-PCRF to handle this request. 
Alternative 1

One option is to terminate the Gateway Control Session Establishment Request, and return local policy to the BBERF, after the V-PCRF gets the IP-CAN Session Establishment Indication from the PCEF, the V-PCRF proxies this message to the H-PCRF, and after the H-PCRF sends PCC rules in Ack IP-CAN Session Establishment indication, the V-PCRF extracts QoS rules from PCC rules, and pushes the QoS rules to the BBERF in Gateway Control and QoS Provision message. See Figure 1.
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Figure 1: IP-CAN Session Establishment (Alternative 1)
In the above mentioned option, the V-PCRF has to determine home routed or LBO when the first Gateway Control Session establishment request is received. However, if the mobility management protocol selected is DSMIPv6, it’s impossible for V-PCRF to determine whether the IP-CAN session will be home routed or LBO. A compromise is to always forward the Gateway Control Session establishment to the H-PCRF when the mobility management protocol is DSMIPv6. But this complicates the system, and makes the procedures not so clean.

Alternative 2
Another option is that the V-PCRF always forwards the Gateway Control Session establishment request to the H-PCRF, regardless of whether it is home routed or local breakout, regardless which mobility protocol is used. The H-PCRF doesn’t make any QoS rules decision when the it gets Gateway Control session Establishment, the H-PCRF just stores useful information from this message, such as access technology, UE location, etc. The H-PCRF includes no QoS rules into the Gateway Control Session Establishment Ack to the BBERF. The V-PCRF can add local policy into the Gateway control session establishment Ack from H-PCRF, and forwards it to the BBERF. Later on, if the V-PCRF receives the Indication of IP-CAN session establishment, the V-PCRF can determine this is local breakout. The V-PCRF forwards this message to the H-PCRF. Otherwise, if the V-PCRF receives the Gateway Control and QoS rule provision over S9 interface, the V-PCRF determines it as home routed traffic. For H-PCRF, if it receives the Indication of IP-CAN Session establishment from S9 reference point, it can determine that this is local breakout; otherwise, it can determine it as home routed traffic. When the H-PCRF receives Indication of IP-CAN session establishment, it makes PCC rule decision, and includes these PCC rules into Ack indication of IP-CAN session establishment. The V-PCRF, being aware of the LBO scenario, after receives the Ack indication of IP-CAN session establishment, deduces QoS rules from PCC rules, and sends a Gateway Control and QoS rule provision to the BBERF. This IP-CAN Session Establishment procedure is shown in figure 2.
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Figure 2: IP-CAN Session Establishment (Alternative 2)
In this option, there’s no need to differentiate selected mobility protocol. The H-PCRF doesn’t generate QoS rules when receiving the first Gateway Control Session Establishment, thus in step 3a, there’s no QoS rules included. This is identical for both DSMIPv6 and PMIPv6 case. This is reasonable since the IP address has not been generated yet. The H-PCRF can include other parameters in step 3a. The H-PCRF will generate PCC rules after receiving the Indication of IP-CAN bearer session establishment from PCEF. 
For BBERF initiated IP-CAN modification without BBERF change, the V-PCRF does not forward the Gateway control and QoS Rules Request to the H-PCRF if the IP-CAN session is served in visited PLMN. The BBERF initiated IP-CAN session modification without BBERF Change is shown in figure 3. Instead, the V-PCRF may initiate an IP-CAN session modification procedure toward the H-PCRF if needed (step 3 of figure 3). 
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Figure 3: BBERF initiated IP-CAN session modification without BBERF change (alternative 2)
For BBERF relocation, the V-PCRF may be able to handle the event locally, without informing the H-PCRF, e.g. if the BBERF relocation doesn’t trigger any event to be reported to H-PCRF. The BBERF relocation procedure is shown in Figure 4.
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Figure 4: BBERF initiated IP-CAN modification with BBERF change (alternative 2)
Comparison
Advantage of alternative 1 includes:

1. Network hiding, the home PLMN is not aware of the existence of BBERF in VPLMN in case PMIPv6 is used between BBERF and PCEF. 

Disadvantages of Alternative 1 include:

1. Inconsistent procedures for different mobility protocols. The network hiding is disabled when DSMIPv6 is selected as mobility protocol.

2. Need indication of LBO to V-PCRF.

Advantage of alternative 2:

1. Consistent procedures independent of mobility protocol, no need to differentiate mobility protocols.
2. No need of indication of LBO to both V-PCRF AND H-PCRF.

Disadvantage of alternative 2:
1. No network hiding: H-PCRF always knows the existence of BBERF.
2. One more message round trip between V-PCRF and H-PCRF during initial establishment.

Proposal
According to the discussion, we propose that in roaming scenario, LBO or home routed, the V-PCRF should always forward the Gateway Control Session Establishment from BBERF to the H-PCRF if according to the configuration the V-PCRF decides that the H-PCRF supports off-path signalling. The H-PCRF shall not generate QoS rules when it receives the Gateway control session establishment, and replies the BBERF without QoS rules. The H-PCRF shall wait until it gets the Indication of IP-CAN session establishment to generate PCC rules. 
The V-PCRF determines the IP-CAN session is visited access if it receives both Gateway Control Session Establishment from the BBERF and the Indication of IP-CAN session establishment from the PCEF for a UE not a subscriber to the VPLMN.
The V-PCRF determines the IP-CAN session is home routed if it receives Gateway control session establishment from a BBERF, and later on, receives Gateway Control and QoS rule provision from the H-PCRF.

The H-PCRF determines the IP-CAN session is visited access if it receives both Gateway control session establishment and the Indication of IP-CAN session establishment from S9 reference point.

The H-PCRF determines the IP-CAN session is home routed if it receives the indication of IP-CAN session establishment from local PCEF, but the Gateway control session establishment from S9 reference point.

The V-PCRF may decide not to send Indication of IP-CAN modification to the H-PCRF during the BBERF initiated IP-CAN session modification with BBERF change, if the V-PCRF decides there’s no event matching the event trigger for the IP-CAN session to be sent to the H-PCRF.

The accompany paper S2-08xxxx is an update to TS23.203 if the principles are agreeable.
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