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1. Overall Description:

SA2 would like to inform SA3 that SA2 is working on a SRVCC solution in TS 23.216.  One of the open issues is related to CS security key generation when UE is moving to CS domain from PS domain. In the attachment, the following editor’s note is stated:

Editor's note: Details of how CS security key is derived from EUTRAN/EPS domain key context (e.g. with use of mechanisms similar for security key mapping with PS handover in a 2G/3G SGSN) is FFS.
Therefore, SA2 would like to ask SA3 to study the solution of the CS security key requirements as shown in the attachment and informs SA2 if there are any concerns or any architecture considerations that SA2 needs to be aware of.

2. Actions:

To SA3 group. 
ACTION: 
SA2 kindly asks SA3 group to inform SA2 if there are any concerns or architecture consideration related to CS security key generation for SRVCC. 
3. Date of Next SA2 Meetings:

SA2#65
12th – 16th May 2008
Prague, Czech Republic
SA2#66
23rd – 27th June 2008
Montreal, Canada

