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Introduction

GRUU functionality was introduced into Release 7 and should be used for all voice based calls.  It is not clear in the Enhanced MSC Server solution when the UE registers if a GRUU would be provided back to the MSC Server.  It is proposed to add clarification to the text.

Discussion
A GRUU is a combination of AOR and Instance ID, where by the Instance ID uniquely identifies that equipment.  An ME has an IMEI and this uniquely identifies the equipment the user is using.  Furthermore TS 24.008 already has procedures where by the MSC can obtain the IMEI.  It is proposed to trigger these IMEI fetching procedures when the MSC server decides it needs to perform an IMS registration.  
7.2
Registration
7.2.1
IMS registration via CS access

7.2.1.1
Overview

The UE may register (attach) in the CS domain whenever being in CS coverage.  The existing mobility management mechanisms are used in the UE and the CS network.

After performing a successful location area update procedure to the UE, the MSC Server receives subscriber data from the HSS via the existing Insert Subscriber Data operation. This subscriber data may include an optional flag.

An MSC Server that is not enhanced for ICS will ignore the flag and continue normal CS operation. An MSC Server that is enhanced for ICS shall perform the following:

-
If the flag is received and is supported by the MSC Server, then the MSC Server shall analyse the value of the flag as follows:

-
If the flag is set to true, the MSC Server shall attempt the IMS registration using the I2 reference point.

-
If the flag is set to false, the MSC Server shall not attempt the IMS registration.

-
If the flag is not received or is not supported, the MSC Server may perform some pre-screening (e.g. IMSI range analysis) based on operator-policy in order to determine whether or not to attempt IMS registration for this subscriber.

NOTE: Exact pre‑screening procedures are operator specific.

When attempting initial IMS registration on behalf of the ICS User, the MSC Server shall derive a home IMS domain name using the IMSI of the subscriber.  This domain name identifies the node (e.g. I-CSCF or IBCF) to which the MSC Server shall send the IMS registration.  The MSC Server shall also derive IMS user identities required for the registration from the IMSI. The MSC Server shall derive these identities in a manner that prevents collisions with identities derived from IMSIs by UEs with no ISIM as described in TS 23.003 [5].  
The MSC Server then initiates a registration on behalf of the ICS User towards the home IMS indicating support for GRUU and including an InstanceID.

NOTE: IMS authorization of registrations from a MSC Server enhanced for ICS is outside the scope of this specification.

The routing of the registration messaging is performed by standard IMS routing procedures.  Filter criteria shall instruct the S-CSCF to perform 3rd party registration towards the ICS AS.
If IMS registration is successful, then subsequent IMS sessions described in clause 4.4.2 shall be supported in IMS using the MSC Server procedures described in this specification.

The success or failure of the IMS registration shall not impact the CS attach status of the UE.
The MSC Server enhanced for ICS shall initiate IMS re-registration as necessary to maintain an active IMS registration during the period of time in which the UE is attached to the CS domain.
7.2.1.2
Registration using I2 reference point
Figure 7.2.1.2-1 describes how IMS registration is performed by the MSC Server enhanced for ICS upon CS attach. 


[image: image1.emf]UE MSC Server I-CSCF S-CSCF HSS

1. CS Attach

6. REGISTER

ICS AS

2. CS Location Update, Authentication and Insert Subscriber Data procedures

7. Cx-Query + Cx-Select-

Pull / Resp

8. REGISTER

9. Cx-Put + Cx-Pull / Resp

3. CS Attach Accept

5. IMS Address Discovery

10. REGISTER

11. Completion of Registration Signaling

4. IMS Registration 

Decision


Figure 7.2.1.2-1: Initial IMS Registration via CS Access

1.
The UE initiates standard CS Attach procedures toward the CS network.

2.
The CS network performs standard CS location update, authentication and insert subscriber data procedures.

3.
A CS Attach Accept is returned to the UE.

4.
The MSC Server decides to initiate IMS registration for this subscriber.
5.
The MSC Server derives a domain name from the subscriber’s IMSI and discovers the address of the appropriate I-CSCF/IBCF.

6.
 The MSC Server sends a SIP REGISTER to the IMS with a private and temporary public user identity derived from the subscriber’s IMSI as well as an InstanceID.  The REGISTER also contains information indicating the capabilities and characteristics of the MSC Server as a SIP User Agent Client. 

7.
The I-CSCF initiates standard procedures for S-CSCF location/allocation.

8.
The I-CSCF forwards the REGISTER to the S-CSCF.

9.
The S-CSCF identifies the REGISTER as being from the MSC Server which is a trusted network node.  The S-CSCF skips any further authentication procedures and performs registration procedures with the HSS.  The S-CSCF stores the Contact address against each of the implicitly registered public user identities.

Editor’s Note: Whether a new mechanism is required whereby a S-CSCF can identify that a REGISTER message comes from the MSC Server is FFS.
10.
The S-CSCF performs standard service control execution procedures. For ICS Users requiring T-ADS functionality, filter criteria directs the S-CSCF to send a REGISTER to the ICS AS.
11.
IMS registration procedures are completed.
7.2.2
IMS Registration via IP-CAN

Whenever the ICS UE acquires IP connectivity via an IP-CAN, the UE shall register in the IMS if not already registered in IMS. Registration with IMS is in accordance with the procedure as defined in 3GPP TS 23.228 [2].
The filter criteria shall contain a condition that a 3rd-party registration should be performed by the S-CSCF via the ISC interface towards the ICS AS. This supports ADS functionality in the ICS AS.
1.
The UE registers in the IMS as described in clause 5.2.2.3 of 3GPP TS 23.228 [2].

2.
The S-CSCF informs the ICS AS about the registration, using the procedures defined in clause 6.3 of 3GPP TS 23.218 [7].
IMS registration via IP-CAN is performed independently of the UE's CS state.
7.3
Originations

7.3.2
Originating sessions using CS media

7.3.2.1
Non ICS UE originating sessions using CS media
7.3.2.1.1
Overview

Originating sessions using CS media made by non ICS UEs who have been successfully registered in IMS by the MSC Server may utilize IMS session control.  The non ICS UE initiates a standard CS originating session toward the MSC Server enhanced for ICS, which in turn may initiate an IMS originating session using the I2 reference point.

For these sessions, the MSC Server shall perform the necessary interworking between the I2 reference point and CS signalling described in 3GPP TS 24.008 [6]. The MSC Server shall also control both a CS-MGW using the Mc reference point and an IMS-MGW using the I3 reference point to perform the necessary interworking between CS access bearers and RTP bearers on the Mb reference point.

The ICS AS shall be inserted in the IMS session path using the iFC.

7.3.2.1.2
Origination using I2 reference point

Figure 7.3.2.1.2-1 describes how IMS originations are performed via CS access for non ICS UE. 
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Figure 7.3.2.1.2-1: IMS Origination via CS Access for non ICS UE

1.
The non ICS UE A sends a Setup message containing the B-party number to the MSC Server enhanced for ICS according to standard CS originating procedures.

2.
The MSC Server sends an INVITE to the S-CSCF with the Request-URI set to the B-party number including GRUU as contact address.  The INVITE also contains SDP received from the IMS-MGW.

3.
The S-CSCF performs standard service control execution procedures.  Filter criteria direct the S-CSCF to send the INVITE to the ICS AS.

4.
The INVITE is sent to the S-CSCF.

5.
The S-CSCF continues with standard IMS originated session processing and routes the request onwards to the B-party.

6.
Completion of the session and bearer control setup procedures.
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