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***************Start of change********************
6.2.x Initial Attach Procedure with PMIPv6 on S2a and Chained PMIP-based S8-S2a

This section is related to the case when the UE powers-on in a trusted network via S2a interface.
In this case the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the H-PLMN and entities in the vPLMN and non-3GPP access. The anchor is in visited Serving GW and PMIPv6 [8] is used to setup PMIPv6 tunnels between the Serving GW and the PDN GW (i.e. PMIP-based S8). It is assumed that the MAG is collocated with visited Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
If dynamic policy provisioning is not deployed, the optional steps 4 and 5 do not occur.  Instead, the PDN GW may employ static configured policies.
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Figure 6.2.x-1: Default Bearer establishment for PMIP-based S8 – S2a chained scenario

1.
The initial access authentication and authorization is performed as described in steps 1-3 in clause 6.2.1 (for trusted non-3GPP access) 

2.
The entity in the Trusted non-3GPP IP Access acting as a MAG sends the Proxy Binding Update(MN_NAI) to the Serving GW in the VPLMN

Editor's note:
Serving GW selection is FFS.

3.
The Serving GW in the VPLMN then relays the message to the PDN GW in the HPLMN.

4.
The PDN GW sends an Indication of IP CAN Session Establishment message to the PCRF. Otherwise, the PDN GW may employ configuration information to establish policy. 
5.
The hPCRF responds with an Acknowledge IP CAN Session Establishment message, including the policy the PDN GW will enforce.
Editor's Note:
How the S-GW receives the PDN-GW address is FFS. 

Editor's Note:
It is FFS how S8 protocol choice is provided to the Serving GW.

6.
The selected PDN GW informs the 3GPP AAA Server of the PDN GW address. The 3GPP AAA Server then informs the HSS of the PDN GW address for the UE.
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

7.
The PDN GW in HPLMN processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates an IP address for the UE. The PDN GW then sends a Proxy Binding Ack to the Serving GW in the VPLMN,  including the IP address allocated for the UE.  

NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

8.
The Serving GW in the VPLMN then relays the message to the entity in trusted non-3GPP access in the VPLMN. A PMIPv6 tunnel is set up between the entity in trusted non-3GPP access and the Serving GW, and between the Serving GW in VPLMN and the PDN GW in HPLMN.
10. IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to Serving GW in VPLMN by entity in trusted non-3GPP access. The Serving GW then tunnels the packet to the PDN GW in HPLMN. From the PDN GW normal IP-based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the PDN GW. The PDN GW tunnels the packet based on the binding cache entry to the Serving GW in VPLMN. The serving GW then tunnels the packet to the UE via entity in trusted non-3GPP access.
6.4.y
UE/Trusted Non-3GPP IP Access Initiated Detach Procedure with PMIPv6 on S2a and Chained PMIP-based S8-S2a

UE/Trusted Non-3GPP Access Network-initiated detach procedure with PMIPv6 is illustrated in Figure 6.4.y-1. The UE can initiate this procedure, e.g. when the UE is powered off. The Trusted Non-3GPP Access Network can initiate this procedure due to administration reason or detecting the UE's leaving by, e.g. Link-layer event specific to the access technology (refer to PMIPv6 [8] for more information).
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Figure 6.4.y-1: UE/Trusted Non-3GPP Access Network initiated detach procedure with PMIP-based S8 – S2a chained scenario

Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The vPCRF is always used in this case. 

If dynamic policy provisioning is not deployed, the optional steps 4 and 5 do not occur.  Instead, the PDN GW may employ static configured policies.

1)
The UE or the Trusted Non-3GPP Access Network triggers PMIPv6 de-registration by an access technology specific detach procedure.

2)
The Mobile Access Gateway (MAG) in the Trusted Non-3GPP IP Access sends a Proxy Binding Update  (MN NAI, APN, lifetime=0) message to the Serving GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The APN is needed in order to determine which PDN GW to deregister the UE from, as some PDNs may support multiple PDNs.

3) The Serving GW sends a Proxy Binding UPdate(MN NAI, APN, lifetime=0)  to the PDN GW.

4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW.

6)   The PDN GW acknowledges with Proxy Binding Ack
7)
The Serving GW deletes all existing entries implied in the Proxy Binding Update message from its Binding Cache and sends a Proxy Binding Ack (MN NAI, lifetime=0) message to the MAG.

8)
Non-3GPP specific resource release procedure is executed. The resources of Trusted Non-3GPP Access Network are released.

6.4.z
HSS/AAA Initiated Detach Procedure with PMIPv6 and Chained PMIP-based S8-S2a

HSS/AAA-initiated detach procedure with PMIPv6 is illustrated in Figure 6.4.z-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 6.4.z-1: HSS/AAA-initiated detach procedure with PMIPv6 and and Chained PMIP-based S8-S2a

Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The AAA proxy is always used in this case. 

1)
The HSS/AAA sends a Detach Indication message to the MAG in the Trusted Non-3GPP Access Network to detach a specific UE.

2)
This includes the procedure after step1 as Figure 6.4.y-1.

3)
The MAG of the Trusted Non-3GPP Access Network sends a Detach Ack message to the HSS/AAA.
7.4.x
 UE/UnTrusted Non-3GPP IP Access Initiated Detach Procedure with PMIPv6 on S2b and Chained GTP-based S8-S2b

UE/ePDG-initiated detach procedure with PMIPv6 is illustrated in Figure 7.4.x-1. The UE can initiate this procedure, e.g. when the UE is power off. The ePDG can initiate this procedure due to administration reason or the IKEv2 tunnel releasing.

[image: image4]
Figure 7.4.x-1: UE/UnTrusted Non-3GPP Access Network initiated detach procedure with GTP-based S8 – S2b chained scenario

Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The vPCRF is always used in this case. 

If dynamic policy provisioning is not deployed, the optional steps 4 and 5 do not occur.  Instead, the PDN GW may employ static configured policies.

1)
IKEv2 tunnel release triggers PMIP tunnel release.
2)
The ePDG in the UnTrusted Non-3GPP IP Access sends a Proxy Binding Update  (MN NAI, APN, lifetime=0) message to the Serving GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The APN is needed in order to determine which PDN GW to deregister the UE from, as some PDNs may support multiple PDNs.

3) The Serving GW sends a Delete Bearer Request (TEID) to the PDN GW.

4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW.

6)   The PDN GW acknowledges with Delete Bearer Response (TEID)
7)
The Serving GW deletes all existing entries implied in the Proxy Binding Update message from its Binding Cache and sends a Proxy Binding Ack (MN NAI, lifetime=0) message to the ePDG.

8)
Non-3GPP specific resource release procedure is executed. The resources of untrusted Non-3GPP Access Network are released.

7.4.y
HSS/AAA Initiated Detach Procedure with PMIPv6 and Chained GTP-based S8-S2b

HSS/AAA-initiated detach procedure with PMIPv6 is illustrated in Figure 7.4.y-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 7.4.y-1: HSS/AAA-initiated detach procedure with PMIPv6 and and Chained GTP-based S8-S2b
Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The AAA proxy is always used in this case. 

1)
The HSS/AAA sends a Detach Indication message to the ePDG to detach a specific UE.

2)
This includes the procedure after step1 as Figure 7.4.x-1.

3)
The ePDG sends a Detach Ack message to the HSS/AAA.
7.4.z
UE/UnTrusted Non-3GPP IP Access Initiated Detach Procedure with PMIPv6 on S2b and Chained PMIP-based S8-S2b

UE/ePDG-initiated detach procedure with PMIPv6 is illustrated in Figure 7.4.X-1. The UE can initiate this procedure, e.g. when the UE is power off. The ePDG can initiate this procedure due to administration reason or the IKEv2 tunnel releasing.
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Figure 7.4.z-1: UE/Trusted Non-3GPP Access Network initiated detach procedure with PMIP-based S8 – S2b chained scenario

Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The vPCRF is always used in this case. 

If dynamic policy provisioning is not deployed, the optional steps 4 and 5 do not occur.  Instead, the PDN GW may employ static configured policies.

1)
IKEv2 tunnel release triggers PMIP tunnel release.
2)
The ePDG in the UnTrusted Non-3GPP IP Access sends a Proxy Binding Update  (MN NAI, APN, lifetime=0) message to the Serving GW with lifetime value set to zero, indicating de-registration. The MN NAI identifies the UE to deregister from the PDN GW. The APN is needed in order to determine which PDN GW to deregister the UE from, as some PDNs may support multiple PDNs.

3) The Serving GW sends a Proxy Binding Update  (MN NAI, APN, lifetime=0) message to the PDN GW.

4)
The PDN GW deletes the IP CAN session associated with the UE and sends an Indication of IP CAN Session Termination message to the PCRF.

5)
The PCRF sends an Acknowledge IP CAN Session Termination message to the PDN GW.

6)   The PDN GW acknowledges with Proxy Binding Ack.

7)
The Serving GW deletes all existing entries implied in the Proxy Binding Update message from its Binding Cache and sends a Proxy Binding Ack (MN NAI, lifetime=0) message to the ePDG.

8)
Non-3GPP specific resource release procedure is executed. The resources of untrusted Non-3GPP Access Network are released.

7.4.m
HSS/AAA Initiated Detach Procedure with PMIPv6 and Chained PMIP-based S8-S2b

HSS/AAA-initiated detach procedure with PMIPv6 is illustrated in Figure 7.4.z-1. The HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from O&M, timer for re-authentication/re-authorization expired.
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Figure 7.4.m-1: HSS/AAA-initiated detach procedure with PMIPv6 and and Chained PMIP-based S8-S2b
Home routed roaming (Figure 4.2.3-1) case is supported by this procedure.  The AAA proxy is always used in this case. 

1)
The HSS/AAA sends a Detach Indication message to the ePDG to detach a specific UE.

2)
This includes the procedure after step1 as Figure 7.4.z-1.

3)
The ePDG sends a Detach Ack message to the HSS/AAA.
**************End of Change*********************
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2. The procedures as TS 23.402, Figure 6.4.y-1, after step 1
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2. The procedures as TS 23.402, Figure 7.4.X-1, after step 1
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