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1. Discussion

At SA2 #62, the work on SRVCC progressed by documenting updated descriptions of the two remaining options (D /F and E) and by documenting a comparison of the two remaining options which summarizes the impacts and characteristics of these options. During a drafting session, TD S2-080822 was developed as an attempt to generate a SRVCC architecture with the following characteristics from the proposed alternatives:

· The UE may be registered at MSC Server based on Gs functionality

· The IWF is separated from the MSC to avoid anchoring the CS call in an interworking MSC Server
· The CS call setup is initiated by the handover signalling avoiding tunnelled signalling between UE and MSC Server
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Figure 1: S2-080822 - SR-VCC Architecture 

Note that the placement of the IWF was left open during the discussion on S2-080822. During further offline discussion, more requirements on a SRVCC solution were stated, mostly by operators:
· Simplify or best avoid preparation phase and SRVCC area concept of option E

· Note: Preparation phase as discussed at SA2 #62 includes attach / location update of UE and CS setup message send by UE and buffered in IWF 

· Clarify placement of IWF; candidates are MSC Server and MME

· Note: A new logical node in the 3GPP reference architecture is not considered as a viable option.. 
· Note: R4 MSC Server/MGW network architecture is assumed.

· Minimize impact on already deployed MSCs / MSC Servers
While the first requirement has already been addressed to some extend in S2-080822, the requirement on placement of IWF needs to be analyzed in more detail, since the placement of the IWF will determine how the final solution will look like. The main candidates are

· MSC Server
· MME
In addition the RNC/BSC could be considered an alternative for the IWF placement, but since this option would require implementing either the IWF twice or in a combined RNC / BSC, and all RNC / BSC of an operators network which are in vicinity of eUTRAN need to be updated. Note that these RNCs / BSCs might be from different vendors, since multi-vendor RANs are quite commonplace. Overall, the RNC/BSC placement of the IWF functionality is therefore no longer considered.

When now comparing the remaining two alternatives MSC Server and MME for placement of the IWF, the following advantages and disadvantages have been identified on top of those already identified in S2-080821:
· Disadvantage if put in MME

· Without impact on deployed MSC / MSC Server: 
· Location updating and CS call setup as in option E required: requires CS tunneling (24.008 signalling) over EPS to authorize and authenticate the user since the IWF can't authenticate the user on its behalf. Also the registration in CS has to be performed well in advance of the relocation request send by the eNodeB.
· If there is no SGs the MME has to implement RNC functionality, e.g. it needs to handle security parameters from MSC (receives security mode command) and has to prepare all necessary information for the transparent containers to RNC or BSC. Otherwise there is an impact on already deployed BSCs and RNCs.

· If SGs is not used the MME need to maintain the UE’s registration status at the MSC that serves the current UE location, which adds functionality to numerous MM procedures.

· With impact on MSC Server: 

· With CS tunneling: Using CS tunneling for the location updating with user authentication, and for the CM Service Request / CC Setup, but improving handover preparation duration by inhibiting authentication at CM Service Request on a per Iu basis. Also, useless procedures for IWF such as Reset resources, etc. can be inhibited on a per Iu basis. No SGs interface needed.
· Without CS tunneling: 

· To avoid CS tunneling for the location updating, both MME and MSC Server would have to support a Gs-like reference point (SGs) to be informed about attach and location update and the MSC Server would have to suppress authentication during CS SETUP. 
· SGs needs to create a security context in MSC. A security context is required in the MSC at least for SRVCC with GERAN. Otherwise the CS call can not be ciphered. It is FFS whether this impact can be avoided.
· MME need to support Iu-cs/IP with potential use of signaling gateways for support of ATM transport. Support of 2G-only MSCs is FFS. 

· More impact on MME 
· Advantage if put in MME

· MME is anyway a new node to be deployed
· Avoids impact on MSC Server (if Gs is not required and if no impact due to suppress authentication, TMSI Reallocation, ID Request, Location Report Control, RAB assignment without bearer setup (w/o ALCAP signalling))
· Disadvantage if put in MSC Server
· Complex node 
· Need to support S3‘ (GTP based protocol) and potentially SGs (FFS)
· Note: Also impact on MME to support SGs 

· It is FFS whether the MSC Server requires an S3 interface to the SGSN to coordinate handover signalling for VoIP and for other bearers or whether this functionality is placed in the MME.
· Operators either have to update one or more MSC / MSC Server which serve GERAN and / or UTRAN close to eUTRAN deployment or have to deploy new MSC Server enhanced with IWF

· Advantage if put in MSC Server
· No CS call preparation phase, no SRVCC area needed, no CS registration phase needed
· No impact on the normal (PS only) MME MM functionality 
· Small impact on MME, especially when there is no need to split bearers between PS and CS in the MME like for SRVCC with GERAN/non-DTM deployments
· No eUTRAN impact
Note 1: Operators who have already decided to implement the MSC Server enhanced for ICS as specified in 3GPP TS 23.292 allow thereby impact on their MSCs / MSC Server. However the MSC Server that would collocate the IWF is not necessarily enhanced for ICS. 
Note 2: The number of impacted MSCs if the IWF is put into MSC Server may depend on the deployment options, for example:
· IWF is collocated in all MSC Servers that serve GERAN/UTRAN at eUTRAN edge coverage 

· IWF is collocated only in selected (existing) pools of MSC Servers and independent of where the eUTRAN edge is 

· IWF is deployed standalone in new MSC Servers not controlling own RNCs and / or BSCs, and independent of where the eUTRAN edge is. Requires to provision on the new MSC Server all GERAN cells and RNC IDs in the vicinity 
2. Conclusion

It is proposed to discuss this analysis at SA2 #63.

This analysis has shown that improvements of handover preparation phase duration of Alt-E with tunneling results in impacts (software upgrade required) on already deployed MSC. Such software upgrade on the MSC is also required in Alt-E without tunneling. Note that Alt-E with tunneling and with preparation phase as presented at SA2 #63 is not recommended for specification.
The analysis has also shown that Alt D/F requires either to deploy new MSC nodes with IWF functionality which does not impact the already deployed MSCs, or to incorporate IWF to already deployed MSCs using software upgrade. 
A decision is needed whether to implement the IWF on the MSC Server (Alt D/F) or on the MME with software upgrade on the MSC (Alt-E without tunneling, or Alt-E with tunneling but without authentication at CM Request).
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