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Abstract of the contribution: This contribution introduces further details to HRPD => EUTRAN handover flows and proposed to include the call flow into the normative section of 23.402.
1.
Introduction

In a previous SA2 meeting, high level call flows for HRPD to LTE active mode mobility were added in the Annex of 23.402.
This document specifies more detailed optimized active mode mobility procedures from HRPD to LTE.
2
Optimized Active Handover: cdma2000 HRPD Access to EUTRAN
Figure 2-1 illustrates a high-level call flow for an optimised HRPD to EUTRAN handover procedure, re-using already defined LTE/SAE procedures.
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Figure 1: HRPD to LTE/SAE handover
Editors Note: Message name Message X need to be changed when 3GPP2 have decided their actual names.

Note: UE may need to perform a Tracking Area Update procedure in step 12

Note: UE may perform LTE attach directly over the LTE radio
1. The UE is registered with HRPD. If may have an ongoing data session established over HRPD access.

2. Handover decision occurs.

Note: The means by which a handover decision is made shall be specified in 3GPP2.
3. Upon handover decision, the UE initiates the Attach procedure by transmission of a NAS Attach Request (IMSI or S‑TMSI and old TAI, Selected Network) message over tunneling mechanism to the HRPD AN. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the network that is selected.
4. When receiving Message X the HRPD AN selects an MME. This selection is based on a mapping from the current HRPD reference sector to corresponding MMEs. The HRPD AN allocates an S101 Session ID to identify signalling related to that UE on S101. The HRPD AN sends an S101 DT (S101 Session ID, Attach Request) to the MME.
Note:  It is assumed that the NAS UE capabilities shall be transferred as part of the Attach Request.  AS UE capabilities shall be obtained by the eNB using existing RRC procedures.
5. If no UE context for the UE exists anywhere in the network, authentication must be performed. If UE was unknown to the target MME and the old MME, target MME will send an Identity Request to request the UE’s IMSI prior to step 5. PDN GW IP address is sent from HSS to MME in this step.  These messages are tunnelled to/from the UE via the HRPD tunnelling mechanism and the S101 Direct Transfer capability.
6. If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS. Also, The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. MME performs checks on the UE, if all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS. The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. HSS also sends the subscriber data to the MME in this step.

7. The MME selects a Serving GW as described in TS23.401 and sends a Create Bearer Request (IMSI, MME Context ID) message to the selected Serving GW. This step should trigger creation/retrieval of the SAE bearers (default and dedicated if any) in the Serving Gateway. 

8. In case of GTP-based S5/S8, the Serving GW creates a new entry in its EPS Bearer table and sends a Create Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane) message to the PDN GW. In case of PMIP-based S5/S8, the Serving GW retrieves the QoS information directly from the PCRF (not shown in the call flow), and then sends a PMIP Binding Update to the PDN Gateway 

9. In case of GTP-based S5/S8, the PDN GW returns a Create Bearer Response message to the Serving GW, with the proper TEIDs and bearer-related information. In case of PMIP-based S5/S8, the PDN Gateway returns a PMIP Binding Accept. After this step, the path switch has occurred. Both the default and dedicated (if any) bearers are established.
10. The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. 
11. The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the UE over the S101 interface. S-TMSI is included if the new MME allocates a new S-TMSI. 
12. The HRPD AN forwards the Attach Accept to the UE.

13. The UE sends the Attach Complete (EPS Bearer Identity) over the HRPD AN tunnelling mechanism..

14. The HRPD AN forwards the Attach Complete message to the MME.

15. Upon completion of the LTE Attach procedure, UE switches over to EUTRAN.

Note: Messages 16-21 are intended to be identical to the corresponding messages for UE Initiated Service Request Procedures as described in TS 23.401.

16. UE performs the NAS service request procedure. The UE sends NAS message Service Request (S-TMSI, Service Type) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300. The eNodeB forwards the NAS Service request message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300
17. The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300.

18. The eNodeB performs the RRC radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up. 

The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 14.
19. The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300.
20. The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 
21. The Serving GW sends an Update Bearer Response to the MME.
22. MME sends HO complete to the HRPD AN, so that it can release resources.
4
Proposal

It is proposed that SA2 discuss the outlined solution above and include it in the normative section of 23.402 as the call flow for HRPD to E-UTRAN optimized handover.
The companion CR is provided in S2-080576.
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