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Introduction

At the last SA2 meeting ZTE brought in a contribution (S2-075529 was the final version) discussing the support of emergency calls for IMS Centralized Services users. Although the contribution wasn’t agreed, it raised important issues that need to be addressed, and this contribution attempts to do so.

As the ZTE contribution pointed out, if an ICS UE is able to detect the request for an emergency call then it is able to fall back to behaving as a legacy UE, and establish an emergency call in the CS domain. In this case there is no impact on the ICS architecture, and the ICS architectuer doesn’t impact the ability of the UE to establish an emergency call.

If the UE is not able to detect that the user wants to make an emergency call (e.g. because the destination number or URI  is not recognised by the UE as an emergency number or emergency URI) then the UE will use one of the origination procedures already documented in TR 23.892: -
I1-ps procedures

I1-ps procedures: -

1. As described in 6.5.2.2.1: SIP INVITE containing the B-Party id, followed by a CS Setup containing the ICCF DN

2. As described in 6.5.2.2.2: As above, but a new ICCF DN may be assigned by the ICCF and returned in the 200OK

3. As described in 6.9.1: Only a CS Setup (containing the B-Party id) is sent. CAMEL is used to redirect the call towards the ICCF
In cases 1 and 2 the SIP INVITE contains all the information required to allow existing P-CSCF behaviour (23.167, clause 7.1.2) to detect that this is a request to establish an emergency session. The behaviour of the P-CSCF if this is detected as an emergency session is also described in 23.167, clause 7.1.2. The behaviour described is to reject the call, or to insert an explicit emergency indication (and forward the request to the E-CSCF).
We believe that the P-CSCF must always reject the call (the UE can then attempt on the CS domain), because of the following reasons: -
1 The INVITE containing the B-Party would be routed to the E-CSCF, and therefore it would not be routed to the ICCF. The Subsequent Setup towards the ICCF DN would be routed to the ICCF, but there would be no session already established.

2 It isn’t clear how the P-CSCF would determine whether the RAN is supported (ie would it base this on the SIP RAN, or CS RAN?)

In case 3 the CS Setup contains the B-Party number and will be handled as per existing CS procedures. Specifically, CAMEL triggers are not supported and so the CS Setup would be treated as any other CS Setup, and if it is identified as an emergency call it will be handled accordingly.
I1-cs procedures

I1-cs procedures: -

1. As described in 6.6.3.1.1.1: CS Setup containing ICCF DN, followed by an ICCP message containg the B-Party

2. As described in 6.6.3.1.1.2: An ICCP message containing the B-party and the ICCF id, followed by CS Setup containing the ICCF IMRN

3. As described in 6.6.3.1.1.3: CS Setup containing the ICCF DN, followed by an ICCP message containing the ICCF IMRN and B-Party id
4. As described in 6.9.1: Only a CS Setup (containing the B-Party id) is sent. CAMEL is used to redirect the call towards the ICCF
In cases 1, 2 and 3 the CS network, ie the (V)MSC, sees only the ICCF DN, since the ICCP is carried transparently. For this reason, existing CS procedures cannot be applied. The call will not be identified and treated as an emergency call.
In case 4 the CS Setup contains the B-Party number and will be handled as per existing CS procedures. Specifically, CAMEL triggers are not supported and so the CS Setup will be treated as any other CS Setup, and if it is identified as an emergency call it will be handled accordingly.
Conclusion
For I1-ps: -

· The P-CSCF must always reject an emergency call attempt. The UE then attempts in the CS domain.

· If CAMEL is used to anchor calls then existing handling will allow the network to detect the emergency attempt and proceed accordingly.

For I1-cs: -

· If ICCP is used to set up the call the network will not detect an emergency call attempt and so the call will not be treated as an emergency call (unless the ICCF is able to provide this detection).

· If CAMEL is used to anchor calls then existing handling will allow the network to detect the emergency attempt and proceed accordingly.

It seems then that for a complete emergency call support solution for I1-cs, either CAMEL must always be used (so that the MSC can analyse the B-party digits), or the ICCF must be able to detect the undetected emergency call and send a rejection to the UE to get it to retry on CS.

We have concerns that requiring such functionality in the ICCF (a home network entity) would mean that it would have to know all possible locally defined emergency numbers. There are also implications with using CAMEL, however, and so further investigation is needed on the impacts of each of the two solutions before a decision is made.
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