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Abstract of the contribution: It is desired that IP-CAN type and RAT type could be clarified in EPS which maybe different from those concepts in rel-7 PCC.
Discussion
1. IP-CAN type for PCC

IP-CAN type is mainly used by the PCRF for reference when making the PCC decision. It is defined to describe the type of Connectivity Access Network in which the user is connected. In other words, it describes the access method that provides IP connectivity capability to the PDN network for a UE. 
In rel-7 PCC, the following 5 IP-CAN types have been defined: 3GPP, 3GPP2, WiMAX, xDSL, DOCSIS. That is, only 3GPP IP-CAN type is defined for all the 3GPP relevant access because only GTP based access method is available to provide the PDN access. 
While for EPS, there are so many kinds of PDN access methods (GTP S5/S8a, PMIP S5/S8b, S2a, S2b, S2c, and many chained case) to the PDN. So only a 3GPP IP-CAN type can’t meet the requirement of differentiating those access methods anymore. 
Based on the definition of IP-CAN type, it would be good to define it in SAE by mainly considering the reference point to the PDN GW. A possible list of IP-CAN type for SAE is shown as below:

a. GTP 3GPP (3GPP accesses via GTP based S5/S8a)

b. PMIP 3GPP (3GPP accesses via PMIP based S5/S8b)

c. Un-trusted non-3GPP (non-3GPP accesses via S2b or chained S2b/S8b)

d. Trusted non-3GPP (non-3GPP accesses via S2a or chained S2a/S8b)

e. GTP Chained Un-trusted non-3GPP (non-3GPP accesses via chained S2b/S8a)

f. GTP Chained trusted non-3GPP (non-3GPP accesses via chained S2a/S8a)

g. DSMIP Un-trusted non-3GPP (Un-trusted non-3GPP accesses via S2c)

h. DSMIP trusted non-3GPP (trusted non-3GPP accesses via S2c)

IP-CAN type is reported to the PCRF during attach or inter-access handover:
· For the case of on-path, this information is reported to the PCRF by the PGW. 

· For the case of off-path, it is the SGW or trusted non-3GPP access that reports this IP-CAN type information to the PGW.
2. RAT type for PCC

As for RAT type, it is defined to further detail the radio technologies for the IP-CAN type of 3GPP in rel-7. This could be applied to other IP-CAN types as well. It would be good for the PCRF to differentiate those radio technologies defined for the same IP-CAN type so that appropriate QCI/charging key could be selected for the user service/application. That is, the RAT type should be used to reflect the radio capability the UE is currently using. 
Based on this understanding, the RAT type is clearly separated from the concept of IP-CAN type. Some RAT types are shown as below:
· For 3GPP accesses, the RAT type could be: UTRAN, GERAN and E-UTRAN. 

· For non-3GPP accesses, the RAT type could be: 802.16e, 802.16m, xDSL, HRPD, etc.

For the reporting of RAT type to PCRF, the same principle applies here as that of IP-CAN type. That is, PGW or SGW/trusted non-3GPP access will report this information during attach/HO/other scenarios for the case of on-path or off-path specifically.
Proposal
It is proposed that:
· To extend the definition of RAT type also to apply for non-3GPP accesses;

· To agree the above list of IP-CAN type for SAE;

If it is agreed, Huawei would be happy to draft CR(s) to document it into the relevant TS(s).
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