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Abstract of the contribution: This contribution proposes the inclusion of the UE-initiated resource request for TS23.402.
1. 
Introduction

The procedure of UE-initiated dynamic policy management for PMIP based S5/S8b, S2a and S2c is introduced in this paper.

2. Proposal
The following Text Proposal to TS 23.402 is proposed as below.

*** Start of 1st change ***
5.5.2.x UE-initiated resource request with PMIP-based S5/S8
This section is related to the case when UE-initiated resource request is supported, and it is utilized for the PMIP-based S5/S8b SDFs. 

Figure D.x-1 depicts the procedure for the roaming and non-roaming cases.
In the non-roaming case, vPCRF will not be involved. 
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Figure 5.5.2.x-1 UE-initiated resource request with PMIP-based S5/S8

1. The Serving GW sends a “Gateway Control and QoS Policy Rules Request” message to the PCRF. In this message, the requested SDF QoS and the relevant TFT filters are provided to the PCRF. In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.
2. The PCRF makes a PCC decision as per the QoS policy request.
3. The PCRF sends a “Policy and Charging Rules Provision” message to the PDN GW.. 

4. The PDN GW indicates to the PCRF whether the requested PCC decision can be enforced or not by sending a Provision Ack message. 
5. The PCRF sends a “Gateway Control and QoS Policy Rules Reply” message to the Serving GW. The Serving GW enforces the received QoS policy with the relevant access specific procedure (e.g. Dedicated bearer activation or modification procedure). 
Steps after 5 are described in TS 23.401, Section 5.4.{1,2,3}.
*** End of 1st change ***

*** Start of 2nd change ***
X.1  UE-initiated resource request for S2a over Trusted Non-3GPP IP Accesses 

This section is related to the case when UE-initiated resource request is supported, and it is utilized for the S2a SDFs. 

Figure X.1-1 depicts the procedure for the roaming and non-roaming cases.
In the non-roaming case, vPCRF will not be involved.  
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Figure X.1-1 UE-initiated resource request with S2a
1. The trusted non-3GPP access receives an IP-CAN specific service request initiated by the UE.
2-6. Steps 2 to 6 occur as described in steps 1-5 of Figure 5.5.2.x-1.

7. IP-CAN specific resource allocation procedure may be triggered by the enforcement of the received policy rules. In this step, a response for the resource request is sent to the UE.
*** End of 2nd change ***

*** Start of 3rd change ***
X.2  UE-initiated resource request for S2c over Trusted Non-3GPP IP Access 

This section is related to the case when UE-initiated resource request is supported, and it is utilized for the S2c SDFs. 

Figure X.2-1 depicts the procedure for the roaming and non-roaming cases.

In the non-roaming case none of the optional entities (e.g. vPCRF) are involved.  
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Figure X.2-1: UE-initiated resource request for S2c over Trusted Non-3GPP IP Access 


1. The UE sends a QoS Policy Request message (SDF QoS, TFT) to the Trusted Non-3GPP Access.
NOTE: the details of the QoS Policy Request message are specific to the Trusted Non-3GPP Access and therefore outside the scope of this specification.
2-6. Steps 2 to 6 occur as described in steps 1-5 of Figure 5.5.2.x-1.
7. The enforcement of the received policy rules may trigger additional access specific mechanism. In this step, a response for the initial request is sent to the UE.

 *** End of 3rd change ***
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