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Abstract of the contribution: This contribution introduces further details to HRPD -> LTE handover flows and discusses three alternatives.
1.
Introduction

In the last SA2 meeting, high level call flows for HRPD to LTE active mode mobility were added in the Annex of 23.402.
This document outlines three possible detailed solutions for optimized active mode mobility from HRPD to LTE, each with its pros and cons.
2
Optimized Active Handover: cdma2000 HRPD Access to EUTRAN
2.1
Option 1: Optimized handover re-using LTE/SAE procedures
Figure 2.1-1 illustrates a high-level call flow for an optimised HRPD to EUTRAN handover procedure, re-using already defined LTE/SAE procedures.
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Figure 2-1: HRPD to LTE/SAE handover, Option 1
Note: UE may need to perform a Tracking Area Update procedure in step 12

Note: UE may perform LTE attach directly over the LTE radio

1. The UE is registered with HRPD. If may have an ongoing data session established over EPS/EUTRAN access.

2. Handover decision is taken by the HRPD RNC or the UE (FFS).

3. Upon handover decision, the UE initiates the Attach procedure by transmission of a NAS Attach Request (IMSI or S‑TMSI and old TAI, Selected Network) message over a specific tunneling stream to the EV-DO RNC. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. Selected Network indicates the network that is selected. 

4. If no UE context for the UE exists anywhere in the network, authentication must be performed. If UE was unknown to the target MME and the old MME, target MME will send an Identity Request to request the UE’s IMSI prior to step 4. PDN GW IP address is sent from HSS to MME in this step.

5. If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS. Also, The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. MME performs checks on the UE, if all checks are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS. The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. HSS also sends the subscriber data to the MME in this step.
6. The MME selects a Serving GW as described in TS23.401 and sends a Create Bearer Request (IMSI, MME Context ID) message to the selected Serving GW. This step should trigger creation/retrieval of the SAE bearers in the Serving Gateway. 
7. In case of GTP-based S5/S8, the Serving GW creates a new entry in its EPS Bearer table and sends a Create Bearer Request (Serving GW Address for the user plane, Serving GW TEID of the user plane, Serving GW TEID of the control plane) message to the PDN GW. In case of PMIP-based S5/S8, the Serving GW retrieves the QoS information directly from the PCRF (not shown in the call flow), and then sends a PMIP Binding Update to the PDN Gateway (note that the path switch may also occur in step 16bis – this is FFS)

8. In case of GTP-based S5/S8, the PDN GW returns a Create Bearer Response message to the Serving GW, with the proper TEIDs and bearer-related information. In case of PMIP-based S5/S8, the PDN Gateway returns a PMIP Binding Accept. After this step, the path switch has occurred.

9. The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. 
10. The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the UE, through the HRPD system. S-TMSI is included if the new MME allocates a new S-TMSI. 
11. Upon completion of the LTE Attach procedure, UE switches over to EUTRAN.

12. UE performs the NAS service request procedure. The UE sends NAS message Service Request (S-TMSI, TAI, Service Type) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300. The eNodeB forwards the NAS Service request message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300
13. Authentication may be performed.

14. The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300.

15. The eNodeB performs the RRC radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up.

The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 14.

16.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300.
17.
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 
18.
The Serving GW sends an Update Bearer Response to the MME.
19.
MME sends HO complete to the HRPD RNC, so that it can release resources in HRPD.
2.2
Option 2: Optimized handover with minimal interruption time

Figure 2.2-1 illustrates a high-level call flow for an optimised HRPD to EUTRAN handover procedure, ensuring minimal interruption time.
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Figure 2-2: HRPD to LTE/SAE handover, Option 2

2.3
Option 3: Tunnelling towards a virtual eNB

Figure 2.3-1 illustrates a high-level call flow for an optimised HRPD to EUTRAN handover procedure, ensuring re-use of existing LTE procedures and minimal interruption time.
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Figure 2-3: HRPD to LTE/SAE handover, Option 3

3
Analysis of solutions for Optimized HRPD to EUTRAN Active Handover

Solution 1 is based on existing LTE procedures. EUTRAN procedures are untouched, however the MME behaviour is slightly different from a normal attach coming in from an eNB. Interruption time performance of this solution should be acceptable if the UE doesn’t need to perform a TAU upon arrival onto LTE. Finally, this solution involves the creation of a new transition between LTE_Detached and LTE_Idle states.
Solution 2 ensures a short interruption time, but involves changes to MME behaviour/procedures, as well as changes from an EUTRAN standpoint. Issues such as providing the physical cell ID to the target eNB need to be solved.

By having an interworking function as a virtual eNB which emulates an S1-MME link towards the MME, solution 3 allows fully re-using already defined LTE procedures. However, the added complexity of having a new interworking function and new interface (UE-Virtual eNB) makes this solution less attractive.
If possible, it would be nice to re-use as much as possible existing LTE/SAE procedures for mobility from HRPD to LTE. Solution 1 fulfils that goal, although it does imply minor MME behaviour changes, as well as a new state transition from LTE_DETACHED to LTE_IDLE. Solution 3 goes further in order to ensure no changes are made to currently assumed MME behaviour, but has the largest complexity. 

Since the changes implied to solution 1 are not seen as significant, that the authors  believe that solution 1 is the most viable solution for HRPD to LTE active mode mobility. In order for solution 1 to provide as short an interruption time as possible, the UE should not have to perform a TAU update upon arrival in LTE. For this to be avoided as much as possible, the MME should use the multi-TA registration mechanism already defined. If the scenario still presents itself, then the UE should perform a Idle-to-active TAU procedure by setting the ‘Active flag’ in the TAU request.
4
Proposal

It is proposed that SA2 discuss the three alternatives outlined above and select one of them for further normative specification.
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