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This contribution proposes to include the definition of LTE-MM states and state transient in TS 23.401.
1. Introduction
Although LTE-MM states were extensively discussed during the study phase of SAE, the outcome of the discussion has not been well captured in TS 23.401. This contribution proposes to include the updated definition and state transient of LTE-MM states. 

2. Discussion
2.1 Current text in 3GPP specification

Currently, LTE MM-states are described in the Annex C of TR23.882 and the Annex A of TS36.300. Both descriptions are out-dated and fail to reflect the latest understanding. 

The following is the excerption of the Annex A of TS36.300v800 about the LTE-MM states. As you can notice, the only available ‘official’ definition of MM states from 3GPP TS is not very correct.
************** Start of Quotation *************

A.2
NAS protocol states & state transitions

The NAS control protocol uses the following states:

-
LTE_DETACHED:

-
No RRC entity.

-
LTE_IDLE:

-
RRC_IDLE State;

-
Some information is stored in the UE and in the network:

- 
IP address, etc;

-
Security association (keys, etc);

-
UE capability information (FFS);

-
Radio Bearers (FFS);

-
State transition decided in eNB or EPC (FFS);

-
LTE_ACTIVE:

-
RRC_CONNECTED State;

-
State transition decided in eNB or EPC (FFS);

The following figure reflects how the NAS states relate to the RRC:
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LTE_DETACHED

RRC: NULL

RRC Context in network:

-Does not exist

Allocated UE-Id(s):

-IMSI

UE position:

-Not known by network

Mobility

-PLMN/Cell selection

DL/UL activity:

-None

LTE_ACTIVE

RRC: RRC_CONNECTED

RRC Context in network:

-Includes all information necessary for

communication

Allocated UE-Id(s): 

-IMSI

-ID unique in Tracking Area (TA-ID)

-ID unique in cell (C-RNTI)

-1 or more IP addresses

UE position: 

-Known by network at cell level

Mobility:

-Handover

DL/UL activity: 

-UE may be configured with DRX/DTX

periods

LTE_IDLE

RRC: RRC_IDLE

Context in network:

-Includes information to enable fast

transition to LTE_ACTIVE (e.g.

security key information)

Allocated UE-Id(s): 

-IMSI 

-ID unique in Tracking Area (TA-ID)

-1 or more IP addresses

UE position:

-Known by network at Tracking Area

(TA) level

Mobility:

-Cell reselection

DL activity: 

-UE is configured with DRX period

Perform “Registration”

-Allocate C-RNTI, TA-ID, IP addr

-Perform Authentication

-Establish security relation

Change of PLMN/deregistration

-DeallocateC-RNTI, TA-ID, IP address

New traffic

-Allocate C-RNTI

Inactivity

-Release C-RNTI

-Allocate DRX for PCH

Timeout of periodic TA-update

-DeallocateTA-ID, IP address


Figure A.2: E-UTRAN RRC protocol states

NOTE:
The applicability of the ID unique in Tracking Area (TAID) in LTE_DETACHED is FFS.

The UE context in the EPC will discriminate the 3 states. The UE context in the eNB will only exist in the LTE_ACTIVE state.
************** End of Quotation *************

In TS 23.401, the UE’s MM state is mentioned to in many places, but without any proper definitions. Even worse, different terminologies are used, to indicate seemingly the same thing. For example, terms being used are ‘active mode’, ‘active state’, LTE_ACTIVE state’, ‘idle mode’ and ‘LTE_IDLE’
The term ‘LTE’ and ‘SAE’ are not supposed to be used in the specification any more. So it would be preferable not to use ‘LTE_xxxx’ to define the mobility management state in 23.401. We propose it to use ‘EMM-states’ and ‘EMM-xxxx’.
2.2 Defining EMM states
Three EMM states are to be defined; EMM-DETACHED, EMM-IDLE, and EMM-CONNECTED.

The UE’s EMM state decides the mobility mechanism to be used. I.e. the UE in EMM-CONNECTED state is handled by the handover procedure, while the UE in EMM-IDLE state uses the TAU procedure. 
It also determines network’s behaviour when the downlink packets arrive towards the UE. I.e. when the UE is in EMM-IDLE state, then the core network shall initiate paging because the UE’s location is only know in the level of TA.

The best way to tell the UE’s EMM state, especially between EMM-CONNECTED and EMM-IDLE, is the existence of the signalling connection between the UE and the MME. The signalling connection is made up of two parts: an RRC connection and an S1_MME connection.
2.3 Relationship with user plane bearers
When we define the EMM-CONNECTED state based on the existence of the signalling connection between the UE and the MME, the question is how to relate the EMM state to the existence of ‘active’ user plane bearer(s). Note that the term ‘active’ is used to refer the EPS bearer ready to be used, i.e. which has the S1-U tunnel and radio resource allocated, and it does not mean the same as in e.g. ‘activation of a dedicated bearer’; the former means ‘waking up’ of the bearer, while the latter means ‘creation’ of the bearer.
In the last meeting, it was agreed that all the preserved user plane bearers are ‘activated’ (here again meaning ‘waking up’ of the bearer) during the idle to active transition. So after a ‘normal’ service request procedure, the UE transits from EMM-IDLE to EMM-CONNECTED and the EPS bearers are ‘activated’ in the user plane.

The only two possible cases when the UE can transit from EMM-IDLE to EMM-CONNECTED without ‘activation’ (reading: waking up) of the user plane bearers are;

1) TAU without the ‘active flag’ on

2) When the MME decides just to setup the signaling connection and not to establish the radio and S1 bearers, during the service request procedure.

2.3.1 TAU without the ‘active flag’ on

For the first case, the UE and the network does not need to keep the EMM-CONNECTED state. If they keep this EMM-CONNECTED state with signalling connection only, then a new procedure or modification to the service request procedure should be introduced to establish the user plane bearers for the EMM-CONNECTED UE.

The simplest and cleanest way would be releasing the signalling connection after the TAU without the ‘active flag’ on.
2.3.2 Service Request with signalling connection only
The reason for the MME to decide to set up the signalling connection only is when the MME initiated paging for the network initiated NAS signalling. The only applicable scenario for this is when the network needs to perform the MME/HSS-initiated detach procedure for the idle mode UE. 
Because the UE will be detached from the network very soon, the EMM-CONNECTED state with signalling connection only can be regarded as only a temporal state.
The current text in the Service Request procedure for this is not clear enough and can cause confusion. So we propose revision for it.
Conclusion: In general cases, when the UE is in EMM-CONNECTED states, the user plane bearers are also established. There are cases when the UE transits to EMM-CONNECTED state without establishing user plane bearers, they are only temporal transition, so that the UE will move to another state.

4. Proposal
We propose to add the following modifications against TS 23.401.
*** Start of 1st modified section ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AMBR
Aggregate Maximum Bit Rate

DL TFT
DownLink Traffic Flow Template

EPC
Evolved Packet Core

EPS
Evolved Packet System
EMM
EPS Mobility Management
GW
Gateway

L2 PDB
Layer 2 Packet Delay Budget

L2 PLR
Layer 2 Packet Loss Rate

MBSFN
MBMS over Single Frequency Networks

MME
Mobility Management Entity

P-GW
PDN Gateway

S-GW
Serving Gateway

S-TMSI
S-Temporary Mobile Subscriber Identity

SDF
Service Data Flow

TAC
Tracking Area Code

TAI
Tracking Area Identity

TAU
Tracking Area Update

UL TFT
UpLink Traffic Flow Template

*** End of 1st modification ***
*** Start of next modified section ***

4.x
EMM states
Editor’s note: The relationship and impact of the inter-system mobility to the EMM states are FFS. The current definitions of EMM states describe the mobility management states relevant for intra E-UTRAN mobility events.

4.x.1     Definition of EMM states
EMM-DETACHED

In the EMM‑DETACHED state, there is no communication between the UE and the MME. The EMM context in MME holds no valid location or routeing information for the UE or the MME does not store any EMM context for the UE. The UE’s EMM protocol entity does not react on system information related to the MME. The UE is not reachable by a MME, as the UE location is not known.
In order to establish EMM contexts in the UE and the MME, the UE shall perform the Attach procedure. After the signalling connection is established between the UE and the MME for performing the Attach procedure, the state changes to EMM-CONNECTED in the UE and in the MME. The signalling connection is made up of two parts: an RRC connection and an S1_MME connection.
Some UE context can be still stored in the UE and MME, e.g. to avoid running an AKA procedure during every Attach procedure.
EMM-IDLE
In EMM-IDLE state, the UE location is known in the MME with an accuracy of a number of tracking areas. Paging is needed in order to reach the UE. The UE and MME have established EMM contexts.
Mobility of UE is handled by UE initiated cell reselection. The UE shall perform a tracking area update if the new TA is not in the list of TA’s that the UE is registered with the network. Signalling towards the HSS is needed if the MME does not have an EMM context for this UE.

There exists no UE context in E-UTRAN for the UE in the EMM-IDLE state. There is no S1_MME and S1_U connection for the UE in the EMM-IDLE state.
The UE and the MME shall enter the EMM-CONNECTED state when the signalling connection is established between the UE and the MME.
Detach procedure changes the state to EMM-DETACHED. The MME may perform an implicit detach any time after the UE reachable timer expiry.
Editor’s note: Interaction with UE reachable timer is FFS.
EMM-CONNECTED
The UE location is known in the MME with an accuracy of a cell ID. The mobility of UE is handled by the handover procedure. The UE performs the tracking area update procedure when TAI in the EMM system information is not in the list of TA’s that the UE is registered with the network. 
For a UE in the EMM-CONNECTED state, there exists a signalling connection between the UE and the MME. The signalling connection is made up of two parts: an RRC connection and an S1_MME connection.
The S1 release procedure changes the state at both UE and MME from EMM-CONNECTED to EMM-IDLE. 
NOTE: 
The UE may not receive the indication for the S1 release, e.g. due to radio link error or out of coverage. In this case, there can be temporal mismatch between the EMM-state in the UE and the EMM-state in the MME.
After a signalling procedure (e.g. tracking area update), the MME may decide to release the signalling connection to the UE, after which the state at both the UE and the MME is changed to EMM-IDLE. 
 Editor's note: There are some error cases where the UE also changes to EMM-IDLE. The details are FFS.
The Detach procedure changes the state to EMM-DETACHED.

4.x.2 State transition and functions
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Figure x. EMM state model in UE


[image: image3]
Figure y. EMM state model in MME
Transition from EMM-DETACHED to EMM-CONNECTED
· Attach: The EMM context transits to the EMM-CONNECTED state when a signaling connection is established between the UE and the MME.
Transition from EMM-CONNECTED to EMM-IDLE

· S1_release procedure: The EMM context transits to the EMM-IDLE state when the signalling connection is released.
Transition from EMM-IDLE to EMM-CONNECTED
· Signalling Connection Establishment: The EMM context transits to the EMM-CONNECTED state when the signalling connection is established though e.g. Service Request procedure, TAU procedure etc.
Transition from EMM-CONNECTED to EMM-DETACHED

· Detach: The EMM context transits to the EMM-DETACHED state, when the signalling connection is released between the UE and the MME after the UE has performed a detach or after the network-initiated detach is performed

· TAU Reject: The EMM context transits to the EMM-DETACHED state when the signalling connection is released between the UE and the MME after a TAU is rejected by the MME.

· Attach Reject: The EMM context transits to the EMM-DETACHED state when a signalling connection is released between the UE and the MME after an attach is rejected by the MME.

Transition from EMM-IDLE to EMM-DETACHED

· Implicit Detach by the UE: The EMM context in the UE locally transits to the EMM-DETACHED state, e.g. in the case of removal of the battery or the USIM from the UE.

· Implicit Detach by the network: The EMM context in the MME locally transits to the EMM-DETACHED state when the MME has not had communication with the UE for a long period of time.
Editor’s note: It is FFS if separate text descriptions of the state transition in the UE and in the MME is required or not.
*** End of modification ***
*** Start of next modified section ***

4.3.4.2
Tracking and Reachability Management for UE in EMM-IDLE state
*** End of modification ***
*** Start of next modified section ***
4.3.4.5
Idle mode Signalling Reduction Function

The Idle mode Signalling Reduction function provides a mechanism to limit signalling during inter-RAT cell-reselection in idle mode (EMM-IDLE, PMM-IDLE, and GPRS STANDBY states).
*** End of modification ***
*** Start of next modified section ***
4.4.2
MME 

MME functions include:

-
NAS signalling 

-
NAS signalling security

-
Inter CN node signalling for mobility between 3GPP access networks (terminating S3)

-
UE Reachability in EMM-IDLE state (including control and execution of paging retransmission)
-
Tracking Area list management (for UE in EMM-CONNECTED and EMM-IDLE states)
-
PDN GW and Serving GW selection

-
MME selection for handovers with MME change

-
SGSN selection for handovers to 2G or 3G 3GPP access networks

-
Roaming (S6a towards home HSS)

-
Authentication

-
Bearer management functions including dedicated bearer establishment.

*** End of modification ***
*** Start of next modified section ***

4.4.3.2
Serving GW

The Serving GW is the gateway which terminates the interface towards E-UTRAN. 

For each UE associated with the EPS, at a given point of time, there is a single Serving GW.

Serving GW functions include for both the GTP-based and the PMIP-based S5/S8:

-
the local Mobility Anchor point for inter-eNodeB handover

-
Mobility anchoring for inter-3GPP mobility (terminating S4 and relaying the traffic between 2G/3G system and PDN GW) 

-
Downlink packet buffering for the UE in EMM-IDLE state and initiation of network triggered service request procedure

-
Lawful Interception

-
Packet routeing and forwarding
-
Transport level packet marking in the uplink and the downlink

-
Accounting on user and QCI granularity for inter-operator charging

-
UL and DL charging per UE, PDN, and QCI
(e.g. for roaming with home routed traffic)

Additional Serving GW functions for the PMIP-based S5/S8 are captured in 3GPP TS 23.402 [2].
*** End of modification ***
*** Start of next modified section ***

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change

5.3.3
Tracking Area Update procedures

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change

NOTE:
For a PMIP-based S5/S8, procedure steps (A) are defined in 3GPP TS 23.402 [2]. Steps 9 and 10 concern GTP based S5/S8
1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.

2.
The UE initiates the TAU procedure by sending a TAU Request (S TMSI, old TAI, active flag, and EPS bearer status) message together with an indication of the Selected Network to the eNodeB. The S TMSI and the old TAI associated with S TMSI shall be included. Selected Network indicates the network that is selected. Active flag is a request by UE to activate the radio and S1 bearers for all the active EPS Bearers by the TAU procedure when the UE is in EMM-IDLE state. The EPS bearer status is a bitmap that indicates each active EPS bearer.
3.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME Selection Function".


The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
The new MME sends a Context Request (S TMSI, old TAI) message to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME correctly validates the UE, then the old MME starts a timer.

Editor's note: It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5.
The old MME responds with a Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)), Subscription Data) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

Editor's note: It is FFS if the Subscription Data may be sent from the old MME in the Context Response message.

6.
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

7.
The new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.

8.
The MME constructs an MM context for the UE. The new MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.7.2 on "Serving GW selection function". If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.
9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message. 

11.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) message to the HSS.

13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.

14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with the message Cancel Location Ack (IMSI). 

15.
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

16)
If subscription data was transferred in the Update Location Ack message the MME acknowledge the received Subscription Data by returning an Update Location Complete message to the HSS.

Editor's note: FFS if step 16 is needed. If the MME doesn’t receive an Update Location Ack message from HSS, it will re-send the Update Location message.

17.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

18.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.

19.
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S TMSI, TA list, EPS bearer status) message to the UE. S TMSI is included if the MME allocates a new S TMSI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s). The MME builds an EPS bearer status IE with information about active bearers, and sends the EPS bearer status IE in this step to the UE. The UE removes any internal resources to bearers not marked active in the received EPS bearer status bitmap.
20.
If S TMSI was changed or EPS bearer status IE was sent to the UE, the UE acknowledges the received S-TMSI or received EPS bearer status by returning a TAU Complete (EPS bearer status) message to the MME. The sent EPS bearer status indicates each active EPS bearer handled by UE.
When the “Active flag” is not set in the TAU Request message and the Tracking Area Update was not initiated as the part of the handover, the new MME releases the signaling connection with UE, according to the section 5.3.5.

*** End of modification ***
*** Start of next modified section ***
5.3.3.2.2
E-UTRAN to UTRAN Iu Mode Routeing Area Update

The E-UTRAN to UTRAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a UTRAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an EMM-IDLE state UE. The RA update case is illustrated in Figure 5.3.3.2-2.

*** End of modification ***
*** Start of next modified section ***
5.3.3.3.2
E-UTRAN to GERAN Routeing Area Update

The E-UTRAN to GERAN Routeing Area Update procedure takes place when a UE that is registered with an MME selects a GERAN cell. In this case, the UE changes to a Routeing Area that the UE has not yet registered with the network. This procedure is initiated by an EMM-IDLE state UE and may also be initiated if the UE is in EMM-CONNECTED state. This RA update case is illustrated in Figure 5.3.3.3-2. 

(Figure omitted)
Figure 5.3.3.3-2: E-UTRAN to GERAN A/Gb mode Routeing Area Update
1.
The UE selects a GERAN cell. This cell is in a Routeing Area that is not yet registered with the network.

2a.
The UE sends a Routeing Area Update Request (old RAI, old P-TMSI, UE Network Capability) message to the new 2G‑SGSN. In the information element old RAI the UE indicates one TA from the TA list the UE registered with the network. In the information element old P-TMSI, the UE indicates the S-TMSI that is allocated to the UE.

2b.
The BSS shall add the Cell Global Identity (CGI) of the cell where the UE is located before passing the message to the new 2G-SGSN.

3.
The new 2G-SGSN uses the old TAI and old S-TMSI received from the UE to derive the old MME address, and sends a Context Request (old TAI, old S-TMSI, New SGSN Address) message to the old MME to get the context for the UE. If the UE is not known in the old MME, the old MME responds with an appropriate error cause. If the new 2G‑SGSN indicates that it has authenticated the UE or if the old MME authenticates the UE, the old MME starts a timer.

3b.
If the UE was in EMM-CONNECTED state, the source MME sends a Context Request message to the source eNodeB.  The source eNodeB begins buffering downlink packets for forwarding rather than transmitting them to the UE. 
*** End of modification ***
*** Start of next modified section ***

5.3.4
Service Request procedures

5.3.4.1
UE triggered Service Request


[image: image5]
Figure 5.3.4-1: UE triggered Service Request procedure

1.
The UE sends NAS message Service Request (S-TMSI, TAI, Service Type) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300 [5].

3.

NAS authentication procedures may be performed.

4.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for all the active EPS Bearers. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300 [5]. 
When the Service Request is the response of paging for the network initiated signaling e.g. to perform the MME/HSS-initiated detach procedure for the UE in EMM-IDLE state, the MME sets up only a signaling connection and does not establish the radio and S1 bearers for the user plane, i.e. the steps 4 to 9 are omitted. In this case, the S1 signaling connection is established through the network initiated NAS signaling, e.g. MME/HSS-initiated detach procedure.


5.
The eNodeB performs the radio bearer establishment procedure. The user plane security is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300 [5]. When user plane security has been established the EPS bearer state is synchronized between the UE and the network, i.e. the UE should remove any internal resources for bearers that are not set up.
6.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4.


It is FFS if the uplink data can be forwarded onwards by Serving GW only after step 8.
7.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300 [5].

8.
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 

9.
The Serving GW sends an Update Bearer Response to the MME.

*** End of modification ***
*** Start of next modified section ***

5.3.4.2
Network Triggered Service Request
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Figure 5.3.4-2: Network triggered Service Request procedure

If the MME needs to signal with the UE that is in EMM-IDLE state, e.g. to perform the MME/HSS-initiated detach procedure for the idle mode UE, the MME starts network triggered service request procedure from step 3.
1.
The Serving GW receives a downlink data packet for a UE in EMM-IDLE state and buffers the downlink data packet.

2.
The Serving GW sends a Downlink Data Notification message to the MME. 

If the Serving GW receives additional downlink data packets for this UE, the Serving GW buffers these downlink data packets and the Serving GW does not send a new Downlink Data Notification to the MME.

3.
The MME sends a Paging message (NAS Paging ID, TAI(s), Paging DRX ID) to each eNodeB belonging to the tracking area(s) in which the UE is registered. The step is described in detail in 3GPP TS 36.300 [5]. Steps 3-4 are omitted if the MME already has a signalling connection over S1-MME towards the UE.

4.
The UE is paged by the eNodeBs. The step is described in detail in 3GPP TS 36.300 [5].

5.
The UE initiates the UE triggered Service Request procedure, which is specified in clause 5.3.4.1.

5.3.5
S1 release procedure

This procedure is used for the release of all S1 bearers for a UE, including all S1-U bearers and the S1-MME signaling connection for the UE. This procedure results in the UE state in MME being set to EMM-IDLE and all UE related context information is deleted in the eNodeB. 

The initiation of S1 Release procedure is either:

-
eNodeB-initiated with cause e.g. O&M Intervention, Unspecified Failure, User Inactivity, Repeated RRC signalling Integrity Check Failure, Release due to UE generated signalling connection release, etc, or

-
MME-initiated with cause e.g. authentication failure, detach, etc. 

Both eNodeB-initiated and MME-initiated S1 release procedures are shown in Figure 5.3.5-1. 


[image: image7] 

Figure 5.3.5-1: S1 Release Procedure

1.
If the eNodeB detects a need to release the UE's signalling connection and all radio bearers for the UE, the eNodeB sends an S1 Release Request (Cause) message to the MME. Cause indicates the reason for the release (e.g. O&M intervention, unspecified failure, user inactivity, repeated integrity checking failure, or release due to UE generated signalling connection release). 
NOTE:
Step 1 is only performed when the eNodeB-initiated S1 release procedure is considered. Step 1 is not performed and the procedure starts with Step 2 when the MME-initiated S1 release procedure is considered.

2.
The MME sends an Update Bearer Request message to the S-GW that requests the release of all S1-U bearers for the UE. This message is triggered either by an S1 Release Request message from the eNodeB, or by another MME event.

3.
The S-GW releases all eNodeB related information (address and TEIDs) for the UE, sets the UE’s EMM status to EMM-IDLE and responds with an Update Bearer Response message to the MME. Other elements of the UE's S-GW context are not affected. The S-GW retains the S1-U configuration that the S-GW allocated for the UE's bearers. The S-GW starts buffering downlink packets received for the UE and initiating the "Network Triggered Service Request" procedure, described in sub-clause 5.3.4.2, if downlink packets arrive for the UE.

4.
The MME releases S1 by sending the S1 Release Command (Cause) message to the eNodeB. 

5.
If the RRC connection is not already released, the eNodeB sends a Release RRC Connection message to the UE. 

6.
The UE returns a Release RRC Connection Acknowledge message to the eNodeB. In the situation that the RRC connection has not yet been successfully released, the eNodeB shall keep sufficient UE context information to complete the RRC connection release with the UE. When the RRC connection is released successfully, the eNodeB deletes the UE's context. 

7.
This step shall be performed promptly after step 4, e.g. it shall not be delayed in situations where the eNodeB does not receive a Release RRC Connection Acknowledge from the UE.

The eNodeB confirms the S1 Release by returning an S1 Release Complete message to the MME. With this, the signalling connection between the MME and the eNodeB for that UE is released. 

The MME deletes any eNodeB related information (address and TEIDs) from the UE's MME context, but, retains the rest of the UE’s MME context including the S-GW's S1-U configuration information (address and TEIDs). All EPS bearers established for the UE are preserved in the MME and in the Serving GW.

If the cause of S1 release is different from User inactivity, the MME shall trigger the MME Initiated Dedicated Bearer Deactivation procedure (sub-clause 5.4.4.2) for the GBR bearer(s) of the UE after the S1 Release procedure is completed.

Editor's note: FFS: Other causes of S1 release (in addition to user inactivity) that should lead to the preservation of the GBR bearer(s).

*** End of modification ***
*** Start of next modified section ***

5.4.4.1
PDN GW Initiated Dedicated Bearer Deactivation

The dedicated bearer deactivation procedure for a GTP based S5/S8 is depicted in figure 5.4.4-1. In this procedure, the UE is assumed to be in EMM-CONNECTED.

(Snip)
Steps 4 to 7 are not performed when the UE is in EMM-IDLE. The EPS bearer state is synchronized between the UE and the network at the next EMM-IDLE to EMM-CONNECTED transition (e.g. Service Request or TAU procedure).
Editor's note: FFS: handling of steps 4 to 7 when the UE is in EMM-CONNECTED but not reachable.
5.5.2
Inter RAT handover

5.5.2.1
E-UTRAN to UTRAN Iu mode Inter RAT handover based on PS handover

5.5.2.1.1
General

Pre-conditions:

-
The UE is in EMM-CONNECTED state (E-UTRAN mode).
*** End of modification ***
*** Start of next modified section ***

5.5.2.3
E-UTRAN to GERAN A/Gb mode Inter RAT handover based on PS handover
5.5.2.3.1
General

Pre-conditions:

-
The UE is in EMM-CONNECTED state (E-UTRAN mode).

-
The BSS must support PFM, Packet Flow Management, procedures.

*** End of modification ***
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