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1. Introduction
TISPAN has sent us a reply LS S2-07xxxx to give us their feedback on the wildcarded PUI. WG2 has to examine two potential solutions (reminded below) for the raised issue concerning handling of incoming calls and the fact that the Request-URI in the request being sent to the P-CSCF should contain the initial R-URI, as stated in GW2 LS S2-07xxxx. The proposed solutions are reminded below: 
Solution 1: Changing the behaviour in the S-CSCF, and for the scenarios where the wildcarded public user identity is used, generates a new R-URI, formed with the user part of the original Request URI and the host part of the contact address.

Solution 2: Keep existing S-CSCF behaviour and assume that the IP PBX contact address will be added in the R-URI (for the UNI case), as could be expected. Then assume that the IP PBX instead manages the mapping to the end users' IP addresses themselves. In this case the target user identity can be obtained by the IP PBX from the P-Called-Party-ID header. 

In the reply LS, WG2 shown a preference for Solution#1 and encourages SA2 to pursue work  on evolving Solution 1, for avoiding any side effects and fulfil list of WG2 requirements as shown below :

“ACTION:  WG2 would like to request 3GPP SA2: 

2. To pursue work on evolving Solution#1 and ensure that it does not generate undesired side-effects, in such a way that initial requests can be delivered to a corporate network allowing the corporate network to deliver it to one or more endpoints of the original target identity in the Request URI. And to corporate SIP proxies in general.
3. To consider the more detailed requirements listed above.”
In fact, current specifications indicate that the S-CSCF replaces the content of the R-URI with the registered Contact address, and places the initial targeted IMPU in the P-Called-Party header. This way of handling incoming calls (as assumed by solution 2) does not address WG2 issue because of two main reasons clearly stated in the WG2 LS xxxx, “this approach can not be used with SIP proxies in the corporate domain. As such proxies are routing requests by looking at the Request URI and not by looking at the P-Called-Party-ID header. Additionally this would force IP-PBX's serving as a routing element to route based on P-Called-Party-ID header field, which requires a significant modification of the behavior of existing SIP-based PBX.”  Consequently TISPAN would like this handling for incoming calls to be modified in the case of wildcarded PUI as solution 1 proposes.
2. Discussion
The mechanism proposed to solve this issue is for the S-CSCF to generate new R-URI based on the contact address for the corporate access and initial Id of the called user: This new R-URI would be formed of the user part of the initial called user and the host part of the contact address (note that only the host part of the contact address is used by the P-CSCF to route the incoming request). An example of how it could work is shown in Figure 1.
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Figure 1 - Incoming call for a wildcarded PUI
The mechanism is similar in case the R-URI is a SIP URI: "user@enterprise.com". In this case, the wildcarded PUI would probably be ****@enterprise.com. Supposing that the contact address for this wildcarded PUI is still xxx@pbx.enterprise.com, the S-CSCF would create the new R-URI as "user@pbx.enterprise.com".

The impact of such mechanism is only on the S-CSCF who will need to handle differently messages coming for a wildcarded PUI. Handling at the P-CSCF level is not modified, as it still can route the request based on the host part of the R-URI. The IP-PBX will then be able to route the request to the correct destination based on the user part of the R-URI.
NOTE: In case the IP-PBX manages two corporate domains, a registration for each domain will be required. 
3. Proposal
The proposal is to agree on this mechanism for handling of terminating call for wildcarded PUI. If agreed, the following text should be included in the new section dealing with wildcarded PUI in TS 23.228.
Start of new text
X.Y.Z
Wildcarded IMPU

…

When the value of an identifier matches what is expressed as a wildcarded IMPU (e.g. in the R-URI or P-Preferred-Identity header):

· for originating requests, the procedures are the same as in the case that the identifier is a distinct IMPU.
· for terminating requests, the identity of the target user should be kept in the R-URI (e.g. keep at least the user part of the target sip URI). Otherwise, the procedures are the same as in the case that the identifier is a distinct IMPU.
…

End of new text
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