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Abstract of the contribution:

Changes are proposed to TS 23.402, Annex C.3.3 to. The intent is to resolve the FFS items as much as possible.
Introduction

Summary of proposed changes:

1. Clarified PDN GW address bootstrapping for the UE.
2. Clarified that the HSS needs to interact with the 3GPP AAA server to fetch the PDN GW address and UE’s NAI that was used in the non-3GPP system to create PMIP6 session in the PDN GW.
3. Clarified that the MME provides the NAI information to the Serving GW for PMIP6 operation over S5.
4. Clarified the RA and de-registration steps for the UE after it attaches to the 3GPP system.
Proposal

The following changes to TS 23.402, Annex C.3.3 are proposed:
Start of first change: to TS 23.402, Annex C.3.3
C.3.3
Trusted Non-3GPP IP Access with DSMIPv6 over S2c to 3GPP Access Handover in Non-Roaming Scenario

In this scenario, the session starts in a trusted non-3GPP access system (e.g. E-UTRAN) using DSMIPv6 in a non roaming scenario. Subsequently, the session hands over to a 3GPP access system.


[image: image1]
Figure C.3.3-1: Trusted Non-3GPP S2c (DSMIPv6) to 3GPP with S5 handover
1)
The UE uses a trusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.
2)
The UE discovers the 3GPP access system and determines to handover from the currently used trusted non-3GPP access system to the discovered 3GPP access system. The mechanisms that aid the UE discover the 3GPP access system, are specified in section 5.3 (Network Discovery and Selection).
Editor's note:
The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE sends an Attach Request which is routed by 3GPP to an MME instance in the EPC as specified in TS 23.401.
4)
The MME contacts the HSS / 3GPP AAA and authenticates the UE. The HSS interacts with the 3GPP AAA server to derive the PDN GW address, and NAI of the UE information. As part of the authentication procedure, this information is conveyed to the MME.  The UE receives the PDN GW address information either via NAS signalling with the MME or via IETF defined integrated bootstrapping solution.
5)
After successful authentication, the MME performs location update procedure with HSS as specified in TS 23.401.


6)
The MME selects a Serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID, and PDN GW IP address) message to the selected Serving GW. For PMIP6 based S5, this message conatins NAI of the UE.

7)

a)
For PMIP6 based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN GW by sending a Proxy Binding Update according to [8].

b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN GW as described in TS 23.401.
8)
a)
For PMIP6 based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the DSMIPv6 tunnel from the non-3GPP access network to the PMIPv6 tunnel to the Serving GW. In the proxy Binding Ack, the PDN GW includes the same IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5,  the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the same IP address or prefix that was assigned to the UE earlier.

Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME that the binding has been successful.

10)
The MME sends an Attach Accept message to UE through 3GPP access as specified in TS 23.401.The 3GPP access system initiates radio bearer setup procedure as specified in TS 23.401. The 3GPP access system responds with an Attach Complete message.
11)
In case of PMIP6 based S5, the Serving GW and in case of GTP based S5, the PDN GW sends RA with the assigned home prefix to the UE. The detects that it has attached to its home link. The UE sends a BU with lifetime = 0 to the PDN GW to de-register its DSMIPv6 binding that was created while the UE was in non-3GPP access system.

End of first change: to TS 23.402, Annex C.3.3



















































































































































































































































































































































2. UE discovers LTE access system and initiates HO











11. BU (CMIP6 deregistration w/ lifetime 0), BA
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10. RB and S1-U bearer establishment and Attach Complete in EUTRAN�(see TS 23.401)





9. Create Default Bearer Response





8b. Create Bearer Response





7b. Create Bearer Request





8a. Proxy BA (IP Addr)





7a. Proxy BU (MN-NAI, IP Addr req)





6. Create Default Bearer Request 





5. Location Update and Subscriber Data Retrieval











4. Access Authentication (MN-NAI, PDN GW)





4. Access Authentication

















3. Attach Request
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