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Abstract of the contribution:

Changes are proposed to TS 23.402, Annex C.3.2 to. The intent is to resolve the FFS items as much as possible.
Introduction

Summary of proposed changes:
1. Clarified when PDN GW address is bootstrapped.
2. Clarified HoA bootstrapping for the UE.

Proposal

The following changes to TS 23.402, Annex C.3.2 are proposed:
Start of first change: to TS 23.402, Annex C.3.2
C.3.2

3GPP Access to Untrusted Non-3GPP IP Access with DSMIPv6 over S2c Handover in the Non-Roaming Scenario
In this scenario, the session starts in 3GPP access (e.g. E-UTRAN). When the UE is connected in the 3GPP (E-UTRAN) access system, either GTP or PMIPv6 is used over S5, or no S5 is used (co-located Serving GW and PDN GW). The session hands over to an untrusted non-3GPP access system. In this scenario DSMIPv6 is used for mobility management, so the UE will receive a different prefix from the ePDG than the one it was using in 3GPP access system The UE subsequently initiates DSMIPv6 with the its PDN GW to maintain the IP session.


[image: image1]
Figure C.3.2-1: 3GPP Access to Untrusted Non-3GPP IP Access with S2c (DSMIPv6) Handover
1)
The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface.

2)
At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of reasons e.g. local policies of the UE.
Editor's note:
The criteria / policy used in determining when handover to 3GPP access should be invoked are FFS.

3)
The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA server/HSS authenticates and authorizes the UE for access in the untrusted non-3GPP system.

4)
The UE may discover ePDG address if it does not know that already.

 5)
The UE performs IKEv2 and IPsec SA establishment with the ePDG that was discovered at step 4. The UE gets an IP address from the ePDG and initiates DSMIPv6 procedures to maintain its IP sessions. The UE discovers PDN GW address either via IKEv2 payload option (type TBD), or via other mechanisms that are specified by IETF integrated and split bootstrapping scenario solutions.
6)
The UE may also perform IKEv2 and IPsec SA establishment with the PDN GW. The IKEv2 transaction is authenticated and authorized by the 3GPP AAA server. This is an optional step needed only when RFC 4877 based SA is used between UE and PDN GW. The UE bootstraps the home address via IKEv2 option as defined in IETF split scenario bootstrapping solution.

Editor's note:
The use of IETF RFC4285 is FFS and when it is used step 6 will not be necessary.

7)
The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. The PDN GW authenticates and authorizes the UE and it sends back a BA including the IP address (home address) which the UE was using in the 3GPP access. 
NOTE:
If IP address (home address) assignment happens in step 6, inclusion of the home address in step 7 is not necessary.

8)
The UE continues with IP service using the same IP address.
Editor's Note:
The bearer and session teardown in the previous access system is FFS.
End of first change: to TS 23.402, Annex C.3.2































































































































































































































































































































































2. UE discovers the untrusted non-3GPP access system and initiates HO
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8. DSMIPv6 Tunnel











7. BU/BA (IP Addr)
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5. IKEv2/IPsec SA setup (CoA config)
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1. GTP/PMIP Tunnel
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