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Abstract of the contribution:

Proposal to establish the dedicated EPS bearers from the PDN GW during handover
Introduction

In the previous meeting it was agreed the initial handover steps for handovers over from trusted/utrusted non-3GPP to the 3GPP access systems. One areas left open as FFS is how the dedicated that are active in the source access system will be transferred to the target access during the handover. This contribution aims to address this issue and close this FFS.
Problem statement 

The handover procedures between 3GPP and non-3GPP access system should be able to transfer both the default and dedicated EPS bearers a UE has established in the source system to the target. This is a pre-requisite to ensure that the QoS will not be degraded during the handover and that the same QoS (equivalent QCI) will be experienced after the handover to the target access system.

In SAE there is the notion of dedicated EPS bearers to indicate that certain UL/DL SDFs will receive preferential QoS treatment over the EPC and RAN. This is the mechanism to ensure that certain applications will receive prioritised QoS during handover. Nevertheless with the addition of the PCC off-path model there are several combinations that would require different treatment:
Scenario 1 (off-path to off-path)
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Figure 1: Handover between two AS GWs implementing the off-path model
In this scenario the handover might occur between two GWs both implementing the off-path model (e.g. from non-3GPP GW to S-GW with S5-PMIP).  This scenario has two flavours:
1. The two AS have a direct connection between them “lower than” the PDN GW. This scenario might exist in CN Relocation between two S-GW implementing S5-PMIP. In that case a “Fwd Relocation” type of message will send the UE’s context that existed in the source system to the target. Therefore the existing dedicated EPS bearers as they have been established in the source will be possible to be retained.
2. The two AS do not have a direct connection between them lower than the PDN GW. This scenario will exist in the generic non-optimised handover case. The responsibility therefore for the relocation of the dedicated EPS bearers will be given to the target GW that after its interaction with the PCRF will receive all the PCC rules for the active sessions the UE has in place in the source system and will be able to establish the dedicated EPS bearers prior to switching the UP tunnel. This procedure is already included in the section C.1.1.2  of TS 23.402 (see message A.2 clause: “A number of dedicated EPS bearers may need to be also established at this step depending on the number of active dedicated EPS bearers that are indicated in the following step following the procedure described in TS 23.401.”)  

Scenario 2 (off-path to on-path)
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Figure 2: Handover between an AS GWs implementing the off-path model and one implementing the on-path model

In this scenario the handover might occur between one GW implementing the off-path model and one GW implementing the on-path model (e.g. from non-3GPP GW to S-GW with S5-GTP).  This scenario has two flavours:

1. The two AS have a direct connection between them “lower than” the PDN GW. This scenario might exist in CN Relocation between two S-GW implementing S5-PMIP or perhaps in the optimised CDMA2000-LTE handover. In that case a “Fwd Relocation” type of message will send the UE’s context that existed in the source system to the target. Therefore the existing dedicated EPS bearers as they have been established in the source will be possible to be retained.


Note: This scenario will require modifications to the existing CN Relocation procedure 
but this is out of scope of this paper. It should be handled by a separate paper.
2. The two AS do not have a direct connection between them lower than the PDN GW. This scenario will exist in the generic non-optimised handover case. The responsibility therefore for the relocation of the dedicated EPS bearers will be given to the PDN GW that after its interaction with the PCRF will receive all the PCC rules for the active sessions the UE has in place in the source system and will be able to establish the dedicated EPS bearers prior to switching the UP tunnel for all of them. This procedure is not included and should cover the “Editor’s Note: The procedure for the establishment of the dedicated EPS bearers from the PDN GW required from the received PCC rules is FFS.”
Proposal
Accept the proposal of establishing the dedicated EPS bearers from the PDN GW when handing over from trusted/un-trusted non-3GPP to 3GPP with GTP-S5.
Accept the following text proposal

Begin first change: Modify 23.402, Annex C.1.1.1
C.1.1.1
Using GTP based S5 Interface

The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for the case of non-roaming case and when PMIPv6 is used on S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the PDN GW in the evolved packet core.
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Figure C.1.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and GTP on S5 interfaces
NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5 and PMIP based S5. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section C.1.1.2.
NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN.

Editor’s Note: The alignment of the handover procedure with the attach procedure over PMIP based S5 is FFS.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by PDN GW (as PMIPv6 home agent).

2)
The UE discovers the 3GPP Access system (UTRAN or E-UTRAN) and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to the discovered 3GPP Access system. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME/SGSN. The message from the UE is routed by 3GPP Access to the MME/SGSN as specified in TS 23.401 (E-UTRAN) or TS 23.060 (UTRAN).

4)
The MME/SGSN contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to the MME/SGSN.

5)
After successful authentication, the MME/SGSN performs location update procedure with HSS as specified in TS 23.401 or TS 23.060.

Editor's Note:
It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME/SGSN selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), and PDN-GW address) message to the selected Serving GW. For PMIP based S5, the MN-NAI is also included in the message.

7) The Serving GW sends a Create Bearer Request message to the PDN-GW as described in TS 23.401. The PDN GW should not switch the tunnel at this point.

8)
The PDN GW sends an “Modification of IP-CAN session” message to the PCRF (Information contained is FFS) to obtain the rules required for the PDN GW to function as a PCEF for all the active sessions the UE has established as a result of the handover procedure. 

9)
The PCRF sends to the Serving GW an “Acknowledge IP-CAN Session Modification” message including QoS policy and charging rules enabling the PDN GW to perform as PCEF. A number of dedicated EPS bearers may need to be also established at this step depending on the PCC rules received following the procedure described in clause 5.4.1 of TS 23.401.


NOTE: 
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS 23.401 [4]
10)
The PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP address or prefix that was assigned to the UE earlier.
11)
The Serving GW returns a Create Default Bearer Response message to the MME/SGSN as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME/SGSN that the binding has been successful. At this step the PMIP6 or GTP tunnel is established.
12)
Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 or TS23.060.
13) 
The Serving GW sends an Update Bearer Request  message to the PDN GW including the RAN procedures ready flag that should indicate to the PDN GW to immediately start routing packets to the Serving GW. 

14)
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW.  
15) The UE can send, receive data at this point via the 3GPP access system.
16)
The Serving GW which is the MAG in case of PMIP based S5 or the PDN-GW in case of GTP based S5 exchanges RA (solicited or unsolicited) with the UE.
Editor's Note:The point at which resources in the trusted non-3GPP access are torn down is FFS.
End of first change
Second change, Modify 23.402 Annex C.2.1.1
C.2.1.1
Using GTP based S5 Interface


[image: image4]
Figure C.2.1.1-1: Untrusted Non-3GPP IP Access to E-UTRAN Handover in Non-Roaming case
NOTE:
All steps outside of (A) and (B) are common for architecture variants with GTP based S5 and PMIP based S5. Procedure steps (A) and (B) for PMIP based S5/S8 are described in Section C.2.1.2.
1)
The UE is initially connected to the untrusted non-3GPP access.  There is an IPsec tunnel between the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

2)
The UE moves and attaches to an E-UTRAN network.

3)
The UE next performs access authentication with the MME.  The MME would contact the HSS for authentication the UE.  As part of the authentication procedure, the PDN GW that needs to be used is conveyed to the MME.

Editor's Note:
How the HSS/3GPP AAA server ensures the same PDN GW that was being used while the UE was attached to the ePDG is used by the MME also is FFS.

4)
The MME performs location update procedure and subscriber data retrieval from the HSS.  See TS 23.401 for more details on these procedures.

5)
Once the MME authenticates the UE, it sends a Create Default Bearer Request message to the Serving GW.  In this message, the MME includes the UE's identifier (NAI) and the PDN GW that needs to be used.

6)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN-GW as described in TS 23.401 for the default and any active dedicated EPS bearer. The PDN GW should not switch the tunnel at this point. 

7)
If PCC is supported, the PDN GW sends an “Modification of IP-CAN session” message to the PCRF(Information contained is FFS) to inform the PCRF about the handover to E-UTRAN and to obtain any changes to QoS policy or the PCC rules related to the IP-CAN session. 

8)
If step 7) is performed, the PCRF sends to the PDN GW an “Acknowledge Modification of IP-CAN Session” message including any changes to the QoS policy or the PCC rules. 

9)
The PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP address or prefix that was assigned to the UE earlier. A number of dedicated EPS bearers may need to be also established at this step depending on the PCC rules received following the procedure described in clause 5.4.1 of  TS 23.401.

10)
The Serving GW responds to the MME with the Create Default Bearer Response message.  In this message, the Serving GW includes the IP address of the UE.

11)
S1_U default bearer establishment procedure and, if required dedicated bearer establishment procedure is performed.  This includes radio bearer setup.

12)
The Serving GW sends an Update Bearer Request  message to the PDN GW including the RAN procedures ready flag that should indicate to the PDN GW to immediately start routing packets to the Serving GW. 

13)
The PDN GW acknowledges by sending Update Bearer Response to the Serving GW.

14)
At the end of the handover procedure there is a default bearer and zero or more dedicated bearers for the UE that consists of E-UTRAN radio bearer, S1 bearer between the eNB and the Serving GW and a PMIPv6/GTP tunnel between the Serving GW and the PDN GW.

Editor's Note:
IPsec tunnel teardown with the ePDG is for FFS.
End of second change
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