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Abstract: ,This contribution describes a way of deriving IMPI/IMPU for non-ICS UE during RUA registration which removes the dependency on multiple registration support.
1. Introduction

Current RUA registration has dependency on multiple registration function. Though it’s foreseen that this function will be available in 3GPP R8 due to MMSC development, this contribution describes another way of deriving IMPI/IMPU for non-ICS UE during RUA registration. The advantage of this new method is that it has no dependency on multiple registration function. Note that RUA registration is discussed for both Application Server and IMS Adaptor approaches, but is documented in section 6.7. 
2. Proposal/Recommendation
It’s proposed to add the following text to TR 23.892:

*** Begin 1st change ***
6.7.1a.1.2
RUA Registration by the ICCF

The RUA in the ICCF performs a trusted registration on behalf of the UE. The solution for trusted registration by the RUA in the ICCF is similar to Early IMS security as specified in 3GPP Rel-6 TR 33.978 (see S2-071863 for details). In summary, the trusted registration allows the ICCF to register on behalf of a CS UE, based on the fact that it can be verified that the UE has been authenticated in the CS domain (this could be checked e.g., at the ICCF or at the HSS).

Similar to Early IMS, the RUA in the ICCF registers using a Temporary-IMPU based on the IMSI, which allows the I-CSCF and S-CSCF to derive the IMPI based on this T-IMPU. 

When a register request is received without the Authorization-Header, the S-CSCF first checks the IP address in the “Contact” header field as well as the received IP address of the first Via header with the list of pre-configured ICCF IP addresses. If there is a match, it is considered as an ICS Registration and the UE is considered authenticated.
For a non-ICS UE, when the UE has no ISIM and performs a registration via PS access and when the ICCF performs another registration on behalf of the UE, they may use the same IMPI and IMPU derived from the IMSI, resulting in different Contact for each registration. This is the reason why multiple registration support is needed in this case. Multiple registration support will be available in 3GPP R8 due to other requirements (e.g. MMSC), however, an alternative solution would be desirable which does not rely on multiple registration support. 

Instead of using the same IMSI-derived IMPI/IMPU as the UE when ICCF performs registration on behalf of the UE, it should use different IMPI and IMPU derived from IMSI. Such as <IMSI>@ics.mnc<MNC>.mcc<MCC>.3gppnetwork.org is used by the ICCF while the UE uses <IMSI>@ims.mnc<MNC>.mcc<MCC>.3gppnetwork.org as the IMPI in the REGISTER message, according to the rules in TS 23.003. How the format is exactly defined is stage 3 issue. And these two pairs of IMPI/IMPU shall belong to the same implicit registration set, and the two temporary IMPUs should be barred for SIP non-registration procedures, as indicated in 23.228. This would make a solution independent on multiple registration function, while it works the same in all the other aspects.
It has been concluded by SA3 that the overall procedures provide sufficient security for the purposes of ICS and does not impose any new threats and risks to the IMS system, assuming that the ICCF is within the same security domain as the S-CSCF and that it also exists within the same IMS trust domain.
The registered contact address is the ICCF, i.e., if the Request-URI would be matched, then a terminating call would be routed to the ICCF.

The RUA Registration provides the following information into the contact in the S-CSCF
-
Feature tag to indicate capability audio only. A terminating SIP INVITE which is indicating other capabilities would not match the CS contact.

-
Indicate in CS access characteristics (details are stage 3 issue). Possible solutions are:

-
Indicates CS access in P-Access-Network-Info as new access network type (e.g., “GERAN-cs”, “UTRAN-cs”). 

-
New feature tag indicating CS access
NOTE: CS access characteristics is only set by ICCF.
To select between PS contact and CS contact bound to one IMPU, DSF will provide sufficient information in the request message sent to S-CSCF to indicate if it should select PS or CS contact. So with RUA registration there is no possibility that S-CSCF will fork to both PS and CS contact, i.e. the possibility to fork to one terminal twice. Standard measure can be applied here, such as Accept-Contact, Reject-Contact etc.
On reception of a REGISTER request, the S-CSCF sends a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. If it is necessary to match only the initial filter criteria for ICCF registration but not for UE registration (or vice versa), the content of a PANI header or a contact headers could be used to differentiate those cases as criteria, e.g. if an AS always assumes that a UE is accessible via PS when registered, a third-party REGISTER request should not be sent to the AS when the UE is registered via ICCF from CS. But in the light of ICS principle to provide the IMS services both in CS access and PS access in the similar manner, the requirements to differentiate those cases have to be further studied and understood.  The Application Server can use the RegEvent package as specified in RFC 3680 to see whether a user is IMS registered and to know all of the registered public IDs which are in the same implicit registered set.

NOTE: In case the ICS UE would also register in IMS over Gm reference point, then the S-CSCF maintains for both the registration over Gm and the RUA registration a contact with a unique IMPI/IMPU binding. Each contact can be de-registered individually.
*** End 1st change ***
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