SA WG2 Temporary Document

Page 3
-


3GPP TSG SA WG2 Architecture — S2#60
S2-074197
8-12 October 2007
Kobe, Japan
Source:
Qualcomm Europe, Panasonic
Title:
S2c UE Initiated Dynamic Policy Control
Document for:
Approval

Agenda Item:
8.4.5
Work Item / Release:
SAE / Rel. 8

Abstract of the contribution: This contribution proposes the inclusion of a S2c based procedure for UE-initiated dynamic policy management of specific S2c service data flows.
1. Introduction

This contribution proposes the inclusion of a S2c based procedure for UE-initiated dynamic policy management of specific S2c service data flows.

2. Discussion

The following principles have been applied for this procedure
· The procedure assumes that an initial attachment has already taken place, including PCRF discovery

· The procedure assumes that an infrastructure capable of providing dynamic QoS policy control exists

· It is assumed that dynamic QoS policy control may result in related control information being sent to both the PDNGW and the Trusted Non-3GPP Access

· Charging rules are communicated only to the PDNGW as agreed at SA2 #59

· It is assumed that the PCRF can link the two sessions (with the PDNGW and with the Trusted Non-3GPP Access) based on a CoA-HoA mapping, which is available via the initial attachment procedure (see TS 23.402, Section D.1, step 6a)

· Message naming in line with S2-074021
3. Proposal
Annex A contains a Text Proposal to TS 23.402 in line with the above
Annex A: Text Proposal to TS 23.402
*** Start of 1st change ***
D.3  UE-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access 

This section is related to the case when UE-initiated dynamic QoS policy control is supported, and it is utilized for the S2c SDFs. 

In this case, the PCRF may push specific PCC rules to the Trusted Non-3GPP Access system and the PDN GW, in case the Access System supports PCC.
Figure D.3-1 depicts the procedure for the roaming and non-roaming cases.

In the non-roaming case none of the optional entities (vPCRF and AAA proxy) are involved.  

· In the roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in the PLMN and entities in the vPLMN and non-3GPP access. 

· Similarly, interaction between hPCRF in the HPLMN and entities in the vPLMN and non-3GPP access occurs by way of the vPCRF in the vPLMN. In both these cases, messages are relayed by the optional entities towards and from the hPLMN.

[image: image1.emf] 

UE

Trusted Non-3GPP 

Access

PDN GW

AAA/

HSS

PCRF

1. Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6

6.  QoS Policy Rules Provision

Access specific mechanism to 

enforce the policy

5a. PCC Provision 

5b. PCC Provision Ack

4. Decision

AAA 

Proxy

vPCRF

       

2. QoS Policy Request

3. Request QoS Policy Rules

 


Figure D.3-1: UE-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access 

1) Initial Attachment from Trusted Non-3GPP IP Access over S2c is performed as described in Section D.1. During this procedure, the CoA-HoA mapping is communicated by the PDNGW to the PCRF. As indicated above, in the roaming case signalling may be routed via a 3GPP AAA Proxy in the vPLMN, as specified in TS 23.234.

2) The UE sends a QoS Policy Request message (SDF QoS, TFT) to the Trusted Non-3GPP Access

NOTE: the details of the QoS Policy Request message are specific to the Trusted Non-3GPP Access and therefore outside the scope of this specification

3) The Trusted Non-3GPP Access sends a Request QoS Policy Rules message to the PCRF, containing a description of the requested QoS.  In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.

4) The PCRF decides whether the request can be authorized and granted. If the request is authorized and granted, the PCRF needs to link the Trusted Non-3GPP Access session and the DSMIPv6 session in the PDN GW. This can be done based on CoA-HoA mapping communicated to the PCRF by the PDNGW (see Section D.1, step 6a).

5) If the request is authorized and granted, the PCRF sends a PCC Provision message to the PDN GW (5a). The PDN GW sends a PCC Provision Ack in message 5b. In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.

6) If the request is authorized and granted the PCRF sends a QoS Policy Rules Provision message to the Trusted Non-3GPP Access. In the roaming case, PCC signalling is sent via a vPCRF in the vPLMN.

If PCC is not supported, dynamic QoS policy rule is provisioned independent of these procedures.

 *** End of 1st change ***
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