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1. Introduction

In the Helsinki meeting, significant progress was made on the PCC/QoS area with the introduction of an off-path PCC architecture for the PMIP/MIP-based reference points. This allows an alternative path for control signalling between S-GW and PCRF compared to when GTP is used. The off-path policy architecture is primarily intended to provide support for dynamic QoS signalling. However, the off-path policy architecture can also provide the means for other type of control signalling between S-GW and P-GW. 

Note: The discussion below focuses on the 3GPP accesses and S7c/S5/S8b reference points but can apply also to the non-3GPP accesses and S2a/b reference points. 
2. Discussion

Assuming that dynamic policy control is optional for an operator to deploy, the EPS as defined in 23.402 needs to provide “basic functionality” also without the presence of a policy architecture. What this “basic functionality” includes can be discussed, but at least it does not include dynamic policy provisioning. 

To provide “basic functionality”, certain control signalling between S-GW and P-GW will be required. Furthermore, even with the presence of S7c/S9/S7 certain parameters (e.g. UE IP layer configuration parameters) are not naturally transferred over a policy control interface. 

Furthermore, in 2G/3G Rel-7 there are a number of parameters transported between SGSN and GGSN in different GTP messages. The parameters are used for different purposes, for example connection handling, QoS, APN handling, location handling, trace support etc.  Most messages and parameters between SGSN and GGSN in rel-7 likely need to be supported between MME and Serving GW, and between Serving GW and PDN GW for 3GPP accesses also for EPS. When a GTP-based S5/S8 is used, these functions can be supported in a similar manner as in Rel-7. For PMIP-based S5/S8 it needs to be investigated how this is best supported.

This control signalling for “basic functionality” can be discussed in terms of “basic procedures” and “basic parameter transfer”:

· Basic procedure needed also without the presence of PCC are e.g.

· Attach (including default bearer establishment)

· Detach (NW- and UE-initiated)

· Handover procedures (I-RAT, Inter-access, …)

· Basic parameter transfer may e.g. include 

· Information for configuration of the UE (similar to the e.g. PCO field i.e. with IP DNS address, P-CSCF address etc. See also S2-074102 for similar discussion for 23.401)

· Signalling of RAT type (to enable proper CDR generation in PDN-GW)

· Charging characteristics (to enable proper CDR generation in PDN-GW)

· APN string (for selection of PDN by PDN-GW)

· APN restrictions (to support corresponding functionality also in Rel-8)

· Charging ID (to correlate charging records between S-GW and PDN-GW)

· HA address for use with S2c (to provision the UE with HA address in case S2c is to be used over non-3GPP access). This parameter could e.g. be included in the UE configuration information (1st bullet above).
For PMIP-based S5/S8b, the control signalling (basic procedures and parameter transfer) can take place over either the S7c/S9/S7 path or the S5/S8b path (or a combination). For the solution to work also without dynamic policy provisioning deployed, it is clear that the S5/S8b path is the only available choice. It is therefore proposed that “basic procedures” shall be supported in TS 23.402 without relying on the PCC infrastructure. Furthermore, there is also need for “basic parameter transfer” between S-GW and PDN-GW. The parameters can be transparently forwarded by PMIP since it is has no impact on the actual PMIP procedures. The LMA and the MAG need thus not take any action depending on the parameter content, but just forward them in existing PMIP messages. One option is to carry the parameters in the PBU/PBA in a 3GPP vendor specific mobility header [1]. Another option is to define specific mobility options for this purpose in IETF. 

3. References

[1] Mobile IPv6 Vendor Specific Option (draft-ietf-mip6-vsm-02.txt)
4. Proposal

Include the proposed changes in TS 23.402.
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5.4.2.6
Initial E-UTRAN Attach via PMIP based S5 or S8b
This section is related to the case when the UE powers-on in the LTE network via PMIP based S5 or S8b interface. Proxy Mobile IP is used on S5 or S8b interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.


[image: image1]
Figure 5.4.2.6-1: Initial E-UTRAN attach via PMIP based S5 or S8b

Editor's Note:
The setup of bearers on S5 interface and interactions with the PCC architecture are FFS.
Step1) ~ 5):
The UE initiates the attachment procedure to the LTE system, the detailed procedure refers to the correspondent steps in TS 23.401 Clause 5.3.2.

6) 
As specified in TS 23.401 Clause 5.3.2, if there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the Serving GW. The Serving GW acknowledge with Delete Bearer Response message.
Editor's note:
Whether additional message is needed between Serving GW and PDN GW is FFS.

7)
As specified in TS 23.401 Clause 5.3.2, if the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location to the HSS.
8)
As specified in TS 23.401 Clause 5.3.2, the HSS sends Cancel Location to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack and removes the MM and bearer contexts.
9)
As specified in TS 23.401 Clause 5.3.2, if there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Request messages to the Serving GW. The Serving GW returns Delete Bearer Response message to the MME.

Editor's note:
Whether an additional message is needed between Serving GW and PDN GW is FFS.
10)
As specified in TS 23.401 Clause 5.3.2, the HSS sends Insert Subscriber Data  message to the new MME. By receiving this message, if all checks (including subscription checking, TA validity, etc) are successful then the MME constructs a context for the UE and returns an Insert Subscriber Data Ack message to the HSS.
Editor' note:
It is FFS if the MN-NAI of the UE is also provided in Step 10.
11)
As specified in TS 23.401 Clause 5.3.2, the HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. If the Update Location is rejected by the HSS, the MME rejects the Attach Request from the UE with an appropriate cause
12)
As specified in TS 23.401 Clause 5.3.2, The MME selects a Serving GW and sends a Create Default Bearer Request (IMSI, MME Context ID, MN-NAI,PDN GW address) message to the selected Serving GW.

Editor's note:
Whether additional parameters are needed is FFS.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

13)
The Serving GW sends Proxy Binding Update to the PDN GW. The PBU includes information for configuration of the UE (similar to the PCO field), RAT type, Charging characteristics, APN string [x].
Editor's note:
How the Proxy Binding Update message is secured is FFS.

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are needed.

14)
The PDN GW may perform authentication and authorization of the MAG in the Serving GW based on the information received from the AAA server. It is FFS when this step is used, e.g., the PDN GW may have received all needed information before this attachment. If the MAG is successfully authenticated and authorized, the PDN GW allocates a PDN address for the UE. The PBA includes information for configuration of the UE (similar to the PCO field), Charging ID, APN Restriction [x].
15)
The PDN GW may interact with the PCRF to get the default PCC rules for the UE in case PCRF is applied in the network. The detail is FFS.

Editor's note:
How the QoS is applied for the PMIP based S5 or S8b interface is FFS.

16)
The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW sends Proxy Binding Acknowledgment to the Serving GW including the PDN address allocated for the UE.
17)
The PMIPv6 tunnel is set up between the Serving GW and the PDN GW.
18)
As specified in TS 23.401 Clause 5.3.2, The Serving GW returns a Create Default Bearer Response (PDN Address, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the MME.
Editor's note:
Whether additional parameters are needed is FFS.
Step 19~22:
attach complete procedures. The detail steps could refer to the description in TS 23.401 Clause 5.3.2.
**** End of 2nd change ****
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