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Introduction

One of the objectives of Multimedia Session Continuity study is to evaluate and propose solutions that can enable the network to exercise tight control on the multimedia session transfer procedures.

A possible approach to the problem (at least when the UE is camping in the HPLMN; roaming scenarios could introduce additional complexity) could comprise the following steps:
1. Event Reporting: when a UE engaged in a multimedia session detects the occurrence of a pre-configured event, it reports this event to the network.

2. Session Transfer Decision: the network uses the information provided by UE, plus any other necessary information, to decide if a session transfer for this UE is necessary or not. 

3. Session Transfer Indication: after the network decides that a session transfer for a specific UE is desirable, it can indicate this decision to UE.

Discussion

In the following we will start discussing the above mentioned steps.

The Event Reporting step could be useless and, in many cases, undesirable. The main reasons behind this statement are that the Event Reports sent by the UE:
· are to be considered un-trusted by the IMS: as it is well known, the same applies to the P-Access-Network-info header that the User Agent in the UE sends to the IMS into the SIP signalling;
· could be unreliable due to the mobility of the UE and radio conditions: "a new IP-CAN" could be available at the moment of the reporting from the UE to the IMS, but it could be no more available  when the IMS sends the consequent indication to the UE;
· may cause an unacceptable load on the radio interface:
· may bring complexities to the UE.
The IMS cannot rely on un-trusted, unreliable and incomplete information to decide where, when and how to move the components of a multimedia session: it simply seems to us unfeasible.
The UE is the only actor that knows, at any time, what is exactly the radio environment around and therefore it is the only one that can take “reliable” real-time decisions; the IMS is too far from the access network (in terms of information transfer delay) to be able to take “reliable” real-time decisions.

If an Operator wants to steer traffic from one access network to another it is better, in our opinion, to consider the network as a whole, i.e. IMS plus core network plus radio access network: we don’t think that we should assign to IMS tasks that are already covered by other layers of the network. Moreover, providing different network-controlled session continuity mechanism per each layer (i.e. IMS or radio access network) will bring complexities to the UE and it is not desirable.
The network, as a whole, should have the capability to provide the UE with policies/information/commands suitable for all the possible accesses that the UE can discover and use in a certain area.

Now the question is: how should such policies be defined to be effective?

· As we said, it is desirable that the policies are related to the area where the UE is operating, in order to allow the network to provide information consistent with the access networks that the UE can "actually discover and use in that area"; it would not be practical to provide the UE with policies for all the access networks under the control of the Operator or accessible based on roaming agreements.

· It is desirable that the policies can change over time to reflect the current network conditions, e.g. when a network maintenance event, or the traffic load of the different access networks, are expected to affect the session continuity paths in a certain period of time.

Before starting to define such policies we have to consider that (TS 23.402, section 5.3):

· The EPS network may provide the UE with assistance data/policies about available accesses to allow the UE to scan for accesses and select an access

· The EPS network allows the home and visited operator to influence the access that the UE shall handoff to (when in active mode) or re-select (when in idle mode)

and

· The radio access network provides the UE with data needed to perform measurements, receives measurement reports from the UE and sends commands to handoff within homogeneous RATs (e.g., a set of homogeneous RATs is: E-UTRAN/UTRAN/GERAN);
· The radio access network could implement procedures to steer the traffic from one RAT to another, within homogeneous RATs. 

The UE has already to comply to the information/commands of the core and the radio access network and, within homogeneous RATs the radio access network is the only network layer that is entitled to send handoff commands to the UE. On the contrary, in inter-system mobility events the overall information the UE takes into account before initiating session transfer should be the merge of:

· IMS high level policies

· EPC and radio lower level policies/information/commands
So, it could be unnecessary to do all the work inside IMS, but it could be better to collaborate with SAE,  RAN and other SDOs responsible for other access technologies, if we want to build a fully integrated system of policies. Moreover, in all the roaming scenarios it doesn’t make sense pretend that the home IMS of the roamer may interfere with the management of the access networks controlled by the visited Operator (in terms of policy, load, etc.), sending commands to move sessions (and therefore traffic) from one access network to another. The IMS Operator could be different form the core and access network Operators and also in this case it is hard to assume that the IMS Operator could command movement of sessions across access networks that he doesn’t control; the IMS Operator can indicate, at the most, to the UE which is the best thing to do according his perspective (taking into account the running service, costs, etc.) but the UE has to obey to the rules of the core and access network it is visiting.
We imagine that three levels of policies/information/commands might be provided to the UE (there is a thigh binding with :
1. IMS policies. They are very high level policies that indicate which multimedia session continuity scheme has to be adopted for the currently active media components (i.e. which radio access is to be preferred to move each media component) and when it is preferred that the session transfer is performed (i.e. the IMS policy could have different priorities, so that when the UE "detects" a certain access network or a group of them, it knows whether it shall/should/may transfer a media component if the IMS policy requirements are met and lower network layers permitting). This policies may be related to the area where the UE is currently operating.
2. EPC information/policies. They provide information/policies to support inter-technology network discovery and selection, i.e. they indicate the available accesses networks (3GPP or non-3GPP) to allow the UE to quickly scan for accesses and select a suitable target access to perform handoff (or re-select); they should be related to the area where the UE is operating. As an example, in case of mobility towards a I-WLAN access, the information that the EPC delivers to the UE may comprise the list of SSIDs available in the visited area that are expected to be accessible by the UE.
3. Radio access information/commands. They provide information to support intra-technology network discovery and selection (e.g. in case of 3GPP networks the UE receives the list of neighbor GERAN/UTRAN/LTE cells to scan, in case of WiMAX networks the UE receives the list of neighbor WIMAX cells to scan); the information are linked to the position of the UE (e.g. broadcasted in a cell/group of cells).
Lower level network layers will provide policies/information/commands related to the access network condition, e.g. load and/or maintenance events. The UE will use inputs from both higher and lower level network layers to take the decision to move a session. Note: in case of conflict lower network layers always  prevail.
In our opinion the user preferences are needed only in the UE; the MMSC AS will provide the UE with policies representing how the operator wants the UE to behave; what the UE will actually do will be the result of the intersection between operator policies and user preferences (where, in case of conflict, operator policies prevail). So we still need a downlink logical connection between MMSC AS and UE, since preconfigured policies or policies downloaded to the UE via OMA DM (e.g. see VCC Rel-7) could not be flexible enough, but we do not need any uplink one.

Proposal

We propose that SA2 would take into account the above considerations.
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