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Abstract of the contribution:

Each procedure in 23.402 can be anchored in various ways - either in the hPLMN or vPLMN.  The differences are minor from a procedural perspective, yet documentation of these scenarios requires additional (largely redundant) text.  This contribution suggests that roaming and non-roaming cases be collapsed into a single representation and description.

Discussion

As a result of numerous supported scenarios in the agreed upon architecture, there are multiple scenarios applicable to every procedure (attach, detach, dedicated bearer, handover):

1. Home Routed, Non-Roaming

2. Home Routed, Roaming, anchoring in the Home PDN GW from the non-3GPP access

3. Home Routed, Roaming, anchoring in the Visited Serving GW

4. Local Break Out

Assessing the different forms of attachment possible, considering the new architecture diagrams, the following possibilities are supported:

	Access


	Non-Roaming
(Figures 4.2.2-1, 4.2.2-2)


	Home-routed 
roaming
(Figure 4.2.3-1, 4.2.3-3) 
	Home-routed, roaming with chained S2/S8
(Figure 4.2.3-2)

	LBO
(Figures 4.2.3-4, 4.2.3.5)  



	E-UTRAN
	x
	
	x
	x

	UTRAN
	x
	
	x
	x

	GERAN
	x
	
	x
	x

	S2b/Untrusted
	x
	x
	x
	x

	S2a/Trusted PMIP
	x
	x
	x
	x

	S2a/Trusted MIPv4 
with FA & CoA
	x
	x
	
	x

	S2c over 3GPP 
access
	x
	
	
	x

	S2c over ePDG
	x
	xs
	
	x

	S2c from Trusted
Access
	x
	x
	
	x



Table 1:  Anchoring Supported for Each Access

Description of the terms of the above table follows:

· The Non-Roaming case refers to connectivity through the S-GW and PDN GW of the HPLMN.

· The Home-routed roaming case refers to cases where (a) there is roaming (a VPLMN is present in the access) but (b) the non-3GPP access immediately connects to the PDN GW (via S2a, S2b or by means of S2c over trusted or untrusted access.

· The Home-routed roaming, with chained S2/S8 case refers to the case where the access is anchored in the S-GW in the VPLMN with a connection to the PDG GW in the HPLMN (for access to services via the HPLMN). Note: Figure 4.2.3-3 indicates that this case is not supported for S2c over trusted and untrusted non-3GPP access.

· The LBO case refers to access anchored by the PDN GW in the VPLMN.  Example: 3GPP TS 23.402 Figure 4.2.3-4 for 3GPP access, S2a and S2b, and Figure 4.2.3-5 for S2c over 3GPP, trusted or untrusted non-3GPP access. These four cases are different in the sense that the flow of information between the network elements will vary for all procedures.  On the other hand, their differences are systematic and apply the same to each procedure.

PCRF interaction

In any case, PCRF interaction with the trusted non-3GPP access, ePDG or S-GW will occur by means of S7a, S7b or S7c respectively, regardless of scenario.  Similarly, S7 will exist between the PCRF and the PDN GW.  The question is whether there will be a VPCRF and a S9 interface extended between the HPCRF and the VPCRF.  The VPCRF will relay messages between the VPLMN and the HPLMN, simplifying configuration and operations across the roaming interface S9.  This can be captured by presenting an optional VPCRF in procedures featuring interaction over S7a, S7b or S7c with the HPCRF.
AAA interaction

In the home-routed (non-roaming case) the PDN GW and the ePDG interact with the 3GPP AAA Server directly (via S6c and Wm*).  In all other cases, interaction is mediated by the 3GPP AAA Proxy. The 3GPP AAA Proxy will relay messages between the VPLMN and the HPLMN, simplifying configuration and operations across the roaming interface Wd*.   This can be represented as an optional 3GPP AAA Proxy in procedures with interactions between ePDG, S-GW and PDN GW network elements and the 3GPP AAA Server.

S8 interaction

All cases where a Serving GW is on the forwarding path between the UE and the PDN GW are shown in orange in the above table.  S2a/PMIP and S2b support both 'home-routed roaming no visited anchor' (in which S5/S8 is not traversed) as well as the 'home-routed roaming with local anchoring' (in which S8 is traversed).  In this case, for these figures, it makes sense to simply show the S-GW as an optional element for the interaction between the trusted non-3GPP access (or ePDG) and the PDN GW.
Representing the Serving GW, 3GPP AAA Proxy and vPCRF as optional forwarding entities on the data path would therefore be adequate to understand the function of these elements in the architecture.  The specification of the information flows would thereby become consolidated - removing distracting (and difficult to maintain) duplication of normative text. 

Finally, it is proposed that all considerations applying to S9, Wd* and home-routed roaming with local anchoring can be captured once and apply to all procedures, rather than repeating the considerations in each procedure.
If this proposal is accepted, the number of procedures in 23.402 can be significantly reduced and cleaned up.  This will accelerate standardization initially and during document maintenance.

Example

Here are the existing figures for Attach using S2b.


[image: image1]
Figure 5.4.2.4.2-1: Initial attachment when Network based MM mechanism are used over S2b for non-Roaming


[image: image2]
Figure 5.4.2.4.3-1: Initial attachment when Network based MM mechanism are used over S2b for Home Routed Roaming with anchored by visited Serving GW

Here is the proposed combination, adding in PCC interaction for completeness.
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Proposal

It is proposed to agree to the following principles:

· Roaming and Non-Roaming cases may be represented in the same figure and described in the same clause for procedures in 23.402.  For this purpose a new notation is introduced (see Example, above).  This presentation style is not mandatory: it should only be applied where it makes the specification more concise, removes redundancy and improves clarity.

· The visual style employed in the TS to depict the optional network elements and steps in the procedure is left to the discretion of the rapporteur.
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