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Abstract of the contribution: The document provides some principles for the IP mobility management selection.
1. Introduction

The EPS system currently includes support for three mobility management mechanisms, GTP and two IETF-based mobility management mechanisms, CMIP and PMIP. This contribution analyzes aspects related to the use of IETF-based mobility management mechanisms and the selection of which ones need to be used in various scenarios. The contribution is derived from the discussion that took place at SA2 #59 and in preparation to SA2 #60. 
2. Summary of discussion
The following summarizes several of the points discussed.
2.1
General Concepts
Different terminal types can be identified:

· “Dummy” terminals: such terminals are designed only to support IP connectivity. Such terminals may however be able to switch on a second access interface, gain IP connectivity over it, and turn off the previous access interface. Such terminals will typically not be able of supporting the allocation of the same IP address to two separate interfaces. Depending on the implementation, the UE either chooses the interface towards the target system and shuts down the other interface (in which case the IP connectivity is maintained but simultaneous access over both the interfaces is not possible), or there may be issues with the OS. For such terminals, it is safer for the network to assume that the same IP address cannot be allocated to two different interfaces and therefore, when the UE establishes connectivity over a given access, no IP address preservation is attempted in case the UE may be also connected over a separate access. 
· NBM-only capable terminals: these are terminals that support NBM (Network-Based Mobility) but not DSMIPv6, because of vendor implementation, operator configuration, or because of a certain OS restrictions. Such terminals may have the ability of running both interfaces simultaneously.
· DSMIPv6-capable terminals: these are terminals that support only DSMIPv6. Such UEs are able to have multiple interfaces running at the same time. There have been arguments that the capability of supporting the allocation of the same IP address to two separate interfaces is required even when the UE supports host based mobility (to avoid assignment of same CoA on two interfaces). However, this is necessary only if there is a concrete risk of assigning the same CoA on two different accesses. This risk is negligible, as demonstrated by today’s networks where this risk is already possible but the cases of clashes are significantly few. There are other causes of failed handoff that happen more often in wireless networks and pose a more severe risk.
· NBM and DSMIPv6-capable terminals
· Terminals that, independently of the capabilities, cannot provide any capability indication: in such case, independently of the features supported, the network cannot make any assumptions on the UE capabilities. It is FFS and depending on the specific solution for IP MM capability indication whether it is realistic that UEs designed to connect to the EPS can lack the ability to provide information to the network about its capability. E.g., if a solution based on either NAI decoration or EAP is adopted, it is not realistic to assume that a terminal supports the 3GPP based authentication (EAP-AKA) without the extension for capability exchange.
IPMS consist of two components:
· IP MM protocol selection

· Decision on IP address preservation if NBM is selected.
2.2 Initial Attachment

From the discussion, the following points emerged:

· IP session continuity and basic IP connectivity are two separate requirements. If a UE has multiple access interfaces the UE can be either designed to support IP connectivity and IP session continuity, or designed only to support IP connectivity. In the former case, the UE may have the capability to have both the interfaces running at the same time (depending on whether the UE is single mode or not) and it may have the capability to hide the interfaces from the IP stack. In the latter case, the UE will most probably not have the ability to hide the interfaces from the IP stack. There will be both types of dual mode UEs in the market
· At initial attach address preservation is not an issue since there is no address to be preserved but an address needs to be allocated. So, at initial attach, the only thing required is that a non-3GPP AGW knows whether to use PMIP or to allocate a local address (and allow the UE to use DSMIP). This is purely a protocol selection.
· For attachment to 3GPP access, NBM (Network Based Mobility) is used and no IPMS is required
· Once the UE is attached to 3GPP access, the UE may bootstrap DSMIPv6 with the PDN GW. In such case, the HSS/AAA stores information on the fact that the UE has bootstrapped S2c with the PDN GW.
· IPMS is performed upon initial attachment in a non-3GPP access before an IP address is allocated and provided to the UE:
· Upon attachment to non-3GPP, if the network is aware that the UE supports DSMIPv6 and the network allows the use of DSMIPv6, then a local address (CoA) is provided by the network. The network may also store in the HSS/AAA information on the fact that the same IP address allocated to the UE upon initial attachment can be preserved for the UE in case of handoff to 3GPP access.
· Upon attachment to non-3GPP, if the network is aware that the UE supports NBM and the network allows NBM, then a remote IP address (i.e. at the selected PDN GW) is provided by the network. The network may also store in the HSS/AAA information on the fact that the same IP address allocated to the UE upon initial attachment can be preserved for the UE in case of handoff to 3GPP access.
· Upon attachment to non-3GPP, if the network is aware that the UE supports both PMIP and DSMIPv6 capabilities and the network allows both PMIP and DSMIPv6, then depending on operator policies a local IP address or a remote IP address is provided by the network. The network may also store in the HSS/AAA information on the fact that the same IP address allocated to the UE upon initial attachment can be preserved for the UE in case of handoff to 3GPP access.
· If the network is not aware of the UE capabilities and the network allows NBM, then a remote IP address (i.e. at the selected PDN GW) is provided by the network. In this case there will be no IP address preservation and session continuity in case of inter access system mobility
· The use of a particular IP MM mechanism is authorized by the network (AAA) based on local or home network policies
 

2.3 Handoff between 3GPP and non-3GPP
This section focuses explicitly only on the aspects related to the attachment to the target system.
· IPMS is performed upon handoff from 3GPP to non-3GPP before an IP address is allocated and provided to the UE. Decision on preservation of IP address is made upon handoff from non-3GPP to 3GPP before IP address is allocated in the target access and provided to the UE.
· The use of a particular IP MM mechanism is authorized by the network (AAA) based on local or home network policies
Upon handoff from 3GPP to non-3GPP:

· UE has obtained connectivity over 3GPP access, the network is aware that the UE supports DSMIPv6, and the network allows the use of DSMIPv6: a local address (CoA) is provided by the network. The network may be aware of this by retrieving upon access authentication information on whether the UE has bootstrapped S2c over the 3GPP access.

· UE has obtained connectivity over 3GPP access, the network is aware that the UE supports NBM, and the network allows NBM: a remote IP address (i.e. at the selected PDN GW) with IP address preservation is provided by the network
· UE has obtained connectivity over 3GPP access, the network is aware that the UE supports both PMIP and DSMIPv6 capabilities, and the network allows both PMIP and DSMIPv6: depending on operator policies either a local IP address or a remote IP address with network preservation is provided by the network
· UE has obtained connectivity over 3GPP access and the network is not aware of UE capabilities. Upon handoff and attachment to non-3GPP, if the target network allows NBM, then a remote IP address (i.e. at the selected PDN GW) without IP address preservation is provided by the network. In this case there is no session continuity
Upon handoff from non-3GPP to 3GPP:

· UE has obtained connectivity over non-3GPP access and network is not aware of UE capabilities: PMIP has been used to provide connectivity over non-3GPP access. The HSS/AAA has stored the address of the PDN GW. Upon attachment to 3GPP the network assigns a new IP address to the UE, and no session mobility is supported

· UE has obtained connectivity over non-3GPP access and network is aware of UE capabilities, and NBM for address preservation is not supported by the UE: PMIP has been used to provide connectivity over non-3GPP access. The HSS/AAA has stored the address of the PDN GW. Upon attachment to 3GPP the network assigns a new IP address to the UE, and no session mobility is supported.
· UE has obtained connectivity over non-3GPP access, the network is aware of UE capabilities, and NBM for address preservation is supported by the UE: When the handoff to 3GPP takes place, NBM is used. Upon initial attachment over non-3GPP access, the HSS/AAA may have stored information on the fact that the same IP address allocated to the UE upon initial attachment can be preserved for the UE in case of handoff to 3GPP access. 
· UE has obtained connectivity over non-3GPP access, network is aware of UE capabilities, and DSMIPv6 was used to establish connectivity over the non-3GPP access. When the handoff to 3GPP takes place, DSMIPv6 is used (i.e. this typically corresponds to the UE moving back to the home link from a DSMIPv6 point of view). Upon initial attachment over non-3GPP access, the HSS/AAA may have stored information on the fact that the same IP address allocated to the UE upon initial attachment can be preserved for the UE in case of handoff to 3GPP access.
 
2.4 Mismatch Scenarios

In case of a terminal that supports only NBM roaming to a network that does not support NBM for connectivity to non-3GPP accesses, we need to consider the reason for the lack of the PMIP support . 

If the lack of PMIP support is due to the fact that the non-3GPP access network does not support PMIP, then a potential solution is to deploy in the network an ePDG supporting PMIP to support connectivity for terminals capable only of NBM over the access non supporting NBM.

If the lack of PMIP support is due the lack of PMIP support in the whole target network, then no connectivity to 3GPP services is possible. This is however a case similar to current limitations of 3GPP systems and not introduced solely by the IP MM selection. It is in fact up to the operators’ decision what they deploy and what type of terminal they support. Nowadays there are options for 3GPP operators what to support and deploy, e.g. an operator may deploy UTRAN and not deploy GERAN: in such case, it will not be able to provide usable Internet access for terminals supporting only GSM/EDGE.

3. Proposal

It is proposed that the changes in the appendix are approved for insertion in TS 23.402.
Appendix

In the following we refer to IP Mobility Management Selection as IPMS, and to network-based mobility as NBM.
**** Start of first change ****

5.4 IP Mobility Management Selection Principles

This section describes the IP Mobility Management Selection (IPMS). 

5.4.x Networks supporting Multiple IP Mobility Mechanisms

IP Mobility management Selection (IPMS) consist of two components:

· IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6
· Decision on IP address preservation if NBM is selected

Upon initial attachment to a 3GPP access, no IPMS is necessary since connectivity to a PDN GW is always established with a NBM mechanism.

IPMS is performed upon attachment to a non-3GPP access before an IP address is allocated and provided to the UE.

IPMS is performed upon handoff from 3GPP to non-3GPP before an IP address is allocated in the target access and provided to the UE. Decision on preservation of IP address is made upon handoff from non-3GPP to 3GPP before IP address is allocated in the target access and provided to the UE.
In networks where multiple IP mobility management mechanisms are supported, upon network attachment the decision is performed on whether a network-based mobility management or a host-based mobility management is used for establishing connectivity. This applies to both initial attachment and attachment to the target access during an inter-access handoff.
The UE support for a specific IETF-based mobility management/IP address preservation mechanism for inter-access mobility may be known by the network based on explicit indication from the UE.

Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE. It is FFS if an implicit indication is also possible. 

When upon attachment to a non-3GPP access the access network (supporting at least PMIP) is not aware of the UE capabilities, PMIP is used for establishing connectivity for the UE to a PDN GW. 

When a NBM mechanism is used for establishing connectivity to the target access in an inter-access mobility, IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility and if the UE is authorized to use NBM for inter-access mobility. IP address preservation for session continuity based on NBM may take place if the network is aware of the UE capability to support NBM for inter-access mobility in the network and if the UE is authorized to use NBM for inter-access mobility. Such knowledge may be based on an explicit indication from the UE upon handoff that IP address preservation based on NBM management can be provided. 

IP address preservation for session continuity based on DSMIPv6 takes place if the network is aware of the UE capability to support DSMIPv6 and if the UE is authorized to use DSMIPv6 for inter-access mobility. In such a case, the access network provides the UE with a new IP address, local to the access network. Such knowledge may be based on an indication to the target non-3GPP access from the HSS/AAA (e.g. as in case the UE performed S2c bootstrap over the 3GPP access). 

Editor’s Note: If the UE supports IP address preservation for session continuity using both PMIP and DSMIPv6, it is FFS whether it shall be possible for the UE to indicate a preference to the network. 

The final decision on the mobility management mechanism is made by the HSS/AAA, based on the information it has on the UE, local/home network capabilities and local/home network policies. Upon UE authentication in the non-3GPP access system (both at initial attachment and handoff), the HSS/AAA indicates to the non-3GPP access system whether to allocate a local IP address to the UE (in which case DSMIPv6 is used to establish connectivity to the PDN GW) or run PMIP towards a specific PDN GW (and whether IP address preservation shall be provided).
5.5
Authentication and Security
**** End of first change ****
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