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Abstract of the contribution: This document clarifies the initial attach procedure over S2c on Untrusted access network.
1. Introduction
The current text in section 5.4.2.5.2 of 23.402 indicates that "This section is related to the case when the UE powers-on in an untrusted network via S2b interface and host based mobility management mechanism is used." This is not clear and could cause confusion because it could imply either running s2c over s2b or running s2c in untrusted access without using s2b. In the following we discuss about this scenario and propose additional changes for clarification. 
2. Discussion
2.1 Running s2c over s2b in untrusted non-3gpp access
Based on the definition of s2b, the text in section 5.4.2.5.2 implies that a PMIP tunnel should be setup to the PDN GW when the UE powers-on in an untrusted network via s2b interface. After the PMIP registration, UE gets a home address from the PDN GW, which means that from the DSMIPv6 point of view, the UE is at home. Therefore when the UE wants to run DSMIPv6, since it realizes it is at home, the Binding Update procedure will not be performed. However, the current version of 23.402 does not describe this procedure.
2.2 Running s2c in untrusted non-3gpp access without using s2b

Another possibility is to run DSMIPv6 in untrusted non-3gpp access without triggering PMIP. In fact the figure shown in section 5.4.2.5.2 of 23.402 illustrates this procedure. This scenario should be explicitly enabled and described, since it corresponds to the statement in TS 23.402 in section 4.5.1 that “S2c: … This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access”. 
In order to enable this, it must be made clear in TS 23.402 that the UE can obtain an IP address upon attachment to untrusted non-3GPP access that is local to the ePDG. This builds upon the functionality already defined in TS 23.234 for the PDG. However, this is not proposing in any way that a full Wi functionality is provided by the ePDG. The idea is simply that an IP address local to the ePDG is allocated to the UE. Connectivity over such IP address is restricted to enable the UE to only perform the procedures required to setup connectivity using S2c (e.g. simple filtering of the traffic can be performed in the ePDG to this end). 
2.3 IP mobility selection in non-3gpp access network
Based on the discussion, it can be concluded that IP mobility selection for the mechanism to be used to establish IP connectivity is needed in this case. In fact, there must be a way for the UE to indicate to the ePDG that CMIP should be used and that PMIP should not be triggered if the UE desires to use S2c (without being treated as at home) for establishing the connectivity and that therefore the ePDG shall only allocate a local IP address. 
Proposal

It is proposed to approve the following modifications to TS 23.402. 
1) Have two flows for the scenario in 5.4.2.5.2: in addition to the current flow, add the one shown in 2.1 to support the case where running s2c over s2b.  

2) It is agreed that IP mobility management selection for connectivity establishment is needed in this case. The mechanism is FFS
3) The ePDG functionality, besides what is defined already, includes the ability to assign a local IP address to the UE. 
Appendix

**** Start of first change ****

5.4.2.5.2
Initial Attach procedure from Untrusted Non-3GPP IP Access with DSMIPv6 for non-roaming case

This section is related to the case when the UE powers-on in an untrusted network and host based mobility management mechanism is used to establish IP connectivity and to perform inter-access handoff. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.

**** End of first change ****

**** Start of second change ****

5.4.2.5.3
Initial Attach procedure from Untrusted Non-3GPP IP Access via S2b interface with DSMIPv6 for non-roaming case

This section is related to the case when the UE powers-on in an untrusted network and IP connectivity is established using S2b interface, and host based mobility management mechanism is used to perform inter-access handoff. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.
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Figure 5.4.2.5.3-1: Initial attachment when s2c runs over s2b in untrusted non-3gpp access for the non-roaming case

NOTE: Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an IP address from an untrusted non-3GPP access network. This address is used for sending all IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel.

1)
The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the IKEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form IPsec tunnel is discovered via DNS query as specified in section 5.4.2.2. After the UE is authenticated, UE is also authorized for access to the APN. The procedure is as described in 3GPP TS 33.234 [7]. The PDN GW address is determined at this point as described in section 5.4.2.1.  The PDN GW information is returned as part of the reply from the 3GPP AAA Server to the ePDG.  This may entail an additional name resolution step, issuing a request to a DNS Server.

2)
The ePDG sends the Proxy Binding Update message to the PDN GW. The proxy binding update message shall be secured.

Editor's note: How the Proxy Binding Update message is secured is FFS.

3)
The selected PDN GW informs the 3GPP AAA Server of the PDN GW address.
Editor's note: It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.

4)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW allocates an IP address for the UE. The PDN GW then sends a proxy binding ack to the ePDG, including the IP address allocated for the UE.

NOTE: If UE requests for both IPv4 and IPv6 addresses, both are allocated. If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.

Editor's note: It is FFS which entity stores the allocated PDN GW IP Address.

5)
After the BU is successful, the ePDG is authenticated by the UE.

6)
The ePDG sends the final IKEv2 message with the IP address in IKEv2 Configuration payloads.

7)       IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to the ePDG by the UE using the IPSec tunnel. The ePDG then tunnels the packet to the PDN GW. From the PDN GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the PDN GW. The PDN GW tunnels the packet based on the binding cache entry to the ePDG. The ePDG then tunnels the packet to the UE via proper IPsec tunnel.
8)      The UE establishes the IPSec SA with the PDN GW. However the UE realizes it is at home because its home address previously assigned at 6) matches with the IP address acquired during IKEv2. 

In this case, when the UE moves from the untrusted non-3gpp network to a 3GPP network, it can use network-based solutions (i.e. a GTP-based tunnel or another PMIP-based tunnel) whereas when the UE moves from the untrusted non-3gpp network to trusted non-3gpp access network, it can be performed either with network-based mobility (PMIP) or host-based mobility (CMIP).
**** End of second change ****

**** Start of third change ****

4.4.4
ePDG

The functionality of ePDG includes the functionality defined for the PDG in TS 23.234 for the allocation of an IP address local to the ePDG to UE. 
**** End of third change ****
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