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Abstract of the contribution: The contribution introduces a procedure for UE-initiated establishment of connectivity with additional PDN over eutran with IETF interfaces
1.   Introduction

This paper contains additions to TS 23.402 for the support of additional PDN connectivity over eUTRAN with IETF based S5 and S8b interfaces
2.   Discussion

The proposal introduces additions to the existing text in TS 23.402 to cover a scenario for UE to be able to connect to additional PDN GWs after initial attach EUTRAN when IETF based S5 and S8b interfaces are used for connectivity between Serving GW and PDN GW. This contribution is a companion document to S2073179, that should be read first to understand the motivations for selecting the attach procedure to establish connectivity to an additional PDN. The main difference is the use of PMIPv6 protocol instead of GTP. 
2.1 Why additional PDN connectivity is needed?

It can be argued that the connectivity with multiple PDNs (possibly involving multiple PDN GWs) can be performed during initial attach and UE- initiated additional PDN connectivity is not needed. However, we argue that providing the ability for the UE to initiate establishment of connectivity to an additional PDN after the UE has gained initial connectivity provides greater flexibility in terms of obtaining connectivity for the UE. 

As an example, let’s assume that an UE roaming to another PLMN gets default connectivity setup to the home network, and may also get IMS connectivity to the home network. Potentially, the UE may also be given connectivity to the corporate network by default upon attachment. At a certain point, the UE just wants to browse the Internet, possibly accessing information and browsing “services” available only if connectivity is obtained locally (e.g. specific advertisements in web pages added based on the IP address of the UE, like it happens today in certain cases). In that case it would be good to allow the UE to establish the connectivity with the local network after the initial attachment, do the browsing and possibly drop the connectivity once the browser is closed, instead of e.g. requiring the UE to use connectivity to the home network or corporate network for plain internet browsing. One can also argue that this would reduces the risk of allocating resources during initial attach and only use them when it is needed. In the example above, establishing the connectivity to the local PDN by default upon attachment in addition to connectivity to the home network may be a waste. 

Thus we propose that, UE initiated connectivity with additional PDN after the initial attachment be supported in EPS. 

2.2 Implications of additional PDN connectivity establishment

One could argue that enabling an UE to establish connectivity to additional PDNs after the initial attachment introduces complexity to the UE. In reality, the complexity (if any) in supporting multiple PDNs and multiple IP addresses is in binding the IP addresses to the various applications. We argue that this can be done without any particular complexity, and it is anyway independent of whether the connectivity to multiple PDNs is achieved upon initial attachment or by adding connectivity to an additional PDN after the attachment. 
2.3 Why re-using the attach procedure?

When selecting the type of procedure to be used to establish connectivity to an additional PDN through a different PDN GW, several alternatives were considered:

(1) re-use the current attach procedure with appropriate modifications

(2) re-use the dedicated bearer establishment procedure

(3) design a new procedure

After an analysis of the options, (3) seemed to introduce unnecessary complexity, in particular given that (1) and (2) could potentially be used. 

In the end, we selected (1) over (2) for a set of reasons:

· When the UE sets up “additional” connectivity with a different PDN, the same PDN GW or a different PDN GW may be used
· The existing dedicated bearer procedure in 23.401 is performed with a PDN GW that already has a connection with the UE, without involving other functions that are required (e.g. PDN GW selection)
· For those scenarios where additional PDN connectivity uses a different PDN GW, the procedure to setup such connectivity is semantically closer to a new “attach” then to a dedicate bearer establishment procedure. In the EPS the attach procedure also involves the establishment of IP connectivity, including steps like authorization of the request, PDN GW selection, establishment of network tunnels to the PDN GW, and optionally IP address allocation: similarly, the establishment of connectivity to a new PDN involving a new PDN GW requires the same steps (though authorization would be based on information retrieved by the MME from the HSS upon initial attach)
· the use of the dedicated bearer establishment procedure is semantically incorrect. In fact, whereas the use of the procedure for establishing a dedicated bearer targets the existing PDN GW, the establishment of connectivity to a new PDN may target a different PDN GW, therefore involving the PDN GW selection process. 
· The attach procedure can be re-used for the UE to establish connectivity to a new PDN; the network can of course be made to distinguish this attach for additional PDN connectivity establishment attach rom the initial attach one. In order to use (2) (dedicated bearer establishment procedure), the procedure needs to be modified considerably, thus changing the semantic of the procedure completely

In this document we present a solution based on (1). 
Note: impact on QoS is FFS, specific how the mapping between the multiple bearers between the Serving GW and the PDN GWs needs to be defined. However, since this is technically possible today in TS 23.060, it is expected that similar mechanisms can be used in TS 23.401.
Note: the scenario for the UE-triggered setup of Dedicated EPS bearers towards an existing PDN GW is FFS.
Note: applicability to TS 23.402 for non-3GPP accesses is FFS. 

Note: it is FFS how the concepts discussed here interwork with pre-EPS systems.

Note: changes to inter-RAT handover procedures are FFS.
2.3.1  How to establish additional connectivity
UE requests for connectivity to a new PDN (that may require a different PDN GW) by specifying the APN in the additional attach request. This triggers default bearer creation by the MME to serving GW. Serving GW sends a Proxy binding update as per PMIPv6 procedures to the PDN GW to establish connectivity. PDN GW would update the binding cache entry for that UE and reply back with Proxy Binding Acknowledgment message to the serving GW. PDN GW can also allocate IP address to the UE which is forwarded to UE by serving GW. Thus connectivity is now setup with an additional PDN GW.

2,3,2  Changes to section 5.4.2.6 of 23.402 for obtaining additional PDN connectivity.

5.4.2.x.y
UE initiated connectivity with additional PDN over eUTRAN via IETF based S5 or S8b
To obtain additional PDN connectivity, UE triggers the attach request procedure similar to the initial attach However in this case, some of the steps from the initial attach like MME selection and bearer context deletion may be avoided. In this case, the Serving Gateway sends a Proxy Binding Update message to the PDN GW instead of Create Default Bearer Response message as in GTP. Following procedure describes the changes to the initial attach procedure that are required for obtaining connectivity with additional PDN GW
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Figure 5.4.2.x.y - 1: UE initiated connectivity with additional PDNs over EUTRAN with IETF based S5 and S8b
Editor's Note:The setup of bearers on S5 interface and interactions with the PCC architecture are FFS.
1) The UE initiates the connectivity with additional PDN by the transmission of an Attach Request. In addition to the parameters provided during initial attach request, UE shall also provide the APN for the PDN the UE needs to connect to. 

Editors Note: Exact parameters supplied by the UE are FFS. 

Editors Note: UE shall also indicate to the network about the “additional PDN” connectivity so that the MME and Serving GW maintain the existing bearers with one or more PDN GWs connected during initial attach. How UE indicates this, is FFS.

2) eNodeB forwards the attach request to the MME that the UE is connected with. 
3) The UE may be authorized and authenticated by the MME for providing access to the new PDN.
.






       4)  
If there are active bearer contexts in the new MME for this  particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these bearer contexts by sending Delete Bearer Request messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message.

       5) 








The MME sends a Create Default Bearer Request (IMSI, MME Context ID, MN-NAI,PDN GW address, APN) message to the selected Serving GW.

Editor's note:
Whether additional parameters are needed is FFS.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

  6)  The Serving GW creates a new entry in its EPS Bearer table and sends a Proxy Binding Update message to the PDN GW corresponding to APN provided by the UE. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

.
Editor's note:
How the Proxy Binding Update message is secured is FFS.

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are needed.
  7)The PDN GW may perform authentication and authorization of the MAG in the Serving GW based on the information received from the AAA server. It is FFS when this step is used, e.g., the PDN GW may have received all needed information before this attachment. If the MAG is successfully authenticated and authorized, the PDN GW allocates a PDN address for the UE.

  The PDN GW may interact with the PCRF to get the default PCC rules for the UE in case PCRF is applied in the network. The detail is FFS.
Editor's note:
How the QoS is applied for the PMIP based S5 or S8b interface is FFS.

   8)The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW sends Proxy Binding Acknowledgment to the Serving GW including the PDN address allocated for the UE.
The PMIPv6 tunnel is set up between the Serving GW and the PDN GW.
9) The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. PDN Address Information is included if it was provided by the PDN GW. PDN Address information shall contain the IP address assigned to the UE by the requested PDN GW, and an indication of the corresponding PDN. 
Editor’s Note: The indication of the IP address corresponding to a particular PDN may be in the form of an APN. Exact procedures are FFS.
Step 10~17:
attach complete procedures. The detail steps could refer to the description in TS 23.401 Clause 5.3.2.
10) 
11) 
12) 
13) 
14) 
15) 
16) 
17) 





3) Proposal

It is proposed that the following changes are adopted.

Appendix

**** Start of first change ****
5.4.2.x.y    UE initiated connectivity with additional PDN over eUTRAN via IETF based S5 or S8b
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5.4.2.x.y -1 UE initiated connectivity with additional PDNs over EUTRAN with IETF based S5 and S8b

Editor's Note:The setup of bearers on S5 interface and interactions with the PCC architecture are FFS.
1) The UE initiates the connectivity with additional PDN by the transmission of an Attach Request. In addition to the parameters provided during initial attach request, UE shall also provide the APN for the PDN the UE needs to connect to. 

Editors Note: Exact parameters supplied by the UE are FFS. 

Editors Note: UE shall also indicate to the network about the “additional PDN” connectivity so that the MME and Serving GW maintain the existing bearers with one or more PDN GWs connected during initial attach. How UE indicates this, is FFS.

2) eNodeB forwards the attach request to the MME that the UE is connected with. 

3) The UE may be authorized and authenticated by the MME for providing access to the new PDN.
4) If there are active bearer contexts in the MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the MME deletes these bearer contexts by sending Delete Bearer Request (TEIDs) messages to the GWs involved. The GWs acknowledge with Delete Bearer Response (TEIDs) message. 

5) The MME sends a Create Default Bearer Request (IMSI, MME Context ID, MN-NAI,PDN GW address, APN) message to the selected Serving GW. The RAT type is provided in this message for the later PCC decision.
Editor's note: it is FFS how static IP address allocation is managed.
Editor's note:
Whether additional parameters are needed is FFS.

Editor's Note:
PDN GW address and Serving GW address selection is as described in the clause "GW selection" in TS23.401

6) The Serving GW creates a new entry in its EPS Bearer table and sends a Proxy Binding Update message to the PDN GW corresponding to APN provided by the UE. After this step, the Serving GW buffers any downlink packets it may receive from the PDN GW until receives the message in step 21 below.

Editor's note:
How the Proxy Binding Update message is secured is FFS.

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are needed.

7) The PDN GW may perform authentication and authorization of the MAG in the Serving GW based on the information received from the AAA server. It is FFS when this step is used, e.g., the PDN GW may have received all needed information before this attachment. If the MAG is successfully authenticated and authorized, the PDN GW allocates a PDN address for the UE

The PDN GW may interact with the PCRF to get the default PCC rules for the UE if PCRF is applied in the network. The details is FFS.
Editor's note:
How the QoS is applied for the PMIP based S5 or S8b interface is FFS
8) The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW then returns a Proxy Binding Acknowldegement to the serving GW including the PDN address allocated for the UE.

      The PMIPv6 tunnel is set up between the Serving GW and the PDN GW.
9) The Serving GW returns a Create Default Bearer Response (PDN Address Information, Serving GW address for User Plane, Serving GW TEID for User Plane, Serving GW Context ID) message to the new MME. PDN Address Information is included if it was provided by the PDN GW. PDN Address information shall contain the IP address assigned to the UE by the requested PDN GW, and an indication of the corresponding PDN. 
Editor’s Note: The indication of the IP address corresponding to a particular PDN may be in the form of an APN. Exact procedures are FFS.

Step 10~17: attach complete procedures. The detail steps could refer to the description in TS 23.401 Clause 5.3.2.
Editor’s Note: The exact message name which is used to transfer the PDN GW address to the HSS is FFS
Editor's Note: After Step 5, the PDN GW may assign the PDN address to the UE or leave the PDN address unassigned. In some cases (e.g. non-integrated devices, such as Laptop), the UE PDN address may need to be assigned after the completion of attach procedure (e.g. via DHCP). 
Editor’s Note: Serving GW might optionally return the APN with the attach accept message so as to create a mapping between IP address allocated and the APN of that PDN GW for the UE to make a distinction between multiple PDN GWs.
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