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1. Overall Description:

Personal Network Management (PNM) is a home network-based application which means that the HSS, the S-CSCF and the PNM AS are located within a single operator’s network invariably.  PNM user’s private user identity and public user identity/identities are preconfigured as part of the PNM user data in the PNM AS after performing the PNM AS provisioning by the operators.

PNM has a need for passing an identifier from the S-CSCF to the PNM AS. This identifier is essential for the PNM AS to uniquely identify the set of PNM data of a PNM user, which are preconfigured in the PNM AS via provisioning by the operators. This set of PNM user data is used to authorize the PNM user who asks for using the PNM service.  
Because a public user identity can be shared, the public user identity of a PNM user in the third party registration message is inadequate to be used to uniquely identify the set of PNM user data at the PNM AS. This in mind, it has been suggested to pursue the mechanism specified in the 3GPP TS 23.218, of passing the private user identity to the PNM AS in the third party registration message, dedicated by the HSS. However, within CT1 concerns were expressed

a) about the overload of the semantic and the functionality of the private user identity.

b) about the security considerations of passing the private user identity from the S-CSCF to a SIP AS. For PNM, the PNM AS is always within the same network as the HSS, but there may be other third party AS attached to the same network, and indeed identified within the same set of filter criteria relating to that user. However, assuming that the private user identity is passed within the Service Information, the HSS can determine a specific SIP AS by using the Service Information within the filter criteria.
2. Actions:


To 3GPP SA2

ACTION: 
CT1 kindly asks SA2’s opinion on Bullet a) listed above.
To 3GPP SA3

ACTION: 
CT1 kindly asks SA3’s opinion on Bullet b) listed above.
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