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Abstract of the contribution: The document provides some principles for the IP mobility management selection.
1. Introduction

The EPS system currently includes support for three mobility management mechanisms, GTP and two IETF-based mobility management mechanisms, CMIP and PMIP. This contribution analyzes aspects related to the use of IETF-based mobility management mechanisms and the selection of which ones need to be used in various scenarios. The contribution is derived from a set of contributions from various companies and proposes a set of IP mobility management principles as follows.
2. Discussion
2.1 Discussion on IP mobility management mechanism selection at initial attachment

In the development of the EPS system, we need to consider the fact that, based e.g. on decision of operators, there will be terminals that may support only CMIP, terminals that may support only PMIP, and terminals that may support both. 
Note: in this document we assume that if a network operator has deployed a specific IP mobility management (e.g. PMIP-only, CMIP-only, or both), all PDN GWs support the same deployment. Different deployments where different PDN GWs support only one mechanism are FFS.
Based on the considerations above, in order to guarantee interoperability and interworking between terminals and networks, and in particular in roaming scenarios, this contribution argues that 

(1) during network attachment a decision needs to be performed on whether a network-based mobility management mechanism or a host-based mobility management mechanism is used to establish the connectivity for a given PDN, for accesses that enable such selection. 

E.g. for 3GPP access, network connectivity is always established to the PDN GW corresponding to the APN (default or specific) and is always based on a network-based mobility mechanism, either GTP or PMIP.

Specifically, we argue that 
(2) the UE support of a specific IETF-based mobility management mechanism must be known by the network based upon network attachment (both initial and upon handoff), 

And that:
(3) specific mechanisms are used between the UE and the network to make the network aware of the UE support of a specific IETF-based mobility management mechanism , 
and that 
(4) the UE must be aware of the IP mobility management mechanism that is supported by the network based on the attach procedure. 
This contribution does not focus on how such information can be carried and in which accesses. E.g. link-layer specific solutions could be used, or APN-based solutions, etc. The contribution does not argue in favour of any mechanism, but focuses on the high level principles.

We also argue that supporting IP connectivity establishment using PMIP (with no inter-access mobility) does not require any specific features in the UE. However, we argue that support of session continuity through address preservation for inter-access mobility requires the UE to support inter-access handover with PMIP. In this document we refer to “PMIP support” and “support of IP address preservation at handoff” as being the same thing.
Four scenarios are considered:

(a) Network is aware that the UE supports both CMIP and PMIP, and network is aware of that: the network decides which mechanism is supported to establish the connectivity.

(b) UE supports only CMIP: CMIP is used to establish connectivity if the network supports CMIP and the UE is authorized to using it
(c) UE supports only PMIP: PMIP is used to establish connectivity if the network supports PMIP. 

(d) UE supports neither or the network is not aware of what the UE supports (e.g. UE that cannot provide indications): PMIP is used to establish connectivity if the network supports PMIP.
This applies to both the initial attachment and the attachment to the target access in case of handover.

We argue that the mobility management mechanism cannot be selected based e.g. on subscription data, since the user may be connecting to the network using a different terminal and therefore any potential information stored by the network on the terminal capabilities may not apply. 
We argue that a deterministic solution shall be adopted to ensure a stable and predictable behaviour during connectivity.

Support of UE capability exchange over certain non-3GPP accesses requires more discussion, though solutions may exist already or may be under definition in other fora, and an FFS should be considered. 

This contribution also argues that 
(5) there must be a default mechanism used for establishing IP connectivity in non-3GPP accesses when the network is not aware of the UE capabilities.
The default mechanism is required to support terminals that may support neither CMIP nor PMIP or may not be able to provide any indication, i.e. the case (d) above. 

We argue that:

(6) PMIP is the default mechanism used to establish IP connectivity by the network when the network receives no explicit indication of the need to use CMIP.

This applies both to initial attachment and attachment to a target access during handover. 

Using a default mechanism means that if there is no explicit indication received by the access network from the UE at initial attachment, the access network should automatically establish connectivity using the default mechanism. If instead there is an explicit mechanism selection, the network needs to take that into account but, as indicated below, the network will make the final decision. 
This contribution also argues that 
(7) the final decision on the mobility management mechanism is made by the network, based on UE indication of capability, local network capabilities and local/home network policies and capabilities. 
2.2 Discussion on IP mobility management mechanism selection at handoff and establishment of connectivity during handoff
When considering handoff scenarios, in order to simplify the operations in the terminal and in the EPS, it is generally preferable that the same mechanism selected upon attachment is maintained upon handoff. Thus the analysis provided above also applies here. However, there may be scenarios where a degree of selection is needed.

A basic case is when PMIP was selected by UE upon network attachment, but the target access system does not support PMIP, and therefore CMIP needs to be used. We can safely assume that if PMIP was selected upon network attachment, and the network indicated that the PDN GW supports CMIP and optionally that the UE is authorized to use CMIP, in such cases the UE would have to switch to using CMIP. This is not in reality a “selection” of the mechanism, but the behavior consequent to the fact that, since PMIP cannot be used in the new access system, the UE faces an IP address change, which triggers CMIP signaling.

In addition, assuming PMIP was selected upon network attachment and the access system selected as target for the handoff supports both CMIP and PMIP, we must ensure that the target access system is informed of which mobility management mechanism shall be used to ensure the PMIP is not mistakenly triggered upon handoff when the UE would use CMIP for the handoff.  
Another case is that UE does not support PMIP and UE moves from E-UTRAN, where initial connectivity was setup using a network-based mechanism (either GTP or PMIP), to non-3GPP access. In this case, the UE cannot let the target access trigger PMIP, which would result in loss of session or issues in the UE. Thus UE must explicitly select CMIP during handoff.
Based on this, we argue that it is not possible to conclude for all cases that the same mobility management mechanism selected upon network attachment shall be used also when handoff between access systems is performed. 
Therefore, we confirm the statement argued above that during network attachment the decision on whether a network-based mobility management mechanism or a host-based mobility management mechanism is used to establish the connectivity needs to be performed, even when the network attachment is to the target access network during a handoff between different accesses. 
While assuming that PMIP is the default mechanism in the scenarios described above, we also argue that

(8) address preservation at the establishment of connectivity with PMIP after handoff is not the default, and takes place only upon explicit indication of PMIP support from the UE when establishing connectivity to the target access during handoff.
This can be best explained with an example. Let’s assume we have an UE connecting to eUTRAN, and being assigned a PDN GW. Let’s assume that the UE does support neither CMIP nor PMIP, and that is therefore not capable of providing any indication to the network. It is obvious that such terminal would not expect to have session continuity when moving between accesses, but it shall be able to count on getting connectivity in the correct way. When such UE moves to another access (trusted or untrusted, let’s use untrusted as an example), the ePDG during authorization would obtain the address of the PDN GW already allocated to the UE, thus knowing that connectivity needs to be setup to such PDN GW. The ePDG would therefore setup PMIP tunnels to the PDN GW and preserve the IP address, but since the UE does not support PMIP there would be issues for the UE due to the use of the same IP address on different access interfaces. Let’s keep in mind this is an UE that does not support PMIP nor CMIP, but it can be allowed access to the network and mobility between accesses, even if without session continuity. For such UE, the address should not be preserved. For an UE that instead can support PMIP, the address should be preserved. Therefore, the argument is based on the idea that if the UE does not indicate explicitly that PMIP should be supported to setup the connectivity, then PMIP can be used as the default mechanism to setup the connectivity at the target access, but the UE IP address should not be preserved (i.e. a new IP address is allocated).
3. Proposal

It is proposed that the changes in the appendix are approved for insertion in TS 23.402.
Appendix

**** Start of first change ****

4
Architecture Model and Concepts

<This section explains high-level architecture of EPS enhancements>

4.1
General Concepts

<This section explains high-level architecture of EPS enhancements>

The EPS shall support IETF based network-based mobility management mechanism (e.g., PMIP) and host-based mobility management mechanism (e.g., MIP) over S2 reference points.
The EPS shall support IETF based network-based mobility management mechanism (e.g., PMIP) over S5, and S8b reference points.
Upon network attachment the decision on whether a network-based mobility management mechanism or a host-based mobility management mechanism is used for establishing connectivity is performed for those accesses that provide such alternatives for establishing connectivity (i.e. non-3GPP accesses). This applies to both initial attachment and attachment to the target access during an inter-access handoff.

UE support for a specific IETF-based mobility management mechanism may be known by the network based on explicit indication from the UE

Editor’s Note: It is FFS over which accesses and how we support the explicit indication form the UE .
When the network is not aware of the UE capabilities, PMIP is used for establishing connectivity for the UE. The case where the network is not aware of the UE capabilities and the network does not support PMIP is FFS. 
IP address preservation for session continuity is not the default at the establishment of connectivity with PMIP after handoff, and takes place only upon explicit indication of PMIP support for session continuity from the UE when establishing connectivity to the target access during handoff. 
If the UE provides indication of its capabilities, the final decision on the mobility management mechanism is made by the network, based on UE capabilities, local/home network capabilities and local/home network policies. 
The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies to UEs either supporting simultaneous radio transmission capability or not supporting it.
Editor's note: A solution for overlapping home IPv4 address ranges is needed.
**** End of first change ****

3GPP

SA WG2 TD


