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Introduction
Without optimizations introduced into the EPC standard, significant and avoidable signalling will occur as a result of idle mode mobility. There are several options possible to reduce signalling in the system. Signal free mobility was discussed last year and the conclusions were presented in TR 23.882, in Annex D.3. In this paper, the particular solution will be identified and proposed for inclusion in TS 23.401.

Discussion
The solution proposed below is based on the following:
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After registration once with SGSN and once with MME/UPE, the UE may change between 2G/3G access and Evolved RAN without any RA Update signalling as long as it does not change the TA or RA and does not need to send/receive UL/DL data.

When the UE performs Attach or RA Update with the MME, it receives an S-TMSI and an TA of the Evolved RAN. When the UE performs Attach or RA Update with the SGSN it receives a TMSI and a RA of the 2G/3G RAN. The UE memorizes these two pairs of identifiers.

For uplink data transfer, when the UE camps on Evolved RAN, the Service Request triggers the MME to derive up-to-date PDP context and security information from the old SGSN by means of the SGSN Context Request procedure. For uplink data transfer, when the UE camps on 2G/3G the RAU Request triggers the SGSN to derive up-to-date PDP context and security information from the old MME by means of the SGSN Context Request procedure. The UE can then initiate another NAS signalling as needed such as the Service Request re-activate PDP Sessions. This establishes in addition a data path to the S-GW and forwards data received from the UE to the S-GW.

When downlink data arrive at S-GW, The MME starts paging in the TA of the Evolved RAN. The MME requests the SGSN to page the UE. As another alternative, the S-GW send the data to SGSN and SGSN starts paging in the RA. It is FFS whether the SGSN paging is triggered by MME message or data from S-GW. When the UE responds to the MME, data are sent by the Evolved RAN to the UE. When the UE responds to the SGSN, data are sent by the S-GW via the SGSN to the UE.

The MM and PDP Contexts including security parameters are always kept up-to-date on latest access (SGSN or MME/UPE) and transferred on demand to the current access as described above. This keeps security consistent data for all situations, e.g. also handover between 2G/3G and LTE.
In normal case, the SGSN/MME receiving SGSN Context Request message will invalidate or delete the UE context. For supporting signalling free, both SGSN and MME should have the UE context e.g. for double paging. So the current access node shall deliver some Keep-context-indicator to make the previous access node keep the saved contexts instead of removing them.

Proposal

Reflect idle mode signalling reduction in the specification based on above discussion.
****************First Change********************

5.3.3.1
Tracking Area Update procedure with MME and Serving GW change
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Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network. If idle-mode signalling optimization is supported for this UE in the area, the UE may be registered in both 2G/3G and E-UTRAN. In this case the UE has a list of TAs, a S-TMSI from E-UTRAN and a RA and P-TMSI for 2G/3G.
2.
The UE initiates the TAU procedure by sending a TAU Request (S‑TMSI, old TAI, P-TMSI and RAI if registered in 2G/3G and active flag) message together with an indication of the Selected Network to the eNodeB. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. Selected Network indicates the network that is selected. Active flag is a request by UE to establish the user plane by the TAU procedure when the UE is in LTE-IDLE state.
Editor's note:
FFS whether to add an indication to the message that allows the UE to request to establish the user plane on radio and S1 as part of the TAU procedure
3.
The eNodeB derives the MME from the S-TMSI and from the indicated Selected Network. If no MME can be derived the eNodeB selects an MME as described in clause 4.3.7.3 on "MME Selection Function".

The eNodeB forwards the TAU Request message together with an indication of the E-UTRAN Area Identity, a globally unique E-UTRAN ID, of the cell from where it received the message and with the Selected Network to the new MME.

4.
The new MME sends a Context Request (S‑TMSI, old TAI) message to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. If the new MME indicates that it has authenticated the UE or if the old MME correctly validates the UE, then the old MME starts a timer. If the RAU Request message includes P-TMSI and RAI, the MME send Context Request message to the SGSN. If idle-mode signalling optimization is supported for this UE in the area, the MME gives some indicator to SGSN to help SGSN decide to keep the context instead after context transfer.
Editor's note: It is FFS if the legacy solution with S-TMSI Signature shall be used for integrity check of the message or if the NAS security functionality can be used.

5.
The old MME responds with a Context Response (MME context (e.g. IMSI, Authentication Quintets, bearer contexts, Serving GW signalling Address and TEID(s)), Subscription Data) message. The PDN GW Address and TEID(s) is part of the Bearer Context. If the UE is not known in the old MME, the old MME responds with an appropriate error cause. If keep context indicator is included in Context Request message, the SGSN receiving the message will not invalidate/delete the SGSN UE context. 
Editor's note: It is FFS if the Subscription Data may be sent from the old MME in the Context Response message.

6.
The authentication functions are defined in clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.
7.
The new MME sends a Context Acknowledge message to the old MME. The old MME marks in its context that the information in the GWs and the HSS are invalid. This ensures that the old MME updates the GWs and the HSS if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received. 
8.
The MME constructs an MM context for the UE. The new MME determines whether to relocate the Serving GW or not. The Serving GW is relocated when the old Serving GW cannot continue to serve the UE. The new MME may also decide to relocate the Serving GW in case a new Serving GW is expected to serve the UE longer and/or with a more optimal UE to PDN GW path, or in case a new Serving GW can be co-located with the PDN GW.  Selection of a new Serving GW is performed according to clause 4.3.7.2 on "Serving GW selection function". If the new MME selected a new Serving GW it sends a Create Bearer Request (IMSI, bearer contexts, MME Context ID) message to the selected new Serving GW. The PDN GW address is indicated in the bearer Contexts.
9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.
Editor's note:
Steps 9 and 10 are specific for the GTP based option of S5/S8

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message. 

11.
The Serving GW updates its bearer context. This allows the Serving GW to route Bearer PDUs to the PDN GW when received from eNodeB.


The Serving GW returns a Create Bearer Response (MME Context ID, Serving GW address and TEID for user plane, Serving GW Context ID) message to the new MME.

12.
The new MME sends an Update Location (MME Identity, IMSI) message to the HSS.
13.
The HSS sends the message Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.
14.
If the timer started in step 4 is not running, the old MME removes the MM context. Otherwise, the contexts are removed when the timer expires. It also ensures that the MM context is kept in the old MME for the case the UE initiates another TAU procedure before completing the ongoing TAU procedure to the new SGSN. The old MME acknowledges with the message Cancel Location Ack (IMSI). 

15.
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause sent in the TAU Reject message to the UE.

16.
If subscription data was transferred in the Update Location Ack message the MME acknowledge the received Subscription Data by returning an Update Location Complete message to the HSS.
Editor's note: FFS if step 16 is needed. If the MME doesn’t receive an Update Location Ack message from HSS, it will re-send the Update Location message.

17.
When the old MME removes the MM context, the old MME deletes the EPS bearer resources by sending Delete Bearer Request (TEID) messages to the Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW. If the Serving GW has not changed, the Serving GW does not delete the bearers. If the MME has not changed, step 11 triggers the release of EPS bearer resources when a new Serving GW is allocated.

18.
The Serving GW acknowledges with Delete Bearer Response (TEID) messages.
19.
The new MME validates the UE's presence in the (new) TA, after it has received valid and updated subscription data. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME sends a TAU Accept (S‑TMSI, TA list) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI. If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message. The procedure is described in detail in 3GPP TS 36.300 [5]. The message sequence should be the same as for the UE triggered Service Request procedure specified in clause 5.3.4.1 from the step when MME establishes the bearer(s).
20.
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning a TAU Complete message to the MME.

****************First Change End********************

****************Second Change********************

5.3.4.1
UE triggered Service Request
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Figure 5.3.4-1: UE triggered Service Request procedure

1.
The UE sends NAS message Service Request (S-TMSI, TAI, Service Type) towards the MME encapsulated in an RRC message to the eNodeB. The RRC message(s) that can be used to carry this NAS message are described in 3GPP TS 36.300 [5].

2.
The eNodeB forwards NAS message to MME. NAS message is encapsulated in an S1-AP: Initial UE Message (NAS message, Cell Global ID of the serving cell). Details of this step are described in 3GPP TS 36.300 [5].

3.
NAS authentication procedures may be performed.




4.    If idle mode signalling optimization is supported for this UE in the area, the MME derive up-to-date PDP context and security information from the old SGSN by means of the Context Request procedure.
5.
The MME sends S1-AP Initial Context Setup Request (Serving GW address, S1-TEID(s) (UL), Bearer QoS(s), Security Context, MME Signalling Connection Id) message to the eNodeB. This step activates the radio and S1 bearers for the default bearer and the pre-established dedicated bearers. The need for a mechanism to activate only a subset of the existing EPS bearers is FFS. The eNodeB stores the Security Context, MME Signalling Connection Id, Bearer QoS profile(s) and S1-TEID(s) in the UE RAN context.  The step is described in detail in 3GPP TS 36.300 [5].
6.
The eNodeB performs the radio bearer establishment procedure. The user plane security mode is established at this step. This step implicitly confirms the Service Request. This step is described in detail in 3GPP TS 36.300 [5].

7.
The uplink data from the UE can now be forwarded by eNodeB to the Serving GW. The eNodeB sends the uplink data to the Serving GW address and TEID provided in the step 4.


It is FFS if the uplink data can be forwarded onwards by Serving GW only after step 8.
8.
The eNodeB sends an S1-AP message Initial Context Setup Complete (eNodeB address, S1 TEID(s) (DL)) to the MME. This step is described in detail in 3GPP TS 36.300 [5].
9.
The MME sends an Update Bearer Request message (eNodeB address, S1 TEID(s) (DL)) to the Serving GW. The Serving GW is now able to transmit downlink data towards the UE. 
10.
The Serving GW sends an Update Bearer Response to the MME.
****************Second Change End********************

****************Third Change********************

5.3.4.2
Network Triggered Service Request
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Figure 5.3.4-2: Network triggered Service Request procedure
1.
The Serving GW receives a downlink data packet for a UE in IDLE state and buffers the downlink data packet.

2.
The Serving GW sends a Downlink Data Notification message to the MME. 
If the Serving GW receives additional downlink data packets for this UE, the Serving GW buffers these downlink data packets and the Serving GW does not send a new Downlink Data Notification to the MME.

3    In case the UE is also registered to SGSN for idle mode signalling optimization, the MME sends paging message to the SGSN. It is FFS if control plane message or data frame from Serving GW triggers the Paging in SGSN.
4.
The MME/SGSN sends a Paging message (NAS Paging ID, TAI(s)/RAI, Paging DRX ID) to each eNodeB/RNC belonging to the tracking area(s)/routing area in which the UE is registered. The step is described in detail in 3GPP TS 36.300 [5]. Steps 3-4 are omitted if the MME already has a signalling connection over S1-MME towards the UE.

5.
The UE is paged by the eNodeBs/RNC. The step is described in detail in 3GPP TS 36.300 [5].

6.
The UE initiates the UE triggered Service Request procedure, which is specified in clause 5.3.4.1.

****************Third Change End********************

Conclusion

Samsung propose SA2 to agree on this proposal in the TS23.401. 
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