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Abstract of the contribution:
This contribution summarizes the TS23.402 PCC/QoS discussions by highlighting the key principles proposed by multi-company contributions.
The source companies propose SA2 to discuss this document at the beginning of Agenda 8 and make the decision on this issue during the meeting.

1. Introduction (Discussion History)
Starting from March 2007, we have already spend many times/slots to discuss the solution for the PCC/QoS for TS23.402, i.e. in two SA2 meetings (SA2#56c, SA2#58), SA2 offline teleconference(29th/30th May), and SA Plenary (SA#36).
Following the discussions made at SA2#58, it is apparent that SA2 has clarified what the contentious issue are where two major camps conflict with each other.

Now is the time to stop arguing the issues of the opponent proposals and make a decision on the high level principle/architecture for TS23.402 PCC/QoS.

This contribution summarizes the key proposals of two major camps and requests SA2 to make a decision on PCC/QoS to be able to complete SAE specification work in the Release 8 timeframe.
2. PCC/QoS Key Proposals
· Alternative 1: Off-path PCC/QoS for TS23.402

In the contribution S2-072993 and S2-072994, co-signed by 28 and 26 companies respectively, companies who support Off-path PCC/QoS architecture, have made the following proposal.
(a) Policy towards non-3GPP accesses is transported at the SDF (Service Data Flow) level

(b) Policy towards non-3GPP accesses is transported “out-of-band” from the mobility protocol, i.e. policies are signalled by a protocol that is different from the mobility protocol
(c) Policy towards non-3GPP accesses is signalled off-path with respect to the mobility protocol, i.e. via an instance of the S7 interface terminated in the non-3GPP access
Among supporters of Off-path PCC/QoS architecture, the architecture principles for off-path signalling have also been proposed in S2-072929, co-signed by 13 companies. The key principles in their proposal are,
(d) Policy and Charging Enforcement Point (PCEF) in the PDN GW, Serving GW, ePDG or trusted non-3GPP access
(e) S9 reference point is used in Home routed traffic and in Local Breakout scenarios.
· Alternative 2: On-path PCC/QoS for TS23.402

In the multi-company contribution (S2-073037), following key principle has been proposed.
(a) No PCEF functionality in S-GW (Remove S7 towards S-GW)
(b) Distributed PCEF between P-GW and trusted non-3GPP access (S2a)
(c) Off-path PCC/QoS signaling for S2a (Direct-S2a or chained with S8b)
(d) Support for Bearers on S5/S8b (e.g., PMIP+GRE (GRE key = bearer-id))
Among supporters of On-path PCC/QoS architecture, detail motivations and reasons for the On-path PCC/QoS are described in S2-072387, co-signed by 7 companies.
3. Conclusion
This contribution summarizes the past key proposals for TS23.402 PCC/QoS.
Considering the SAE architecture guidance provided/confirmed by SA#34/SA#36 and other detailed discussions done so far in SA2 meetings, the co-signers of this contribution propose SA2 to take alternative 1 (Off-path PCC/QoS) for TS23.402. 
If SA2 could not agree on above proposal, co-signers of this contribution then propose to take the decision based on majority (e.g. by counting companies based on show of hands).
Reference (see annex for detail)
[1] S2-072993  “QoS & Policy transfer towards non-3GPP accesses,” co-singed by 28 companies
[2] S2-072994  “PCC rules transfer towards non-3GPP accesses,,” co-singed by 26 companies
[3] S2-072929  “PCC rules transfer towards non-3GPP accesses,,” co-singed by 13 companies
[4] S2-072387  “Functional Split for Home Routed Traffic,” co-singed by 7 companies
[5] S2-073037  “A Way Forward on PCC/QoS,” co-singed by 11 companies
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This paper discusses on-path and off-path PCC signalling for non-3GPP accesses (S2 reference point) and proposes the off-path solution as the mechanism to provide the non-3GPP access with QoS policies. 


1.  Introduction



Different approaches have been proposed in order to manage QoS in non-3GPP accesses in the context of the S2 reference point. Document S2-072991 discusses in-band and out-of-band signalling and concludes that policies towards non-3GPP accesses shall be transported at the SDF level by a protocol different from the mobility protocol (i.e. out-of-band signalling). Based on these assumptions, this document discusses benefits and drawbacks of the on-path and off-path out-of band signalling.


2.  Discussion



2.1 Distributed PCEF as effect of out-of-band signalling


Document S2-072991 concludes that PCC signalling towards the non-3GPP accesses shall be based on an out-of-band approach and policies shall be transported at the service data flow level. 


One effect of this approach is that for non-3GPP accesses the PCEF functionality, as currently defined, is distributed between the PDN GW node specified in TS 23.402 and the non-3GPP access. 


This is because the PDN GW specified in TS 23.402 cannot enforce any policy related to QoS management as the protocols supported on the S2 reference points do not  have concepts equivalent to the EPS bearers. Therefore some rules (e.g. charging or authorization rules) would be enforced by the PDN GW specified in TS 23.402 (as for 3GPP accesses) while other rules (e.g. mapping of the QoS-related policy to an access-specific treatment) would be enforced by the non-3GPP access.


The term “Distributed PCEF” in Figure 1 refers exactly to the distribution of the enforcement functionality: note that this distribution does not imply any duplication of functionality as the PDN GW and the non-3GPP access enforce different rules.   
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Figure 1 – Distributed PCEF for non-3GPP accesses


2.2 Two implementations of a distributed PCEF


The implementation of the distributed PCEF model can be realized with two types of signalling:



· on-path: this solution is based on PCC support over the S2 reference point. This implies that  a signalling protocol (e.g. Diameter based) is implemented as a signalling connection “parallel” to the mobility protocol. 
Figure 2 illustrates how this solution might look like in the non-roaming scenario: there is only one S7 reference point from the PCRF to the PDN GW and the PDN GW proxies some or all PCC rules received over S7 to the non 3GPP access. 
For S2a and S2b it can be assumed that this newly defined signalling protocol is exactly “parallel” to the mobility protocol.
For S2c, which terminates in the UE, it has instead to be assumed that the newly defined signalling protocol terminates in some point within the IP Access network
It is worth noting that, despite the presence of only one S7 leg from the PCRF, this solution still relies on a distribution of the PCEF functionality as policies are transferred at the SDF level and partially enforced by the non-3GPP access. 


[image: image2.wmf]SGi



UE



S2b



S2a



S2c



PCRF



S7



Distributed 



PCEF



PDN GW



Trusted



Non 3GPP



Untrusted



Non 3GPP



IP access



ePDG






Figure 2 – On-path signaling towards non-3GPP accesses


· off-path: this solution is based on the usage of multiple S7 reference points from the PCRF to the PDN GW and non 3GPP accesses. 
Figure 3 illustrates the architecture of this approach in the non roaming scenario: the S2 reference points deal only with IP mobility protocols
The PDN GW receives from the PCRF the PCC rules to be enforced and does not need to proxy any of them towards the non-3GPP access, as for 3GPP accesses.  
In all depicted scenarios (S2 a/b/c) it is assumed that a termination point for the S7 leg exists within the IP Access network.



[image: image3.wmf]SGi



UE



S2b



S2a



S2c



S7



PDN GW



PCRF



Trusted



Non 3GPP



Untrusted



Non 3GPP



IP access



ePDG



Distributed 



PCEF



S7



S7



S7






Figure 3 – Off-path signaling towards non 3GPP accesses


3. Analysis of on-path and off-path approaches


As described in previous sections, the on-path and off-path approaches are different implementations of the same “distributed PCEF” concept and are quite similar from an architectural point of view. 


For example they are not different in the required enforcement functionality in the PDN GW and in the non-3GPP access: indeed both solutions require that some PCC rules are enforced by the PDN GW and some others by the non-3GPP access. 


Similarly both solutions require a change or relocation of the enforcement functionality for QoS management in case the UE moves from one non-3GPP access to another 3GPP or non-3GPP access
. This is due to the distributed nature of the PCEF functionality that is a result of the need of an out-of-band signalling.


The on-path solution presents some drawbacks that are worth noting, though:



· the on-path solution is based on the assumption that the mobility management and the PCC signalling terminate at the same place. While this is generally true for the S2a/b reference points based on PMIP or MIPv4 FA mode, it is clearly not true for S2c reference point based on client Mobile IP. In case of S2c reference point, the mobility management signalling terminates at the UE and therefore there cannot be a parallel PCC signalling. It would be possible to provide the PDN GW with an IP address of the 'Access GW' that serves as termination point for the 'on path' Diameter session, however this would hardly be 'on path' signalling anymore. This implies that the on-path solution is not applicable to the S2c reference point: in case client Mobile IP is used, an off-path solution is needed anyway. 


· The on-path solution requires an additional functionality for the PDN GW as it needs to proxy some PCC rules towards the non-3GPP access. Once received the PCC rules on S7 reference point, the PDN GW needs to identify which rules can be enforced locally and which rules shall be sent to the non-3GPP access. This is a clear departure from the current PCC architecture as, based on 23.203, the GW/PCEF has only a pure enforcement role; therefore the adoption of the on-path solution would also require changes to the overall Release 7 PCC architecture and how the PCC rules are processed and transported in the EPS.


· More in general, the on-path solution makes the PDN GW an active PCC element, making the Diameter PCC processing tied to the IP mobility management processing and data structures. This does not seem a good design principle as it makes the PCC architecture dependant of a specific IP mobility management solution.


· When an off-path solution is used, the peering model is highly simplified as the peering points are at the PCRF-level. 



· The on-path may not be applicable to some non-3GPP accesses. For example TISPAN has already excluded the transfer of policies between enforcement entities. Moreover, based on TISPAN architecture, the termination for PCC signalling is not the BRAS, that hypothetically would be the PMIP client and therefore the mobility management signalling termination point. Thus, the on-path solution would make interoperation with TISPAN difficult or impossible,


On the other hand, the off-path signalling solution acknowledges the obvious fact that the mobility management interface does not always terminate at the same place. For this reason it is immediately applicable without any issue to all variants of S2. 


4. Proposal



This paper has discussed on-path and off-path policy control signaling as two possible implementations of the distributed PCEF functionality in the context of the S2 family of interfaces.


The contribution concludes that on-path policy control signaling does not bring any benefit, it seems not practical for S2c reference point and can be supported as an implementation choice of the off-path solution for S2 a/b reference points. 


It is therefore proposed to agree that Policy towards non-3GPP accesses is transported “off-path”. 


It is further proposed to capture the above conclusion in section 4.6 of 3GPP TS 23.402 as proposed by the Annex of this paper




ANNEX Text Proposal for TS 23.402



###   Start Proposed Text   ###


4.6

Aspects of QoS Concepts for non-3GPP accesses



4.6.1

General Principles


The following general principles apply for the QoS concept for non-3GPP accesses



· Policy towards non-3GPP accesses is signalled off-path with respect to the mobility protocol, i.e. via an instance of the S7 interface terminated in the non-3GPP access 


###   End Proposed Text   ###













































































� In case the UE is moving from a non-3GPP access to another non-3GPP access the PCEF functionality for QoS management is relocated or re-established between the two accesses. In case the UE is moving to a 3GPP access, the enforcement functionality for QoS management is established at the PDN GW. 
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1 Introduction



This contribution discusses QoS/Policy transfer for non-3GPP accesses, specifically in support of the S2 family of interfaces.



2 Terminology


Within this contribution, the following definitions are employed


Out-of-band policy control signalling. Policies are signalled outside the mobility protocol, i.e. policies are signalled by a protocol that is different from the mobility protocol.



In-band policy control signalling. Policies are signalled within the mobility protocol, i.e. the mobility protocol also transfers policy information.




Policy transfer at the SDF level. Policies apply to service data flows, i.e. the communicated policies/QoS refer to the QoS for an aggregated set of IP data flows in an SDF. Each SDF is associated with an individual request to the PCRF for QoS authorization
. 


Policy transfer at „below-IP“ level. Policies apply to layer 2 contexts, i.e. the communicated policies/QoS refer to some layer 2 below the IP layer (such as bearers) and may apply to an aggregate of SDFs that are carried over a layer 2 context.


3 Discussion


3.1. Assumptions on the employed access



3GPP systems are traditionally based on 3GPP specific end-to-end layer 2 contexts, namely PDP contexts or generally bearers. This was required when the system design was realized as an extension of circuit switched GSM and when different types of packet data flows were being carried, not just IP. In this context the policy/QoS information transfer at “below-IP” level became a natural choice. 



Additionally, when no other Policy/QoS information protocol was available it was also natural to couple the policy/QoS signaling to in-band bearer and mobility management signalling. Therefore, since the early days of GPRS, this has been the assumed system model


The bearer concept was adopted also for the LTE design and since such design is well-know, it can be exploited, and therefore for the TS 23.401 case policy transfer “below-IP” and in-band policy control signalling were also adopted


However, the S2 family of interfaces relates to a more generic “non-3GPP access” concept, i.e. a more heterogeneous multiplicity of access systems. Thus, by design, no assumption can be made on the existence of “bearers” or similar concepts in such systems. The only thing that can be assumed about them is the support of IP connectivity. 



For this reason, it is difficult to see how policy transfer “below-IP” could be realized towards non-3GPP systems. 


Therefore, policy transfer at the SDF level (i.e. at the IP level) becomes a natural choice for non-3GPP access systems
.


3.2. Host- & network-based mobility protocols


Based on the Policy/QoS information, the access system should provide the requested type of QoS for the user data by means that are access specific. 


It is therefore important that, if the access system is QoS capable, the Policy/QoS information is made available to the access system, so that it can be honored. This capability finding mechanism could also be made at the SDF level utilizing IETF defined mechanisms, e.g. NSIS.


The S2 family of interfaces supports both host-based and network-based mobility protocols. Typically, the TS 23.402 design is such that, over the same access system, either host based or network based mobility could be used.


In particular in conjunction with host-based mobility protocols on the S2c reference point, it is difficult to see how in-band policy control signalling could be realized, since in such a case the mobility protocols simply do not involve the access system.


For this reason, in order to support both host- and network-based mobility, the only choice for non-3GPP systems becomes to support out-of-band policy control, i.e. policy control decoupled from the mobility control.



3.3. Reuse of existing protocols


The S2 family of interfaces is going to use or re-use a set of mobility protocols specified by the IETF, some of which have been stable for some time. Such protocols contain no support for in-band policy control signalling, i.e. no QoS information is carried in such protocols



It appears unreasonable to expect that these protocols (or at least some of them) are modified at this point in time. 



Also for this reason, it is natural to select an out-of-band policy control signalling solution for non 3GPP accesses.


Lastly, it can be noted how an out-of-band solution may be realized by reusing existing concepts, e.g. from the PCC architecture.


4 Conclusion


This paper has discussed in-band and out-of-band policy control signalling in the context of the S2 family of interfaces, and in conjunction with policy transfer at the SDF level / “below-IP” level.


The contribution concludes that in-band policy control signalling and policy transfer “below IP” are either unfeasible or impractical as a general solution for the S2 family of reference points.



It is therefore proposed to agree to the following



(a) Policy towards non-3GPP accesses is transported at the SDF (Service Data Flow) level



(b) Policy towards non-3GPP accesses is transported “out-of-band” from the mobility protocol, i.e. policies are signalled by a protocol that is different from the mobility protocol



It is worth noting that with this proposal no new reference point is directly introduced in the TS 23.402 architecture.



However, points (a) and (b) above should be used as a basis for the design of a more specific solution for QoS/Policy transfer towards non-3GPP accesses



It is further proposed to capture the above points in section 4.6 of 3GPP TS 23.402, as proposed by the Annex of this paper


ANNEX: Text Proposal for TS 23.402


###   Start Proposed Text   ###


4.6

Aspects of QoS Concepts for non-3GPP accesses



4.6.1

General Principles


The following general principles apply for the QoS concept for non-3GPP accesses



· Policy towards non-3GPP accesses is transported at the SDF (Service Data Flow) level



· Policy towards non-3GPP accesses are signalled by a protocol that is different from the mobility protocol


###   End Proposed Text   ###

































































































� In case of Network Initiated QoS this means that each SDF is associated with an individual AF session.  




� On the related topic of charging it is worth noting that some non-3GPP accesses expect to also receive charging rules on per-SDF basis for the purpose of flow based charging (e.g. flow based charging in the 3GPP2 network architecture is performed in the PDSN).
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1 Introduction



The current architecture documented in TS 23.402 allows for various implementation options for PCC/QoS control of home routed traffic. To minimize complexity and the risk for interoperability problems it should be the goal to reduce the number of implementation options. To achieve this SA2 needs to agree on a functional split between the network nodes in HPLMN and VPLMN for home routed traffic. 


The supporting companies propose that the functional split already agreed for E-UTRAN access in TS 23.401 should also apply to non-3GPP accesses and should be captured in TS 23.402.


2 Discussion



2.1 Proposed SA2 Working Assumptions


1. Only the PCEF in the P-GW in the HPLMN controls home routed traffic. There is no need for another PCEF in the VPLMN. 



2. Like on the GTP-based S5 and S8, also the S8b, S2a, S2b, and S5-IETF reference points support per bearer signaling procedures. This assumes the definition of the term ‘bearer’ and related terms provided in ‎[1] which for example includes an IP tunnel with a certain DSCP marking into the definition of a bearer, and motivates why support for admission control requires per bearer signaling procedures.
[FFS: separate bearer signaling protocol or bearer signaling integrated with mobility protocol]


Working assumption 1 only reconfirms the current working assumption agreed in SA2:


· “The functional split of PDN GW and Serving GW is described in TS 23.401 [4].”
[TS 23.402; Section 4.4.3]


· “S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Function (PCEF) in the PDN GW. The interface is based on the Gx interface.”
[TS 23.401; Section 4.5]


· “The same functional split between the endpoints of the S5 reference point shall be used, independent of S5 variant.”
[TS 23.402; Section 4.5.2.1]



The working assumptions have the following consequences:



· If only the PCEF in the P-GW in the HPLMN controls home routed traffic there is no requirement for an S7 reference point towards an S-GW. Therefore, that reference point should be removed from the “Roaming Architecture for non-3GPP Accesses, Home Routed” currently captured in TS 23.402.


· If only the PCEF in the P-GW in the HPLMN controls home routed traffic there is no requirement for an S9 reference point in the context of home routed traffic (see also ‎[2] which discusses that an S9 reference point may be an option in the context of local breakout traffic). Therefore, that reference point should be removed from the “Roaming Architecture for non-3GPP Accesses, Home Routed” currently captured in TS 23.402.



· QoS related control plane signaling between HPLMN and VPLMN only takes place on S8a, S8b, S2a, S2b.



· The PCEF in the P-GW performs the SDF related policy control and charging functionality as well as the SDF to bearer mapping. The PDUs of the user plane protocol on the S8b, S2a, S2b, and S5-IETF reference points can be marked with a bearer identifier in a single header field (e.g. GRE). Consequently, there is no requirement to perform SDF to bearer mapping (packet classification based on multiple header fields of a user plane protocol) or any other PCEF function (e.g., gating) in a S-GW or in a non-3GPP-access network node. 



2.2 Motivation


1. Rapid deployment of an infrastructure that enables roaming between "S8a-only" and "S8b-only" operators by having the same concept and varying only in the protocols (which could be easily interworked)


2. Reduce OPEX due to keeping PCEF functionality (“service awareness”) centralized in few network nodes as opposed to distributing it among many nodes throughout an operator’s network.


3. Reduce CAPEX due to …


a. a single architecture and functional allocation that is common between a GTP-based EPS and an IETF-based EPS



b. keep PCC agnostic to mobility (e.g. no need to relocate a PCEF at S-GW relocations)



c. reduced complexity since processing intensive DL packet classification only needs to be performed once; in the P-GW


4. Speed up standardization of TS 23.402 due simpler architecture with fewer reference points


5. No requirement to have PCC in the VPLMN for home routed traffic


6. Deep packet inspection based on pre-defined PCEF filters (i.e. content based like URL) is very difficult to administer when distributed among many nodes (especially when roaming)



3 Conclusions


The supporting companies propose that the working assumptions and the resulting consequences provided in Section ‎2.1 are agreed within SA2 and documented in TS 23.402. If agreeable the supporting companies are happy to provide an initial P‑CR.


4 References



[1] S2-072381, What is a Bearer?, Ericsson



[2] S2-072388, Functional Split for Local Breakout Traffic, Ericsson et al.
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• Centralized Charging and Authorization Functions in hP-GW
• On-path out-of-band Diameter Signaling on IETF based S8b or in-band signaling on GTP based S8a
• Basic accounting functions and Bearer binding in S-GW in VPLMN for IETF based S8
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• S-GW is LMA for PMIP-based access interfaces
• Off-path Diameter Signaling on Reference Point S9 between hPCRF and vPCRF
• Off-path Diameter signaling using S7 to S-GW and non-3GPP accesses in VPLMN 
• Centralized Charging and Authorization Functions in hP-GW
• Distributed IP Flow Policy Enforcement, Basic accounting functions & Bearer binding in S-GW in VPLMN for IETF based S8
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• Off-path Diameter Signaling on Reference Point S9 from HPLMN for visited network services 
(e.g. obtain relevant parts of subscription profile from hPCRF)



• On-path out-of-band Diameter signaling on IETF-based S5 or in-band signaling for GTP on S5 
• Centralized IP Flow Policy Enforcement point in vP-GW only
• Centralized Charging and Authorization Functions in vP-GW only 
• Bearer binding in S-GW in VPLMN for IETF based S8
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•Off-path Diameter Signaling on Reference Point S9 for visited network services 
•(e.g. obtain relevant parts of subscription profile)



• Off-path Diameter signaling on S7 to S-GW and non-3GPP accesses in VPLMN
• Centralized Charging and Authorization Functions in vP-GW
• Distributed IP Flow Policy Enforcement Point, Basic accounting functions and Bearer binding in S-GW 



in VPLMN for IETF based S5
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Roaming Scenario – Hybrid (Home & Visited) – Alternative 1 
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• UE has independent IP addresses for home and visited traffic 
• Off-path Diameter Signaling on Reference Point S9 from hPCRF to vPCRF for Visited network services
• On-path out-of-band Diameter signaling for IETF-based S5b & S8b or GTP for S5 and S8a 
• Distributed IP Flow Policy Enforcement Point in hP-GW, vP-GW and vS-GW
• Centralized Charging and Authorization Functions in hP-GW and vP-GW
• IP Flow awareness, basic accounting functions and bearer binding in vS-GW
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• UE has independent IP addresses for home and visited traffic 
• Off-path Diameter Signaling on Reference Point S9 between hPCRF and vPCRF
• Off-path Diameter signaling for IETF-based S5b & S8b 
• Distributed IP Flow Policy Enforcement Point in hP-GW, vP-GW and vS-GW
• Centralized Charging and Authorization Functions in hP-GW and vP-GW
• IP Flow awareness, basic accounting functions and bearer binding in vS-GW
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Recommended Direction 



• Select Alternative 2 for off-path signaling to the S-GW (if IETF variant S5/S8 is selected)
• Non-Roaming Scenario



– P-GW is Anchor point for all access technologies
– S-GW is LMA for PMIP-based access interfaces
– Centralized Charging and Authorization Functions in P-GW
– Off-path Diameter Signaling S7 to the S-GW and non-3GPP accesses in HPLMN 
– Bearer binding in S-GW for IETF based S5



• Home Routed Traffic Only
– Off-path Diameter Signaling on Reference Point S9 between hPCRF and vPCRF
– Off-path Diameter signaling using S7 to S-GW and non-3GPP accesses in VPLMN 
– Centralized Charging and Authorization Functions in hP-GW
– Distributed IP Flow Policy Enforcement, Basic accounting functions and Bearer binding in S-GW in VPLMN for IETF 



based S8
• Visited Network traffic Only



– Off-path Diameter Signaling on Reference Point S9 for visited network services 
• (e.g. obtain relevant parts of subscription profile)



– Off-path Diameter signaling on S7 to S-GW and non-3GPP accesses in VPLMN
– Centralized Charging and Authorization Functions in hP-GW
– Distributed IP Flow Policy Enforcement Point, basic accounting functions and Bearer binding in S-GW in VPLMN for IETF 



based S5
• Hybrid (Home and Visited) Traffic



– Independent IP addresses for home and visited traffic
– hP-GW knows the IP address of vS-GW from the Binding update. This is sent to hPRCF (hPCRFb) to vPCRF (vPRCFb) 



(via S9) which will download the policies to the correct vS-GW (via S7)
– vP-GW does NOT take part in home routed traffic 
– PCRF -a and -b in their respective networks may coincide (for P-CSCF in HPLMN) or be separate (for P-CSCF in 



VPLMN)
– Home routed traffic and local breakout traffic (with two separate IP addresses)  follow separate paths for the policy 



downloads
– PCEF will be performed by vP-GW (local breakout) and by hP-GW (home routed)
– Centralized Charging and Authorization Functions in hP-GW and vP-GW
– Basic accounting functions in vS-GW
– vS-GW will perform the mapping between SDF and bearers (bearer binding)
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Revised 23.402 Non-Roaming Architecture 
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Revised 23.402 Roaming Architecture – Home Routed w/o LBO
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Revised 23.402 Roaming Architecture – Home Routed w/ LBO
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• S2c can also go from UE to PDN Gateway via Untrusted Non-3GPP Access and ePDG
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A Way Forward on PCC/QoS


1.1 Guiding Principles



· No PCEF functionality in S-GW



· Distributed PCEF between P-GW and trusted non-3GPP access (S2a)


1.2 Proposed Solution


1. Remove S7 towards S-GW



2. Off-path PCC/QoS signaling for S2a (Direct-S2a or chained with S8b)



· Non-Roaming: S7* (PCRF ( non-3GPP-access) used when UE in non-3GPP-access



· Roaming (HR and LBO traffic): S9 (hPCRF ( vPCRF) + S7* (vPCRF ( non-3GPP-access) used when UE in non-3GPP-access



3. Support for Bearers on S5/S8b (e.g., PMIP+GRE (GRE key = bearer-id)) 
FFS: separate bearer signaling protocol (out-of-band) or bearer signaling integrated with mobility protocol (in-band) 


· When UE in 3GPP-access:
* S8b bearer-ids used for bearer mapping in S-GW



· When UE in non-3GPP-access (chained S8b + S2): 
* S8b bearer-ids not used (Single tunnel on S8b)
* QoS differentiation FFS, e.g., DSCP marking by P-GW according QCI in DL + DSCP marking by non-3GPP access in UL
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