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Introduction

In 3GPP SA meeting #36, the LSs on the mobility interworking between 3GPP and non-3GPP systems (SP-070431-070433, 070449) were introduced and the CRs to TS23.278 (SP-070365, SP-070483) were approved to reflect these LSs. For the targeted interruption time, SP-070433, which is the reply LS from 3GPP2, states that it should not exceed 300ms for real-time services, and SP-070432, which is the reply LS from IEEE802.21, states that it should not exceed 100ms for both intra- and inter- access technology handover.

To fulfill these requirements, some mechanisms to expedite the handover between EUTRAN and non-3GPP system should be considered. More specifically, handover optimization should achieve the following:

· packet loss due to handover should be eliminated, and
· communication interruption time, which is defined by the time period that the UE cannot send and receive packets, should be minimized.
To eliminate packet loss, the source network should stop sending the downlink packets before the handover of the UE and buffer them until the UE attaches to the target network. After the UE is ready to receive at the target network, the buffered packets are forwarded and delivered to the UE. To optimize the use packet forwarding path, access gateways (i.e. S-GW and non-3GPP access gateway) should have the forwarding functionality. The figure below shows the handover from the EUTRAN to the non-3GPP access. If eNodeB is the end point of user data forwarding, it needs to send back the user data to the S-GW on S1-U and forwards them to the target non-3GPP AGW (left hand side). On the other hand, if the S-GW is the endpoint of user data forwarding, it can directly send the user data to the non-3GPP AGW (right hand side).
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To minimize the communication interruption time, the user data forwarding should get started just before the radio link level handover. To expedite the user data reception in the target network, the connection setup procedure for the target network should be executed as much as possible while the UE is in the source network. To this end, the source and target networks should have the capability to send and receive necessary context information (e.g. MN IP address, PDN GW). The potential benefits of these approaches are summarized below:
· elimination of packet loss and continuation of user traffic via the forwarding tunnel,

· latency cased by the network attach (e.g. connection setup, address acquisition) could be minimized by executing full or part of the procedures before handover, and

· path update, which causes the tunnel switching from the PDN GW, is not on the critical path (time-wise).
From the above observations, new interfaces between the EPC and non-3GPP accesses need to be defined; one is the interface for user traffic between Serving GW and non-3GPP AGW (Sx-U in the figure) and the other is the one for handover optimization signaling (e.g. context transfer, forwarding tunnel setup) between MME and non-3GPP access (Sx-MME in the figure). Based on these interfaces, the high-level handover optimization call flows for all non-3GPP access are proposed. This proposal focuses on the proactive approach, where the signaling for optimization is performed before handover, but the reactive approach could also be considered and should be studied further.
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Proposal

This contribution proposes the high-level call flows for the optimized handover applicable to all non-3GPP access systems in the case that the single radio UE is assumed.

	Start of 1st Change


5.6.2      Handover Optimizations applicable to all non-3GPP accesses

<This sub-section describes handover optimization procedures that are generic and applicable to all non-3GPP accesses. >

Leveraging the interfaces between the EPC and non-3GPP access, handover optimization is performed by forwarding the user traffic to the target network during handover, thereby reducing packet loss at the time of radio link switch or location update, or by preparing part of the connection setup procedures for the target network before handover, thereby reducing the overall handover time. The UE has either the single-radio capability of dual-radio capability and the handover optimization should work for both cases.

Editor’s note: the interfaces between the EPC and non-3GPP access will be defined later.
5.6.2.x
Single-radio case

In this section, it is assumed that the UE has only single radio capability.
5.6.2.x.1
Network Based Mobility

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.2.x.1-1.  High-level handover flow for optimized handovers towards non-3GPP accesses for network-based mobility handling.

1)
The UE discovers a non-3GPP access system that the UE can move to while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The EPC (e.g. MME) communicates with non-3GPP Access GW (e.g. the ePDG, CDMA2000 PDSN or WiMAX ASN) to transfer the context of the UE (e.g. MN ID, MN IP address, P-GW address) and to set up a forwarding tunnel between S-GW and non-3GPP Access GW.
3)
If available, the EPC indicates non-3GPP Access to prepare to establish a L2/L3 connection for the UE. Full or part of the authentication procedure may be performed at this step.
4)
The EPC sends Handover trigger to the UE via 3GPP Access. If the forwarding tunnel has been established, user data may be forwarded to the non-3GPP access before the handover of the UE.
5)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). After successful authentication and authorization (if not performed at an earlier step), L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary. If the downlink data is forwarded to the non-3GPP access via the forwarding tunnel, such data is transferred to the UE.

6)
The UE triggers the L3 attach procedure. In case of a handover towards a non-trusted non-3GPP access, the successful establishment of the IPsec tunnel provides the trigger for step 7.

7)
The mobility agent (i.e. MAG) on non-3GPP Access GW (e.g. the ePDG, CDMA2000 PDSN or WiMAX ASN) performs the path update (i.e. Proxy Binding Update) with the mobility anchor that is either located on PDN GW or Serving GW – depending on the roaming scenario and the operator policies.
8)
After a successful path update, the non-3GPP Access GW indicates to the UE that the handover is completed (e.g. by sending an IPv6 RA). The DL/UL data gets routed between the PDN GW and non-3GPP Access GW and the forwarding tunnel that was established at step 2 can be released at any time after that.
Handover to non-3GPP Accesses:

5.6.2.x.2
Client Based Mobility

For client-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6.2.x.2-1.  High-level handover flow for optimized handovers towards non-3GPP accesses for client-based mobility handling.

1)
The UE discovers a non-3GPP access system that the UE can move to while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).
2)
The EPC (e.g. MME) communicates with non-3GPP Access GW (e.g. the ePDG, CDMA2000 PDSN or WiMAX ASN) to transfer the context of the UE (e.g. MN ID, P-GW address) and to set up a forwarding tunnel between S-GW and non-3GPP Access GW. The downlink data can be forwarded to non-3GPP Access GW via the forwarding tunnel from this time on.

3)
If available, the EPC indicates non-3GPP Access to prepare to establish a L2/L3 connection for the UE. Full or part of the authentication procedure may be performed at this step.
4)
The EPC sends Handover trigger to the UE via 3GPP Access. If the forwarding tunnel has been established, user data may be forwarded to the non-3GPP access before the handover of the UE.
5)
The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). After successful authentication and authorization (if not performed at an earlier step), L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary. If the downlink data is forwarded to the non-3GPP access via the forwarding tunnel that is established at step 2, such data is transferred to the UE.

6)
The UE performs the Mobile IP Binding Update procedure with the HA. In the case of MIPv4-FA mode, the RRQ/RRP messages are relayed via the FA.
7)
After a successful binding update, the DL/UL data gets routed between the PDN –GW and non-3GPP Access GW and the forwarding tunnel that was established at step 2 can be released at any time after that.
Handover to non-3GPP Accesses:

	End of 1st Change 
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