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*** FIRST PROPOSED CHANGE ***
4.3.3
Identification of users
4.3.3.0
General

There are various identities that may be associated with a user of IP multimedia services. This section describes these identities and their use.

4.3.3.1
Private user identities

Every IM CN subsystem user shall have one or more Private User Identities. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorisation, Administration, and Accounting purposes. This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC 2486 [14]. It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

-
The Private User Identity is not used for routing of SIP messages.

-
The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-registration requests) passed from the UE to the home network.

-
An ISIM application shall securely store one Private User Identity. It shall not be possible for the UE to modify the Private User Identity information stored on the ISIM application.

-
The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used within the home network to identify the user's subscription (e.g. IM service capability) from a network perspective. The Private User Identity identifies the subscription, not the user.

-
The Private User Identity shall be permanently allocated to a user's subscription (it is not a dynamic identity), and is valid for the duration of the user's subscription with the home network.

-
The Private User Identity is used to identify the user's information (for example authentication information) stored within the HSS (for use for example during Registration).

-
The Private User Identity may be present in charging records based on operator policies.

-
The Private User Identity is authenticated only during registration of the user, (including re-registration and de-registration).

-
The HSS needs to store the Private User Identity.

-
The S‑CSCF needs to obtain and store the Private User Identity upon registration and unregistered termination.

4.3.3.2
Public user identities

Every IM CN subsystem user shall have one or more Public User Identities (see TS 22.228 [8]). The Public User Identity/identities are used by any user for requesting communications to other users. For example, this might be included on a business card.

-
Both telecom numbering and Internet naming schemes can be used to address users depending on the Public User identities that the users have.

-
The Public User Identity/identities shall take the form of a SIP URI (as defined in RFC 3261 [12] and RFC 2396 [13]) or the "tel:"-URI format RFC 3966 [15].

-
An ISIM application shall securely store at least one Public User Identity (it shall not be possible for the UE to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the ISIM application.

-
A Public User Identity shall be registered either explicitly or implicitly before originating IMS sessions and originating IMS session unrelated procedures can be established by a UE using the Public User Identity. Subscriber-specific services for unregistered users may nevertheless be executed as described in section 5.6.5.
-
It shall be possible to identify Alias Public User Identities. For such a group of Public User Identities, operations that enable changes to the service profile and the service data configured shall apply to all the Public User Identities within the group. This grouping information shall be stored in the HSS. It shall be possible to make this grouping information available to the AS via the Sh interface, and Sh operations are applicable to all of the IMPUs within the same alias public user identity group. It shall be possible to make this information available to the S-CSCF via the Cx interface. It shall be possible to make this information available to the UE via the Gm interface.

NOTE:
An implicit registration set may contain Public User Identities of more than one service profile.

-
A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and terminating IMS session unrelated procedures can be delivered to the UE of the user that the Public User Identity belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in chapter 5.12.

-
It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public identity via a mechanism within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set). This shall not preclude the user from registering individually some of his/her public identities if needed.

-
Public User Identities are not authenticated by the network during registration.

-
Public User Identities may be used to identify the user's information within the HSS (for example during mobile terminated session set-up).
-
Every IM CN subsystem user shall possess at least one emergency public user identity derived as defined in TS 23.003 [24] and one associated Tel URI. If more than one emergency public user identity can be derived for the same user, the same Tel URI shall be associated – i.e. multiple different Tel URIs shall not be associated.
4.3.3.2a
Globally Routable User Agent URI (GRUU)

A Globally Routable User Agent URI (GRUU) is an identity that identifies a unique combination of Public User Identity and UE instance that allows a UE to address a SIP request to a specific Public User Identity UE combination instance, as opposed to a Public User Identity, in order to ensure that the SIP request is not forked to another registered UE of the same Public User Identity. There are two types of GRUUs; Public GRUUs (P‑GRUUs) and Temporary GRUUs (T‑GRUUs). P‑GRUUs are GRUUs that reveal the Public User Identity of the user and are very long lived. T‑GRUUs are GRUUs that contain a URI that do not reveal the Public User Identity of the user and are valid until the contact is explicitly de-registered or the current registration expires. The IM CN subsystem shall support the capability for IMS UEs to obtain both T‑GRUUs and P‑GRUUs when performing IMS registration, exchange GRUUs using SIP requests and responses and use GRUUs to address SIP requests to specific UEs according to draft-ietf-sip-gruu [49].

4.3.3.2a.1
Architecture Requirements

The following architectural requirements shall apply to support of GRUU in the IMS:

0.
If a UE could become engaged in a service (e.g. telephony supplementary service) that potentially requires the ability to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity then the UE should support GRUU.

1.
A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

2.
If a UE supports GRUU, it shall indicate support for a GRUU that is associated with a specific Public User Identity at the time of registration of the Public User Identity. A single instance ID should be assigned by the UE regardless of the number of IP-CANs interfacing with the UE.

NOTE 1:
If the UICC is replaced the UE is still considered to be same UE instance and so the UE instance ID is not changed by using a different UICC.

3.
The IMS network shall be able to receive an indication of support for GRUU for a specific Public User Identity at a specific UE instance and be able to generate both P‑GRUU's and T‑GRUU's and return them back to the UE that indicated support for GRUU.

NOTE 2:
The UE may have a registration request that indicates GRUU support, but the GRUU will not be returned if IMS network does not support generatation of GRUUs.

4.
When the IMS network receives indication of GRUU support for a specific Public User Identity from the UE during a registration request, the IMS network shall also generate P‑GRUU's and T‑GRUU's for all implicitly registered Public User Identities belonging to the same implicit registration set.  The IMS network shall communicate all these other GRUUs to the UE.

5.
Registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.

6.
The IMS network will be able to generate GRUU's for any UE registered with a valid SIP URI.

7.
The IMS network shall generate the same P‑GRUU for a given Public User Identity and Instance Identifier combination.

8.
The IMS network shall generate a different T‑GRUU for a given Public User Identity and Instance Identifier combination for each registration and re-registration.

9.
The IMS network shall be able to derive the Public User Identity directly from the P‑GRUU.  The public user identity derived from the P‑GRUU used to identify the contact address of the sender shall be same as the public user identity used to identify the initiator or an associated Public User Identity. If the URI in the SIP Contact header of the sender carries a parameter indicating that it is a GRUU but does not comply with the stated requirement or if there is no registration corresponding to the GRUU, then the IMS network should reject the request.

10.
The IMS network shall be able to route requests destined to a GRUU to the UE instance registered with that GRUU. 

11.
The IMS network shall not fork SIP requests addressed to a GRUU to separate UEs.

12.
A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User Identity.

13.
The IMS network shall support establishment of session or non-session related communication using a GRUU.

14.
A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

15.
A UE supporting GRUUs shall be able to inter-work with a UE not supporting GRUUs per draft-ietf-sip-gruu [49].

16.
A UE or network that supports GRUUs shall not negatively affect networks or UEs that do not support GRUUs. 

17.
It shall be possible to define iFCs that match the Public User Identity part of a GRUU.

18.
It shall be possible for iFCs to determine whether the Request URI of a message contains a GRUU, and then trigger to application servers that are only applicable for GRUUs.

19.
It shall be possible to provide terminating services to a GRUU associated with a currently unregistered subscriber.

NOTE 3:
The network may not be able to validate the unregistered GRUU of a currently unregistered or registered subscriber, such that operator policy might restrict the services available to the GRUU under these conditions.

20.
It shall be possible to apply same level of privacy irrespective whether GRUU is used or not.

4.3.3.3
Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URIs or other (non SIP) AbsoluteURIs. AbsoluteURIs are defined in RFC 2396 [13]. Routing of SIP signalling within the IMS using AbsoluteURI (non SIP) shall only be supported for IMS signalling from IMS user to external networks. E.164 [2] format Public User Identities shall not be used for routing within the IMS, and session requests based upon E.164 format Public User Identities will require conversion into SIP URI format for internal IMS usage.

4.3.3.3a
Handling of dialled number formats

When using a phone number as the dialled address, the UE can provide this number in the form of a SIP URI or a TEL URI. This phone number can be in the form of E.164 format (prefixed with a '+' sign), or a local format using local dialling plan and prefix. The IMS will interpret the phone number with a leading '+' to be a fully defined international number.

4.3.3.3b
Termination of session with the TEL URI format public user identity

If a terminating session with a TEL URI is used, the HSS and the SLF (in the case that more than one independently addressable HSS is utilized by a network operator) shall support the TEL URI format Public User Identity.

4.3.3.4
Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and public user identities; other identities that are not defined by the operator may also exist.
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Figure 4.5: Relationship of the Private User Identity and Public User Identities

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228 [30]. The Service Profile is independent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic comprising of user / operator preferences that are of static nature i.e. they do not get changed on a frequent basis. It shall be possible to identify Alias Public User Identities. See clause 4.3.3.2 for more details.
Application servers will provide more complex and dynamic service logic that can potentially make use of additional information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A Public User Identity shall be registered at a single S‑CSCF at one time. All Public User Identities of an IMS subscription shall be registered at the same S‑CSCF. The service profile is downloaded from the HSS to the S‑CSCF. Only one service profile shall be associated with a Public User Identity at the S‑CSCF at a given time. Multiple service profiles may be defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile. Each service profile is associated with one or more Public User Identities.

An ISIM application shall securely store the home domain name of the subscriber. It shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not a requirement for a user to be able to register on behalf of another user which is third party registration specified in RFC 3261 [12] or for a device to be able to register on behalf of another device or for combinations of the above for the IM CN subsystem for this release.
Public user identities may be shared across multiple Private User Identities within the same IMS subscription. Hence, a particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User Identities and different contact addresses. If a Public User Identity is shared among the Private User Identities of a subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.

The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with service profiles and IMS subscription, is depicted in Figure 4.6.
An IMS subscription may support multiple IMS users.

NOTE 1:
The Public User Identity sharing mechanism described above is not intended to support sharing of identities across large numbers of Private User Identities, since this would result in all these users being forced to be associated with the same IMS subscription and hence the same S‑CSCF.

NOTE 2:
Subscription data is assumed to indicate which Public User Identities within a subscription are shared and which are not.
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Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User Identities
All Service Profiles of a user shall be stored in the same HSS, even if the user has one or more shared Public User Identities.
4.3.3.5
Relationship of Public User Identities, GRUUs, and UEs

Each Public User Identity may have one or more Globally Routable User Agent URIs (GRUUs). There are two types of GRUU, P‑GRUUs and T‑GRUUs which are associated with Public User Identities and are generated and assigned to the UE together during registrations and re-registration in a pair of one P‑GRUU and one T‑GRUU. Each pair of a P‑GRUU and a T‑GRUU is associated with one Public User Identity and one UE. During subsequent re-registrations the same P‑GRUU will be assigned to the UE but a new and different T‑GRUU will be generated and assigned. After a re-registration all the previous T‑GRUUs generated during the period of this registration are all still valid. A UE may retain some or all of the previous T‑GRUUs obtained during the initial registration or previous re-registrations along with the new T‑GRUU or the UE may replace some or all of the previous T‑GRUUs with the new T‑GRUU. The current set of the P‑GRUU and all T‑GRUUs which are currently valid during this registration period is referred to here as the GRUU set. This relationship is depicted in figure 4.6a. If a UE registers (explicitly or implicitly) with multiple Public User Identities, a separate GRUU set is associated with each. If different UEs register with the same Public User Identity, a different GRUU set is associated with each.

NOTE:
If the UICC is replaced the UE is still considered to be same UE instance and if that UE instance with a different UICC registers the same Public User Identity as was registered with the previous UICC the same P-GRUU will be assigned for that Public User Identity UE instance combination.
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Figure 4.6a: The relationship of Public User Identities, GRUUs, and UEs
*** Second PROPOSED CHANGE ***
5.2.1a
Implicit Registration
5.2.1a.0
General

When an user has a set of Public User Identities defined to be implicitly registered via single IMS registration of one of the Public User Identity's in that set, it is considered to be an Implicit Registration. No single public identity shall be considered as a master to the other Public User Identities. Figure 5.0c shows a simple diagram of implicit registration and Public User Identities. Figure 5.0d shows a similar diagram when multiple Private User Identities are involved. In order to support this function, it is required that:

-
HSS has the set of Public User Identities that are part of implicit registration.

-
Cx reference point between S‑CSCF and HSS shall support download of all Public User Identities associated with the implicit registration, during registration of any of the single Public User Identities within the set.

-
All Public User Identities of an Implicit Registration set must be associated to the same Private User Identities. See figure 5.0d for the detailed relationship between the public and private user entities within an Implicit Registration set.

-
When one of the Public User Identities within the set is registered, all Public user identities associated with the implicit registration set are registered at the same time.

-
When one of the Public User Identities within the set is de-registered, all Public User Identities that have been implicitly registered are de-registered at the same time.

-
Registration and de-registration always relates to a particular contact address and a particular Private User Identity. A Public user identity that has been registered (including when implicitly registered) with different contact addresses remains registered in relation to those contact addresses that have not been de-registered.

-
Public user identities belonging to an implicit registration set may point to different service profiles; or some of these Public User Identities may point to the same service profile.

-
When a Public User Identity belongs to an implicit registration set, it cannot be registered or de-registered individually without the Public User Identity being removed from the implicit registration list.

-
All IMS related registration timers should apply to the set of implicitly registered Public User Identities

-
S‑CSCF, P‑CSCF and UE shall be notified of the set of Public User Identities belonging to the implicitly registered function. Session set up shall not be allowed for the implicitly registered Public User Identities until the entities are updated, except for the explicitly registered Public User Identity.

-
The S‑CSCF shall store during registration all the Service profiles corresponding to the Public User Identities being registered.

-
When a Public User Identity is barred from IMS communications, only the HSS and S‑CSCF shall have access to this Public User Identity.
-
For any IM CN subsystem user, the emergency public user identity (or identities) and the associated Tel URI shall be assigned to a separate emergency implicit registration set that does not contain any other public user identies. It shall also be possible to assign the associated Tel URI to one other non-emergency implicit registration set for the user. Other public user identities belonging to the user shall not be assigned to more than one implicit registration set.

-
The registration and de-registration of an emergency public user identity shall not affect the registration status of the associated Tel URI in the context of any non-emergency implicit registration set to which it belongs. Likewise, the registration and de-registration of any non-emergency public user identity shall not affect the registration status of the Tel URI associated with the emergency public user identity in the context of the emergency implicit registration set.
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Figure 5.0c: Relationship of Public User Identities when implicitly registered
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Figure 5.0d: The relation of two shared Public User Identities (Public-ID-3 and 4) and Private User Identities

5.2.1a.1
Implicit Registration for UE without ISIM

In case an UE is registering in the IMS without ISIM, it shall require the network's assistance to register at least one Public User Identity, which is used for session establishment & IMS signalling. Implicit registration shall be used as part of a mandatory function for these ISIM-less UEs to register the Public User Identity(s). In addition to the functions defined in section 5.2.1a, the following additional functions are required for this scenario.

-
The Temporary public identity shall be used for initial registration process

-
It shall be defined in HSS that if the user does not have implicit registration activated then the user shall not be allowed to register in the IMS using the Temporary Public User Identity.
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