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1. Introduction
This paper aims to refine the high level principle of handover between 3GPP and non-3GPP.
2. Discussion
In last SA2 Orlando meeting, we discussed the high level information flows for handover between 3GPP and non-3GPP. But whether the resource in the old access network should be released after handover is FFS. This paper does not focus on the detail solution of the resource release in the old access network but aims to discuss why the resource should be deleted in the old network in the handover execute phase. It’s not clear that whether the UE will trigger service request/ TAU when handover from non-3GPP to 3GPP. This paper also address to clarify whether it’s necessary that the UE triggers service request/ TAU when handover from non-3GPP to 3GPP.
1. Whether the old bearer/resource shall be tore down during handover?
During 3GPP inter RAT handover execute phase, the S-GW which is inter mobility anchor will receive update bearer request from the target MME or SGSN. S-GW will replace the old GTP tunnel according this message. When new downlink data arrive at S-GW, it will be only delivered to the target access network. The target MME or SGSN will notify the source SGSN or MME to trigger Iu/S1 release in the old access network. All the resource in the old network will be released. 

During handover between 3GPP and non-3GPP, PDN-GW is the mobility anchor. If the GTP based S5/S8 interface is applied in the source LTE network, when the UE handover to non-3GPP, PDN GW will receive MIP(PMIP) registration to the same IP address the UE used. The old GTP tunnel to the IP address shall be tore down otherwise the P-GW may bi-cast the downlink data from both GTP tunnel and MIP(PMIP)tunnel, and obviously the downlink data sent to the GTP tunnel will never reach to the UE and the bandwidth is also wasted. Even in case of no downlink data, the preserved resource is still useless. If the IETF based S5/S8 interface is applied in the source LTE network, when the UE handover to the non-3GPP network, the P-GW will receive MIP(PMIP) registration with new CoA for the UE. The old PMIP tunnel will be torn down. The downlink data then could be delivered to the new CoA. But the S1 resource should be released anyway.
When UE move from the eNB to the non-3GPP access network, the eNB will detect RRC connectivity failure and air resource will be released but the eNB will not trigger S1 release immediately until two timers expired, the timer length is configured by the operator, which may be a long period. Since the UE has move to the non-3GPP, it’s unnecessary to maintain S1 resource any more.   
It is same to handover from 3GPP to non-3GPP, the resources in the old non-3GPP access system shall be also released when UE moves from non-3GPP to 3GPP. If IETF based S5/S8 interface is applied in the LTE network, when UE or Serving GW initiates MIP registration to PDN GW, the MIP binding cache entry in PDN GW will be replaced and the MIP binding is disconnected in non-3GPP access system. And the UE also disconnects from the non-3GPP access network. When UE move back to the non3GPP network, the UE must make a new attach to the non3GPP access system and the all resource shall be re-established. So, the resources in the non-3GPP shall be released to improve the using efficiency of the resources when theUE moves from non-3GPP to 3GPP based on IETF variant. 
If the GTP based S5/S8 interface is applied in the LTE network, when the UE moves from non3GPP to 3GPP, Serving GW establishes connection to the PDN GW by GTP. If the MIP binding in non-3GPP is not released, the PDN GW may bi-cast the downlink PDU to the non-3GPP access system and the downlink PDU may never reach to the UE. Even if the PDN GW have mechanism to control the downlink PDU not to send to the non-3GPP access system, The resource allocated in the non-3GPP access network is useless at this point, which shall be released. 
Therefore, to saving resource, When UE handover non-3GPP to 3GPP, the resource in the old non-3GPP access network shall also be released.

Conclusion 1: the resource in the old access network shall be released during handover between 3GPP and non-3GPP.
2. Whether the UE is allowed to send Service request/TAU when handover from non-3GPP to 3GPP?
If yes, the UE shall meet following additional requirement 

1) When the UE handover from 3GPP to non-3GPP, the UE shall manage its MM status to idle state and start a timer for the period TAU.
2) When the UE move back from the non-3GPP to 3GPP 

a) If it enters to the old TA, and the timer is not expired, the UE trigger service request to the network.

b) If it enters to a new TA, and the timer is not expired, the UE will send TAU to the network. But serving GW and MME relocation may be involved.

c) If the timer for period TAU is expired, the timer in the MME for check period TAU may be expired and The MME may implicitly detach the UE, the UE shall send attach request to the network.

The advantage to use the TAU/Service request for handover is:

- The MM context could be reused when UE is in idle state which may reduce the handover latency.

The disadvantage to use the TAU/Service request for handover is:

1) As defined in current TS23.401, when the UE send the service request to the MME, the MME will activates the radio and S1 bearers for the default bearer and the pre-established dedicated bearers. But since all the resource has been deleted according the previous discussion, the service request procedure may be not inline with the current one and add the network complexity 
2) The UE needs to maintain idle state and start a timer which may increase complexity and consume power
3) Attach procedure could be avoided for handover anyway. e.g. when the UE first handover to 3GPP network or the 3GPP network has implicitly detached the UE. 

4) If the service request/TAU is used for handover back to 3GPP network, additional PDN GW retrieval solution should be introduced. The service request/TAU procedure doesn't include insert subscriber data from HSS, which is used to get old PDN GW information in attach.
Conclusion 2: According the above discussion, we propose the UE trigger an attach procedure when handover between 3GPP and non-3GPP, when the UE move to the non-3GPP network, the UE status in the network may be active, idle or detach according to whether all the bearer in the 3GPP network has been released and whether implicit detach is performed. If all the bearers in the old 3GPP network have been deleted, the MME may trigger an implicit detach, which may be optional depending on the operator’s configuration. When UE handover back to the 3GPP network, an attach procedure is performed, even the UE state in the network is in active or idle state, the network is able to handle the attach request. 
The detail solution for releasing the bearer/resource in the old access network is discussed in S2-073280 and S2-073281.
4. Text Proposal
We propose to update TS23.402 as following:
**** Start of the first change ****

5.6  Handover
<This section describes the high-level information flows for handover between 3GPP and non-3GPP accesses.>
Editor’s Node: 
The detailed information flows provided in Annex C may need to be updated to conform to the high-level principle flows defined in this section.

5.6.1  Handover flows for mobility between 3GPP and non-3GPP accesses

The following high-level flows show the handover principle for mobility between 3GPP and non-3GPP accesses. 

For network-based mobility, the following principle is followed:

Handover to non-3GPP Accesses:
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Figure 5.6-1.  High-level handover flow for handovers towards non-3GPP accesses for
network-based mobility handling.
1) The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).

2) The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and GW is established. This includes the establishment of an IPsec tunnel if necessary.

Note: The mechanism for mobility protocol selection is FFS. 

Note: As part of the authentication procedure, the IP address of the PDN or Serving GW that anchors the UE is conveyed to the non-3GPP Access GW.

3) The UE triggers the L3 attach procedure. In case of a handover towards a non-trusted non-3GPP access, the successful establishment of the IPsec tunnel provides the trigger for step 4.

4) The mobility agent (i.e. MAG) on non-3GPP Access GW (e.g. the ePDG or WiMAX ASN) performs the path update (i.e. Proxy Binding Update) with the mobility anchor that is either located on PDN GW or Serving GW – depending on the mobility scenario and the operator policies.

5) After a successful path update, the non-3GPP Access GW indicates to the UE that the handover is completed (e.g. by sending an IPv6 RA).
6) The non-3GPP access GW may interact with the PCRF to get the PCC rules for the UE if PCRF is applied in the network.
7a)  The PCRF triggers the PCEF entity which has bearer binding function to release the old bearer if the PCRF is applied in the network. If the UE is dual radio mode during handover, radio bearer release may be involved.
7b)  The PDN GW triggers the old bearer release if the PCRF is not applied in the network. If the UE is dual radio mode during handover, radio bearer release may be involved.
Handover to 3GPP Accesses:

<This sub-clause provides the placeholder for the high-level flow for handovers from non-3GPP accesses to 3GPP accesses>

The detailed flows for handovers involving the S2a and S2b interfaces are provided as part of Annex C.1 and Annex C.2 respectively.

For client-based mobility, the following principle is followed:


Handover to non-3GPP Accesses:
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Figure 5.6-3.  High-level handover flow for handovers towards non-3GPP accesses 

for client-based mobility handling
1) The UE detects a Non-3GPP access system while the communication takes place on the 3GPP access system. The mechanisms that aid the UE to discover the trusted non-3GPP IP access system are specified in section 5.3 (Network Discovery and Selection).

2) The UE first carries out the initial RAT-specific attach procedures with the non-3GPP access (these procedures are outside the scope of 3GPP). It then authenticates itself with the network. After successful authentication and authorization, L2/L3 connectivity between the UE and non-3GPP Access GW is established. This includes the establishment of an IPsec tunnel if necessary.

Note: The mechanism for mobility protocol selection is FFS. In case the network decides for client-based Mobile IP, it will assign the UE on the non-3GPP access interface a different IP address from the one currently assigned.

Note: As part of the authentication procedure, the IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE or FA (depending on the mode: Co-located CoA or FA-CoA).

3) The UE performs the Mobile IP Binding Update procedure with the HA. In case of MIPv4-FA mode the RRQ/RRP messages are relayed via the FA.

4) The non-3GPP access GW may interact with the PCRF to get the PCC rules for the UE if PCRF is applied in the network.
5a)  The PCRF triggers the PCEF entity which has bearer binding function to release the old bearer if the PCRF is applied in the network. 
5b)  The PDN GW triggers the old bearer release if the PCRF is not applied in the network. If the UE is dual radio mode during handover, Radio bearer release may be involved.
Handover to 3GPP Accesses:
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Figure 5.6-4.  High-level handover flow for handovers towards 3GPP accesses

for client-based mobility handling

1) The UE detects a 3GPP access system while the communication takes place on the non-3GPP access system. The mechanisms that aid the UE to discover the 3GPP access system are specified in section 5.3 (Network Discovery and Selection).

2) The UE sends an Attach Request. In response, the network authenticates and authorizes the UE.  After successful authorization, the MME or SGSN performs the location update procedure with HSS and the radio-bearer and access bearer is setup.

Note: This step includes the IP address assignment. The mechanism for mobility protocol selection is FFS. In case client-based Mobile IP is currently used and the UE returns “home”, the network will assign the UE’s “home address” on the 3GPP access interface.

Note: The IP address of the PDN GW (HA) that anchors the UE is conveyed to the UE as part of the attach procedure.
3) The UE performs the Mobile IP Binding Update procedure with the HA. In case the UE return’s home, the Mobile IP tunnel between the UE and PDN GW will not be maintained.

4a)  The PCRF triggers the PCEF entity which has resource binding function to release the old resource if the PCRF is applied in the network. If the UE is dual radio mode, Radio resource release may be involved.
4b)  The PDN GW triggers the old resource release if the PCRF is not applied in the network. If the UE is dual radio mode, Radio resource release may be involved.

The detailed flows for handovers involving the S2c interface are provided as part of Annex C.3.
**** End of the first change ****
**** Start of the second change ****

C.1
Handovers involving S2a interface

C.1.1
Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 Handover for the Non-Roaming Scenario
The steps involved in the handover from a trusted non-3GPP IP access to 3GPP Access connected to EPC are depicted below for the case of non-roaming case and when PMIPv6 is used on S2a. It is assumed that while the UE is served by the trusted non-3GPP IP access, a PMIPv6 tunnel is established between the non-3GPP access network and the PDN GW in the evolved packet core.
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Figure C.1.1-1: Handover from Trusted Non-3GPP IP Access to 3GPP Access with PMIPv6 on S2a and S5 interfaces
Editor's Note:
These flows do not show the setup of bearers on S5 interface and interactions with the PCC architecture. These are FFS.

Editor's Note:
It is FFS how the multiple-SDFs are handed-over and whether additional SAE dedicated bearers need to be setup.

NOTE:
The flow here assumes that this is an initial attach of the UE and no bearers for the UE exists in UTRAN.

The steps involved in the handover are discussed below.

1)
The UE uses a trusted non-3GPP access system and is being served by PDN GW (as PMIPv6 home agent).

2)
The UE discovers the 3GPP Access system (UTRAN or E-UTRAN) and determines to transfer its current sessions (i.e. handover) from the currently used non-3GPP access system to the discovered 3GPP Access system. The mechanisms that aid the UE to discover the 3GPP Access system, are specified in section 5.3 (Network Discovery and Selection).

3)
The UE sends an Attach Request to the MME/SGSN. The message from the UE is routed by 3GPP Access to the MME/SGSN as specified in TS 23.401 (E-UTRAN) or TS 23.060 (UTRAN).



4)
The MME/SGSN contacts the HSS and authenticates the UE. As part of the authentication procedure, the IP address of the PDN GW that needs to be used is conveyed to the MME/SGSN.

5)
After successful authentication, the MME/SGSN performs location update procedure with HSS as specified in TS 23.401 or TS 23.060.

Editor's Note:
It is FFS if the HSS interacts with AAA server to provide the IP address of the PDN GW serving the UE.

6)
The MME/SGSN selects a serving GW as described in TS 23.401 and sends a Create Default Bearer Request (including IMSI, MME Context ID (SGSN equivalent is TBD), and PDN-GW address) message to the selected Serving GW. For IETF based S5, the MN-NAI is also included in the message.

7)

a)
For IETF based S5, the Serving GW initiates the PMIPv6 registration procedure towards the PDN-GW by sending a Proxy Binding Update according to [8].

Editor's note:
It is FFS whether the Proxy Binding Update suffices to provide equivalent functionality to the GTP "Create Bearer Request" message and if additional messages are required.
b)
For GTP based S5, the Serving GW sends a Create Bearer Request message to the PDN-GW as described in TS 23.401.

8)


a)
For IETF based S5, the PDN GW responds with a Proxy Binding Ack and updates its mobility binding which effectively switches the PMIPv6 tunnel from the non-3GPP access network to the Serving GW. In the proxy Binding Ack, the PDN-GW includes the home IP address or prefix that was assigned to the UE earlier.

b)
For GTP based S5, the PDN GW responds with a Create Bearer Response message to the Serving GW as described in TS 23.401.The Create Bearer Response contains the home IP address or prefix that was assigned to the UE earlier.
Editor's Note:
The flows for bearer setup on S5 and interaction with PCRF are FFS.

9)
The Serving GW returns a Create Default Bearer Response message to the MME/SGSN as specified in TS 23.401. This message also includes the IP address of the UE. This message also serves as an indication to the MME/SGSN that the binding has been successful. At this step the PMIP6 or GTP tunnel is established.
10)
Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 or TS23.060.
11) The UE can send, receive data at this point via the 3GPP access system.
12)
The Serving GW which is the MAG in case of IETF based S5 or the PDN-GW in case of GTP based S5 exchanges RA (solicited or unsolicited) with the UE.
Editor's Note:
The point at which resources in the trusted non-3GPP access are torn down is FFS.
**** End of the second change ****
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