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Abstract

The contribution proposes to consider the use of off-path/out-of-band PCC/QoS model for non-3GPP accesses.
1. Introduction

How to support PCC/QoS efficiently for non-3GPP accesses has become a potential blocking issue for progressing the SAE specifications work, in particular,  TS23.402. After some careful consideration and elaborations on various scenarios and the issues to consider, we believe that the PCC/QoS issue could be solved without changing current 402 and 401 EPS architecture but by finding an agreeable solution to all for solving this PCC/QoS issue.  In this contribution, we  propose to consider the possible  use of  the off-path out-of-band PCC/QoS model for handling QoS in non-3GPP IP Access, the location of PCEF in non-3GPP accesses and the  use of off-path model with S7 interface to the  PCEF ‘s located in the non-3GPP IP access. PCRF and PCEF location will be dependant on the location of the IP access service enabling functions (e.g. IP address allocation) and the mobility anchor point.
2. The Cases for Off-path/Out-of-band PCC/QoS model

In reference to the existing scenarios as defined in TS23.402, the off-path/out-of-band PCC/QoS signalling model has been applied to each of those cases. They are described as follows.
2.1 The Non-roaming scenario

With off-path out-of-band PCC model, two PCEF’s locations are supported in the SAE architecture for non-3GPP accesses
· PCEF functions in the PDN GW provide charging and QoS enforcement features at the PDN GW level for interworking/mobility between 3GPP and non-3GPP access systems.
· PCEF functions in the non-3GPP access provide QoS enforcement at the non 3GPP access level. Charging rules do not need to be enforced in this PCEF as it is already done in the PDN GW.

· For charging, the advantage of having the TPF
  in the PDN GW is that the TPF is less impacted by UE mobility between different IP-CANs 

· Since charging functionality, i.e. collection of charging information for online or offline charging systems, is only performed in the PDN GW, and not in the respective IP Access network, there will be no extra signalling load for CDR/credit opening and closure and also double charging occurrence in case of poor synchronization will be avoided.

· The policy enforcement (in the PDN GW) and charging point remains static during inter-AS handover, which avoids issues such as overlapping of call details records (CDRs), when there is no PCEF function in the PDN GW, the solution requires complex billing systems for charging users correctly

· However distributed PCEF brings some issues especially in case of inter-system mobility, this necessitates the transfer of the policy and charging information to the target access system (and remove/close these information in the source access system)

· Also synchronization is necessary to prevent in distributed configuration over charging the user, therefore interactions between PCRF and PCEF becomes more complex
Upgrades of the PCC architecture are needed to coordinate the type of functions performed by each PCEF and their synchronization. 
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Figure 1 : Non-Roaming Architecture for non-3GPP Accesses within EPS

2.2  Roaming scenario with home routed traffic

In case of roaming case, it is more complicated given the additional constraints to be resolved (e.g. the need and the additional complexity for the transfer of dynamic policy control and charging rules from the home network to the visited network), 

In roaming for non-3GPP access with home routed traffic, S9 interface is required because of following reasons:


· QoS policy enforcement is performed in the visited network in addition to the home network so as to allow the possibility for local resource based policy enforcement.
· Two locations of PCEFs are still needed:

· One in the home PDN GW, enforcing charging and QoS

· One in the visited non-3GPP access, enforcing QoS but also charging (for inter-operator charging).

· The Home PCRF will not be allowed to control the PCEF in the visited 3GPP access. Only the visited PCRF will control the PCEF in the visited 3GPP access.

· S9 will ensure consistency between PCC rules applied in the home network and the visited network ( charging and QoS)

· For achieving end-to-end QoS management

· Charging information are exchanged between the home and visited network
· S9 is used for the transfer of access specific information to the HPLMN for policy and charging purposes, but since this interface is between operators, the transfer of dynamic policy control and charging rules from home PCRF to visited PCRF in VPLMN maybe restricted depending on the roaming agreements
The PCRF in the visited network will exchange charging and QoS information with the home network. Whether these interactions are per session based or not is FFS. As S9 definition is only informational in the  TS23.203 R7, it will be necessary to standardize this interface in R8:
This needs R7 PCC architecture to be enhanced to support roaming. How the two PCRFs coordinate through S9 will need to be defined in details, as well as what rules (home operator, visited operator or both) are applied.
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Figure 2 : Roaming Architecture for non-3GPP Accesses, Home Routed traffic anchored in the PDN GW
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Figure 3: Roaming Architecture for non-3GPP Accesses, Home Routed traffic anchored in the Serving GW

NOTE1: there is no S7 between the visited serving GW and the visited PCRF (symmetrical architecture in the home and in the visited network)

NOTE2: agreement between the operators (e.g. an operator may not wish to allow another operator to have direct access over its PCRF). Nevertheless, with coordination between the PCC entities in both HPLMN and VPLMN, an end-to-end QoS provision would be possible.
2.3 Roaming with local breakout scenario
For the roaming architecture where the user traffic is handled in the visited network. With no node in the home network handling the user plane traffic, both QoS policy enforcement and charging functions are implemented in the visited domain.
In this scenario, the user accesses the service in the visited network. The hPCRF and the vPCRF may exchange policy rules at the session initiation. It is the visited network (PCEF) that collects charging records and generates CDRs. This scenario requires strong trust between home and visited network. One issue is whether the visited network applies the home network rules for a visiting user or whether it is visited rules that are applied. Clear roaming agreements are needed for this scenario.
3. Proposal

It is proposed to include the following descriptions in Section 4.2 of TS23.402.
Section 4.2.1  Non-Roaming Architecture

With off-path out-of-band PCC model, two PCEF’s locations are supported in the SAE architecture for non-3GPP accesses

· PCEF functions in the PDN GW provide charging and QoS enforcement features at the PDN GW level for interworking/mobility between 3GPP and non-3GPP access systems.

· PCEF functions in the non-3GPP access provide QoS enforcement at the non 3GPP access level. Charging rules do not need to be enforced in this PCEF as it is already done in the PDN GW.

· For charging, the advantage of having the TPF
  in the PDN GW is that the TPF is less impacted by UE mobility between different IP-CANs 

· Since charging functionality, i.e. collection of charging information for online or offline charging systems, is only performed in the PDN GW, and not in the respective IP Access network, there will be no extra signalling load for CDR/credit opening and closure and also double charging occurrence in case of poor synchronization will be avoided.

· The policy enforcement (in the PDN GW) and charging point remains static during inter-AS handover, which avoids issues such as overlapping of call details records (CDRs), when there is no PCEF function in the PDN GW, the solution requires complex billing systems for charging users correctly

· However distributed PCEF brings some issues especially in case of inter-system mobility, this necessitates the transfer of the policy and charging information to the target access system (and remove/close these information in the source access system)

· Also synchronization is necessary to prevent in distributed configuration over charging the user, therefore interactions between PCRF and PCEF becomes more complex

Upgrades of the PCC architecture are needed to coordinate the type of functions performed by each PCEF and their synchronization. 
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Figure 4.2.1-1 : Non-Roaming Architecture for non-3GPP Accesses within EPS

4.2.2. Roaming Architecture

In roaming for non-3GPP access with home routed traffic, S9 interface is required because of following reasons:


· QoS policy enforcement is performed in the visited network in addition to the home network so as to allow the possibility for local resource based policy enforcement.

· Two locations of PCEFs are still needed:

· One in the home PDN GW, enforcing charging and QoS

· One in the visited non-3GPP access, enforcing QoS but also charging (for inter-operator charging).

· The Home PCRF will not be allowed to control the PCEF in the visited 3GPP access. Only the visited PCRF will control the PCEF in the visited 3GPP access.

· S9 will ensure consistency between PCC rules applied in the home network and the visited network ( charging and QoS)

· For achieving end-to-end QoS management

· Charging information are exchanged between the home and visited network

· S9 is used for the transfer of access specific information to the HPLMN for policy and charging purposes, but since this interface is between operators, the transfer of dynamic policy control and charging rules from home PCRF to visited PCRF in VPLMN maybe restricted depending on the roaming agreements

The PCRF in the visited network will exchange charging and QoS information with the home network. Whether these interactions are per session based or not is FFS. As S9 definition is only informational in the  TS23.203 R7, it will be necessary to standardize this interface in R8:

This needs R7 PCC architecture to be enhanced to support roaming. How the two PCRFs coordinate through S9 will need to be defined in details, as well as what rules (home operator, visited operator or both) are applied.
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Figure 4.2.2-1 : Roaming Architecture for non-3GPP Accesses, Home Routed traffic anchored in the PDN GW
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Figure 4.2.3-1: Roaming Architecture for non-3GPP Accesses, Home Routed traffic with  anchoring in the Serving GW

Editor’s note: there is no S7 between the visited serving GW and the visited PCRF (symmetrical architecture in the home and in the visited network)

Editor’s note: agreement between the operators (e.g. an operator may not wish to allow another operator to have direct access over its PCRF). Nevertheless, with coordination between the PCC entities in both HPLMN and VPLMN, an end-to-end QoS provision would be possible.

For roaming with local breakout, no node in the home network is involved in  handling the user plane traffic, both QoS policy enforcement and charging functions are implemented in the visited domain.

In this scenario, the user accesses the service in the visited network. The hPCRF and the vPCRF may exchange policy rules at the session initiation. It is the visited network (PCEF) that collects charging records and generates CDRs. This scenario requires strong trust between home and visited network. 

� The TPF enforces the charging rules based on the charging key and the PCC rules (PCC rules could be predefined in the PDN GW or downloaded from the PCRF for dynamically), and performs measurement for data volume and duration for charging purposes.





� The TPF enforces the charging rules based on the charging key and the PCC rules (PCC rules could be predefined in the PDN GW or downloaded from the PCRF for dynamically), and performs measurement for data volume and duration for charging purposes.
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