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Abstract of the contribution: The contribution introduces a procedure for network-initiated establishment of multiple PDN connectivity at initial attach over trusted non-3GPP access
1. Introduction

This paper proposes modifications for the existing text of TS 23.402 to cover the case of multiple PDN connectivity during initial attach over Trusted Non 3GPP accesses using S2a interface

2. Discussion
Multiple PDN connectivity can be achieved when UE connects to trusted non 3GPP wireless access. This document details the procedures that enable connectivity to multiple PDN GWs during initial attach and when network based mobility is used in the network (e.g. PMIP). It is assumed in this document that the profile information for the UE already indicates the need for connectivity with multiple PDNs during initial attach. 
In this case, when UE connects to the network, then after initial Layer 2 procedures, UE requests the network for connectivity. MAG will then download the subscription information for the UE and shall know the need for connectivity with multiple PDN GWs. MAG will then trigger the PMIPv6 procedures to each PDN GW indicated by the profile information. MAG shall send Proxy Binding Update message to each PDN GW either simultaneously or sequentially. Each PDN GW will create a binding entry for the UE and reply with Proxy Binding Acknowledgment message and will also allocate IP address to the UE. MAG on receipt of Proxy Binding Acknowledgement message from each of the PDN GW will forward the information including multiple IP addresses corresponding to multiple PDN GWs that the MAG created tunnel with, to the UE. Connectivity with multiple PDN GWs is thus setup as tunnels are created between Serving GW and each of the PDN GW indicated by the profile.

Note : Exact mechanisms of carrying multiple IP addresses from MAG to UE is FFS. E.g. extensions to DHCP and Neighbor Discovery/Stateless IP address configuration mechanisms being defined in IETF for the support of PMIP can be used.
**** Start of first change ****
5.4.2.3.6 
Initial Attach procedure with network initated connectivity with multiple PDN GWs using PMIPv6 for non-roaming

PMIPv6 [8] is used to setup a PMIPv6 tunnel between the trusted non-3GPP IP access and one or more PDN GWs. In both roaming and non-roaming cases, S2a is present. It is assumed that MAG exists in the trusted non-3GPP IP access.
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Figure 5.4.2.3.3-1: Initial attachment with Network based MM mechanism over S2a for non-roaming
1)
The initial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access specific and are outside the scope of 3GPP;
2)
The EAP authentication procedure is initiated and performed involving the UE, Trusted Non-3GPP IP Access and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. The PDN Gateway address is determined at this point as described in section 5.4.2.1. For the case of multiple PDN GW connectivity, profile information will return multiple PDN GW addresses. The information about PDN GWs is returned as part of the reply from the 3GPP AAA Server to the MAG in the trusted non-3GPP access. This may entail an additional name resolution step, issuing a request to a DNS Server for each PDN GW.
3)
After successful authentication and authorization, the L3 attach procedure is triggered;

Editor's note:
The details of this step including selection of PMIP vs CMIP is FFS.
4)
MAG function of Trusted Non-3GPP IP Access sends Proxy Binding Update message to each PDN GW as indicated by the profile. MAG can decide to send the Proxy Binding Update message to each PDN either simultaneously or sequential. In sequential case, S-GW will wait to send a Proxy binding update to each PDN GW one by one. 

Editor's note:
How the Proxy Binding Update message is secured is FFS.

5)
Each of the selected PDN GW informs the 3GPP AAA Server of its address;
Editor's note:
It is FFS whether this step can be avoided, e.g. if the PDN GW address is already known by the AAA/HSS by other means.
6)
The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW also allocates IP address for the UE and each PDN GW then sends a proxy binding acknowledgement to the MAG function in Trusted Non-3GPP IP Access, including the IP address(es) allocated for the UE;
NOTE:
If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.
Editor's note:
It is FFS which entity stores the allocated PDN GW IP Address.

7)
After receiving the Proxy Binding Acknowledgment message from each of the PDN GWs, The PMIPv6 tunnels are set up between the Trusted Non-3GPP IP Access and each of the PDN GW indicated by the profile.;

8)
L3 attach procedure is completed and MAG sends IP address information in L3 procedures. IP connectivity between the UE and multiple PDN GWs is thus set for uplink and downlink directions.

Editor’s note: The details of how multiple PDN addresses are notified to UE are FFS. IETF mechanisms using DHCP which are in progress can be used.
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