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Abstract of the contribution:

Changes are proposed to 3GPP TS 23.401 and 3GPP TS 23.402 to include off-path signalling for IETF variants of TAU and inter eNodeB handover with CN node relocation procedures for E-UTRAN access.

Introduction

The documentation approach described in [S2-073133] is applied to the following procedures:

5.3.3.1 Tracking Area Update procedure with MME and  Serving GW change

5.3.3.2.1 UTRAN Iu mode to E-UTRAN Tracking Area Update 

5.3.3.2.2 E-UTRAN to UTRAN Iu Mode Routeing Area Update

5.3.3.3.1 GERAN A/Gb mode to E-UTRAN Tracking Area Update

5.3.3.3.2 E-UTRAN to GERAN A/Gb mode Tracking Area Update

5.5.1 Inter eNodeB handover with CN node relocation

The overall approach and solution is consistent with [S2-07xxxx-off-path-pcr] and [S2-073133].

Tracking Area Updates may result in Serving GW relocation.  In each case, where Serving GW relocation occurs, the target Serving GW will 

(a) establish an IP CAN Session with the PCRF (as the target Serving GW will serve as a PCEF).  This is described in [S2-073133] and [S2-07xxx-off-path-pcr]  Note that in some cases dynamic policy provisioning is not supported in the network.
(b) initiate a PMIP binding update with the PDN GW.

Once the source Serving GW is able to cease serving as a PCEF, it will 

(c) terminate its IP CAN session with the PCRF.

(d) Inform the P-GW of a change of RAT (if the target GW is a 2G or 3G SGSN)

In cases where the source GW is a SGSN not a Serving GW, step (c) does not apply. Where the target GW is a SGSN not a Serving GW, steps (a) and (b) do not apply.  Where no change of RAT occurs, step (d) does not apply.

Discussion

(a) Establishing an IP CAN session by the target Serving GW

As part of Serving GW relocation, the target GW must establish an IP CAN session in order to obtain policy configuration so as to serve as a PCEF.

(b) Establishing a user plane between the target Serving GW and the PDN GW

The Serving GW must send a PMIP Proxy Binding Update to the PDN GW in order to establish that it is the new mobile access gateway (MAG) for the UE.
(c) Terminating the IP CAN session from the source Serving GW

The source Serving GW will terminate its IP CAN session with the PCRF as it no longer serves as a PCEF.

(d) Inform the P-GW of a change of RAT (if the target GW is a 2G or 3G SGSN)

When the target GW is not a Serving GW but rather a SGSN, the Serving GW must deregister its binding entry via a Binding Update with a lifetime set to zero.
It is FFS how the Serving GW determines that the target GW is a SGSN not another Serving GW.  Editor's notes will be added to this effect.

Proposal

Modifications to 3GPP TS 23.401.

On TAU with MME and Serving GW relocation

Begin first change: Modify 23.401, Section 5.3.3.1

[image: image1.png]new Serving | [ old Serving PDN G
eNodeB new MMIq old MMY GW GW HSS
king Area
2. TAU Roquest
" 3. TAU Request
4. Context Reques
5. Context Respong ¢
6. Authentication
| T— SRS RS OISO NS U S S——
7. Context Acknqwledge
8. Create Bearer R¢quest
41 9. Update Bearer Request
> (A)
11. Create Bearer Response |10 Update Beargr Response
12. Update Lpcation
>
13. Cancel Locatjon
<
14. Cancel Location Ack >
15. Update Ldcation Ack
16. Update Location Complete
17. Delete Beafer Request
[02)] v
19. TAU Accept <ll& Delete Beafer Response
¢ 20. TAU Cpmplete





Figure 5.3.3-1: Tracking Area Update procedure with MME and Serving GW change
The procedure steps in the region marked (A) and (B) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The UE detects a change to a new TA by discovering that its current TA is not in the list of TAs that the UE registered with the network.
End first 
change: Modify 23.401, Section 5.3.3.1

Begin second change: Modify 23.401, Section 5.3.3.2.1

9.
The new Serving GW sends the message Update Bearer Request (Serving GW Address, Serving GW Tunnel Endpoint Identifier) to the PDN GW concerned.

10.
The PDN GW updates its bearer contexts and returns an Update Bearer Response (PDN GW address and TEID(s)) message. 

End second change: Modify 23.401, Section 5.3.3.2.1

TAU after UTRAN to E-UTRAN transition with IETF based S5 and S8

Begin third change: Modify 23.401, Section 5.3.3.2.1
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Figure 5.3.3.2-1: Tracking Area Update UTRAN to E-UTRAN

The procedure steps in the region marked (A) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The UE selects an E-UTRAN cell of a Tracking Area which is not in the UE’s TA list of TA’s that the UE registered with the network.

End third change: Modify 23.401, Section 5.3.3.2.1

Begin fourth change: Modify 23.401, Section 5.3.3.2.2
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Figure 5.3.3.2-2: E-UTRAN to UMTS RA Update
The procedure steps in the region marked (A) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The UE selects a UTRAN cell. This cell is in a Routeing Area that is not yet registered with the network. 

End fourth change: Modify 23.401, Section 5.3.3.2.2

Begin fifth change: Modify 23.401, Section 5.3.3.3.1
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Figure 5.3.3.3-1: GERAN A/Gb mode to E-UTRAN Tracking Area Update

The procedure steps in the region marked (A) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The UE selects an E-UTRAN cell of a Tracking Area that is not in the list of TAs that the UE registered with the network.

End fifth change: Modify 23.401, Section 5.3.3.3.1

Begin sixth change: Modify 23.401, Section 5.3.3.3.2
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Figure 5.3.3.3-2: E-UTRAN to GERAN A/Gb mode Routeing Area Update
The procedure steps in the region marked (A) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The UE selects a GERAN cell. This cell is in a Routeing Area that is not yet registered with the network.

End sixth change: Modify 23.401, Section 5.3.3.3.2

Begin seventh change: Modify 23.401, Section 5.5.1
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Figure 5.5.1-1: Title needed
The procedure steps in the region marked (A), (B) and (C) differ in the case that IETF based S5 and S8 is employed.  This variant is defined in 3GPP TS 23.402.

1.
The source eNodeB decides to initiate an inter-eNodeB handover with CN node relocation to the target eNodeB. This can be triggered e.g. by no X2 connectivity to the target eNodeB, or by an error indication from the target eNodeB after an unsuccessful X2-based handover, or by dynamic information learnt by the source eNodeB. 
End seventh change: Modify 23.401, Section 5.5.1

Changes to 3GPP TS 23.402 

These changes are proposed to go into subclauses of a new clause under Section 5.5.X, "Core Node Relocation with IETF based S5 and S8."

Introduction to section on Core Node Relocation with IETF based S5 and S8

Begin eighth change: Modify 23.402, Section 5.5.X

5.5.X. CN Node Relocation with IETF based S5 and S8

Procedures defined in 23.401 that result in Serving GW relocation have implications for IETF based S5 and S8.  
To re-establish the control plane, the target Serving GW to perform as a PCEF, the target Serving GW must establish an IP CAN session with the PCRF.  The source Serving GW will release its IP CAN session when appropriate.  
Relocation may occur intra-E-UTRAN or inter-RAT between the E-UTRAN and either the UTRAN or GERAN A/Gb access systems.
Where the target GW is a Serving GW not a SGSN, the target Serving GW performs a PMIP Binding Update to re-establish the user plane.  
Where the target GW is a SGSN, the source Serving GW informs the PDN GW via the PCRF system that there has been a change of RAT.
Editor's Note: It is FFS how the Serving GW determines that the target GW is a SGSN.
End eighth change: Modify 23.402, Section 5.5.X

TAU with MME and Serving GW relocation with IETF based S5 and S8

Begin ninth change: Modify 23.402, Section 5.5.X.1

5.5.X.1 TAU with MME and Serving GW relocation with IETF based S5 and S8

This section contains the procedure steps that vary between the GTP and IETF variant of S5 and S8 for the TAU with MME and Serving GW Relocation procedure defined in 23.401, section 5.3.3.1
For the sake of brevity, distinction is made between the S5 and S8 in the following figure.  The PCRF is represented as a single functional entity.  This is precisely how it would appear for IETF based S5.  For IETF based S8, the PCRF is represented by two entities: a vPCRF in the VPLMN and a hPCRF in the HPLMN.  The Serving GW in the VPLMN sends messages to the vPCRF and this message is forwarded to the hPCRF.  To reply to a Serving GW in the VPLMN, the hPCRF sends a message to the vPCRF in the VPLMN.  The vPCRF then forwards the message to the Serving GW.
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5.5.X.1-1: TAU with MME and Serving GW Relocation, IETF variant
A.1 If dynamic policy provisioning is deployed, the new Serving GW establishes a new IP CAN session with the PCRF.  Otherwise, it employs preconfigured policy.
A.2 If dynamic policy provisioning is deployed, PCRF acknowledges the establishment of the IP CAN session and returns the policy to be used by the Serving GW in its capacity as a PCEF.  
A.3 The new Serving GW performs a PMIPv6 Proxy Binding Update in order to re-establish the user plane as a result of the Serving GW relocation.
A.4 The PDN GW acknowledges the binding update.  A PMIP tunnel is established at this point between the PDN GW and the Serving GW.
B.1 If dynamic policy provisioning is deployed, the old Serving GW sends the PCRF an Indication of IP CAN session termination message. In any case the old Serving GW ceases to function as a PCEF.
B.2 If dynamic policy provisioning is deployed, the PCRF acknowledges the termination in a message sent to the old Serving GW.
End ninth change: Modify 23.402, Section 5.5.X.1

TAU after inter-RAT transition with IETF based S5 and S8

Begin tenth change: Modify 23.402, Section 5.5.X.2

5.5.X.2 TAU following mobility from GERAN or UTRAN to E-UTRAN with IETF based S5 and S8

The procedures in this section correspond to the (A) section shown in the following sections in 23.401:

· 5.3.3.2.1 UTRAN Iu mode to E-UTRAN Tracking Area Update 

· 5.3.3.3.1 GERAN A/Gb mode to E-UTRAN Tracking Area Update

In each case, the UE has entered the E-UTRAN access.  The Serving GW will perform as the PCEF.  To obtain policy configuration, the Serving GW must establish an IP CAN session with the PCRF.
The change of RAT must be signalled to the PDN GW. 
The user plane already exists between the Serving GW and the PDN GW.  User plane routing is assumed to have proceeded over the S4 interface towards the S2/S3 SGSN.
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Figure 5.5.X.2-1: Returning to the E-UTRAN , a TAU with IETF based S5
A.1 If dynamic policy provisioning is deployed, the Serving GW sends the PCRF an Indication of IP CAN Session establishment.  This will in effect request that the PCRF return policy rules to the Serving GW.  The Serving GW informs the PCRF of the change of RAT with this message.

A.2 If dynamic policy provisioning is deployed, ,the PCRF acknowledges the request in step A.1, and returns rules to be used by the Serving GW.

A.3 If dynamic policy provisioning is deployed, the PCRF sends a PCRF initiated modification of the policy and charging rules provisioned to the PDN GW as a result of the change in RAT.
Editor's Note: It remains FFS how uplink signalling of  change of RAT is performed in case the dynamic PCC infrastructure is not deployed.
A.4 If dynamic policy provisioning is deployed, the PDN GW acknowledges that it has accepted and employed the provisioned PCC rules.
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Figure 5.5.X.2-2: Returning to the E-UTRAN, a TAU with IETF based S8
This procedure is identical to that depicted in Figure 5.5.X.2-1 except for the role of the vPCRF acting as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF in the VPLMN simply forwards the A1 and A2 messages.
End tenth change: Modify 23.402, Section 5.5.X.2

TAU after E-UTRAN to UTRAN transition with IETF based S5 and S8

Begin 11th change: Modify 23.402, Section 5.5.X.3

5.5.X.3. TAU after transition from E-UTRAN to UTRAN or GERAN with IETF based S5 and S8
The procedures in this section correspond to the (A) section shown in the following sections in 23.401:
· 5.3.3.2.2 E-UTRAN to UTRAN Iu Mode Routeing Area Update

· 5.3.3.3.2 E-UTRAN to GERAN A/Gb mode Tracking Area Update
In each case, the UE has departed the E-UTRAN access.  The Serving GW will no longer perform as the PCEF.  To cease function in this capacity, the Serving GW must terminate its IP CAN session with the PCRF.
It is assumed that the after the change of RAT the PCEF will be in the 2G or 3G access, employing mechanisms established in the legacy systems.
The change of RAT must be signalled to the PDN GW. 

The user plane already exists between the Serving GW and the PDN GW already and will remain.  User plane routing is assumed to proceed over the S4 interface towards the S2/S3 SGSN.
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Figure 5.5.X.3-1: Leaving the E-UTRAN after a RAU with IETF based S5

A.1 If dynamic policy provisioning is deployed, the Serving GW sends the PCRF an Indication of IP CAN Session termination. The Serving GW informs the PCRF of the change of RAT with this message.

A.2 If dynamic policy provisioning is deployed, the PCRF acknowledges the request in step A.1.  The Serving GW is no longer a PCEF.
A.3 If dynamic policy provisioning is deployed, the PCRF sends a PCRF initiated modification of the policy and charging rules provisioned to the PDN GW as a result of the change in RAT.
Editor's Note: It remains FFS how uplink signalling of  change of RAT is performed in case the dynamic PCC infrastructure is not deployed.
A.4 If dynamic policy provisioning is deployed, the PDN GW acknowledges that it has accepted and employed the provisioned PCC rules.
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Figure 5.5.X.3-2: Leaving the E-UTRAN after a RAU with IETF based S8
This procedure is identical to that depicted in Figure 5.5.X.3-1 except for the role of the vPCRF acting as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF in the VPLMN simply forwards the A1 and A2 messages.

End 11th change: Modify 23.402, Section 5.5.X.3

Inter eNodeB handover with CN node relocation

Begin 12th change: Modify 23.402, Section 5.5.X.2

5.5.X.4  Inter eNodeB Handover with Core Node Relocation with IETF based S5 and S8

Using IETF based S5 and S8, the uplink data must be buffered from step A until the conclusion of step B.  
The area between 'Before A' and 'Between A and B' is intentionally left blank.  Where uplink data previously traversed from the Target S-GW to the P-GW, no uplink data path is present until after step B.4 completes and the PMIP managed mobility tunnel has been established.

The target Serving GW must establish an IP CAN session to serve as a PCEF.  The source Serving GW relinquishes its status as a PCEF in step C.
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Figure 5.5.X.4-1: Inter eNodeB handover with CN node relocation with IETF based S5

B.1 If dynamic policy provisioning is deployed, the Target Serving GW send the PCRF an Indication of IP CAN Session Establishment in order to obtain policy rules. Otherwise, the Target Serving GW shall use previously provisioned rules to serve as a PCEF.
B.2 If dynamic policy provisioning is deployed, the PCRF returns policy rules in the Acknowledge IP CAN Session Establishment message sent to the Serving GW. The Serving GW may now perform as a PCEF.

B.3 If dynamic policy provisioning is deployed, the Serving GW sends the PDN GW a PMIPv6 Proxy Binding Update message in order to establish a user plane between the two nodes.

B.4 If dynamic policy provisioning is deployed, the PDN GW responds with a Proxy Binding Ack.  At this point a PMIP managed tunnel extends between the Serving GW and the PDN GW.   Uplink data may now be forwarded from the Serving GW to the PDN GW.
C.1 If dynamic policy provisioning is deployed, the Source Serving GW sends an Indication of IP CAN Session Termination to the PCRF.  In any case the Source Serving GW ceases to function as a PCEF.

C.2 If dynamic policy provisioning is deployed, the PCRF responds to the Source Serving GW with an IP CAN Session Termination message.
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Figure 5.5.X.4-2: Inter eNodeB handover with CN node relocation with IETF based S8
This procedure is identical to that depicted in Figure 5.5.X.4-1 except for the role of the vPCRF acting as an intermediary between the Serving GW and the hPCRF in the HPLMN.  The vPCRF in the VPLMN simply forwards the A1 and A2 messages.
End 12th change: Modify 23.402, Section 5.5.X.4

�Corrected change numbering throughout.  May want to consider using 1st, 2nd, 3rd, etc.


�Note:  In the Attach and Detach procedures contribution that the IP CAN messages are sometimes shown as optional based on whether dynamic policy is supported.  But here they are shown as mandatory indicating dynamic policy is supported.  


�Figure number in 23.401 is 5.3.3.2-1


�Figure number in 23.401 is 5.3.3.2-1 (or 3-1)
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