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Abstract of the contribution:

This contribution proposes message flows for DS-MIPv6 based handovers in the non-roaming case between 3GPP accesses and un-trusted non-3GPP accesses. 
1. Introduction

It has been agreed that host based mobility (based on DS-MIPv6) between heterogeneous access shall be supported by TS 23.402. This contribution proposes message flows for DS-MIPv6-based handovers in the non-roaming case between 3GPP accesses and un-trusted non-3GPP accesses. A discussion on state handling in the old access after handover is also included. 
2. Handover from 3GPP to un-trusted non-3GPP using DS-MIPv6
This procedure takes place when the UE is to hand over from a 3GPP access to an un-trusted non-3GPP access. It is assumed that the UE is at its “home link” (in Mobile IP sense) when in 3GPP access. There is thus no Mobile IP tunnel for the user plane in 3GPP access.
Editor’s note: Access discovery, access selection, triggers for access change is FFS
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Figure 1 Mobility procedure for handover from 3GPP access to un-trusted non-3GPP access
Before the procedure, the UE is attached and has IP connectivity in the 3GPP access.

1. The UE may perform IKEv2/IPsec Security Association establishment procedures with the PDN-GW.. It is assumed that this step is performed over the 3GPP access but it can also be done over the non-3GPP access after step 3. This step may be skipped if a Security Association is already established between the UE and PDN GW.

Editor’s note: The mechanism for how the PDN GW is assigned and how the PDN GW identity is delivered to the UE is FFS. 

Editor’s note: The use of IETF RFC4285 [13] is FFS. When it is used the procedure will be different
2. The UE activates the non-3GPP access and is authenticated and authorised to access the untrusted Non-3GPP Access network. After the authentication, the UE is configured with Local IP Address from the access network domain. This step may be skipped if the UE is already attached to the untrusted non-3GPP access network.

3. IKEv2 authentication and IPSec tunnel setup is performed between UE and ePDG. The procedure is described in TS 33.234. This step may be skipped if an IPSec tunnel is already established between the UE and ePDG. 

Editor’s note: Mechanisms for ePDG selection is FFS.
4. The UE sends a Binding Update (BU) to the PDN GW. The BU is protected with either IPsec ESP or using RFC 4285.
5. The Binding Update is authenticated and authorized by the PDN GW. If RFC 4285 is used, the PDN GW may communicate with the AAA/HSS during this step. 
6. The PDN GW processes the binding update and assigns the UE IP address used over 3GPP access as the Home Address for Mobile IP. The PDN GW sends a Binding Acknowledgement to the UE. The BA is protected with either IPsec ESP or using RFC 4285.
As a result of the procedure, the IP session is established over to the un-trusted non-3GPP access and is no longer active on the 3GPP access. User plane traffic is tunnelled over the un-trusted non-3GPP access in a Mobile IP tunnel. User plane traffic is further encapsulated in an IPSec tunnel between the UE and the ePDG.
3. State handling in 3GPP access

A UE capable of “dual-radio” operation, i.e. a UE that can transmit and receive in both 3GPP access and non-3GPP access simultaneously, may reduce the interruption time for data transfer by preparing the new access (non-3GPP access in the previous section) while still being active in the old access (make before break). In the previous section, a dual-radio capable UE may release the resources in the 3GPP access after step 3. 
After releasing the radio resources in the old access, the UE may then enter “idle” state (IDLE for UTRAN/eUTRAN, STANDBY for GERAN) in 3GPP or de-activate 3GPP radio completely. Being “idle” in 3GPP access while being active in non-3GPP access enables a faster preparation time when the UE later decides to move back to the 3GPP access. 
4. Handover from un-trusted non-3GPP to 3GPP

This procedure takes place when the UE is to hand over from an un-trusted non-3GPP access to a 3GPP access. It is assumed that the UE is at its “home link” (in Mobile IP sense) when in 3GPP access. There is thus no Mobile IP tunnel for the user plane in 3GPP access.
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Figure 2. Mobility procedure for handover from un-trusted non-3GPP access to3GPP access
Before the procedure, the UE is attached over an un-trusted non-3GPP access using DS-MIPv6, as described in Clause 5.4.2.2.4. A security association between UE and PDN GW has been set up.
1. The UE decides to hand over to 3GPP access. 
Editor’s note: Access discovery, access selection, triggers for access change is FFS
2. The UE attaches to the 3GPP access if it is not attached or enters ACTIVE state if it is in IDLE state. The PDN GW assigns the IP address that is used as Home Address over the un-trusted non-3GPP access. During this step the same PDN GW needs to be selected during the attach procedure in 3GPP access.

Editor’s note: The mechanism to ensure that the same PDN GW is selected by the 3GPP access is FFS. 
3. The UE sends a Binding Update message to the PDN GW. The Binding Update message indicates that the DS-MIPv6 binding in the PDN GW shall be cancelled. The BU is protected with either IPsec ESP or using RFC 4285.
4. The Binding Update is authenticated and authorized by the PDN GW. If RFC 4285 is used, the PDN GW may communicate with the AAA/HSS during this step. 

5. The PDN GW processes the Binding Update and cancels the binding in the PDN GW. The PDN GW sends a Binding Acknowledgement to the UE. The BA is protected with either IPsec ESP or using RFC 4285.
As a result of the procedure, the IP session is established over the 3GPP access and is no longer active on the non-3GPP access.
5. State handling in non-3GPP access

A dual-radio capable UE may perform step 1 while still being active in the non-3GPP access and release the resources in the non-3GPP access after step 2.

The mobility management states in the non-3GPP access are out of scope for 3GPP. For the purpose of the discussion it is however assumed that the un-trusted non-3GPP access has states similar to “attached” and “detached”. Similar to the previous discussion on state handling in 3GPP access, a dual-radio could remain attached in the non-3GPP access while being active in 3GPP access. This would enable a faster preparation time when the UE decides to move back to the 3GPP access
Proposal 

It is proposed that sections 2 and 4 are included in TS 23.402

*** Beginning of change ***

5.6
Handover

5.6.1 
Handover with S2c 
5.6.1.1 Handover from 3GPP access to un-trusted non-3GPP access with DS-MIPv6 for non-roaming
2. Handover from 3GPP to un-trusted non-3GPP using DS-MIPv6

This procedure takes place when the UE is to hand over from a 3GPP access to an un-trusted non-3GPP access. It is assumed that the UE is at its “home link” (in Mobile IP sense) when in 3GPP access. There is thus no Mobile IP tunnel for the user plane in 3GPP access.

Editor’s note: Access discovery, access selection, triggers for access change is FFS
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Figure 1 Mobility procedure for handover from 3GPP access to un-trusted non-3GPP access
Before the procedure, the UE is attached and has IP connectivity in the 3GPP access.

7. The UE may perform IKEv2/IPsec Security Association establishment procedures with the PDN-GW.. It is assumed that this step is performed over the 3GPP access but it can also be done over the non-3GPP access after step 3. This step may be skipped if a Security Association is already established between the UE and PDN GW.

Editor’s note: The mechanism for how the PDN GW is assigned and how the PDN GW identity is delivered to the UE is FFS. 

Editor’s note: The use of IETF RFC4285 [13] is FFS. When it is used the procedure will be different
8. The UE activates the non-3GPP access and is authenticated and authorised to access the untrusted Non-3GPP Access network. After the authentication, the UE is configured with Local IP Address from the access network domain. This step may be skipped if the UE is already attached to the untrusted non-3GPP access network.


9. IKEv2 authentication and IPSec tunnel setup is performed between UE and ePDG. The procedure is described in TS 33.234. This step may be skipped if an IPSec tunnel is already established between the UE and ePDG. 

Editor’s note: Mechanisms for ePDG selection is FFS.

10. The UE sends a Binding Update (BU) to the PDN GW. The BU is protected with either IPsec ESP or using RFC 4285.

11. The Binding Update is authenticated and authorized by the PDN GW. If RFC 4285 is used, the PDN GW may communicate with the AAA/HSS during this step. 

12. The PDN GW processes the binding update and assigns the UE IP address used over 3GPP access as the Home Address for Mobile IP. The PDN GW sends a Binding Acknowledgement to the UE. The BA is protected with either IPsec ESP or using RFC 4285.

As a result of the procedure, the IP session is established over to the un-trusted non-3GPP access and is no longer active on the 3GPP access. User plane traffic is tunnelled over the un-trusted non-3GPP access in a Mobile IP tunnel. User plane traffic is further encapsulated in an IPSec tunnel between the UE and the ePDG.
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5.6.1.2 Handover from un-trusted non-3GPP access to 3GPP access with DS-MIPv6 for non-roaming
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This procedure takes place when the UE is to hand over from an un-trusted non-3GPP access to a 3GPP access. It is assumed that the UE is at its “home link” (in Mobile IP sense) when in 3GPP access. There is thus no Mobile IP tunnel for the user plane in 3GPP access.
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Figure 2. Mobility procedure for handover from un-trusted non-3GPP access to3GPP access
Before the procedure, the UE is attached over an un-trusted non-3GPP access using DS-MIPv6, as described in Clause 5.4.2.2.4. A security association between UE and PDN GW has been set up.

6. The UE decides to hand over to 3GPP access. 

Editor’s note: Access discovery, access selection, triggers for access change is FFS

7. The UE attaches to the 3GPP access if it is not attached or enters ACTIVE state if it is in IDLE state. The PDN GW assigns the IP address that is used as Home Address over the un-trusted non-3GPP access. During this step the same PDN GW needs to be selected during the attach procedure in 3GPP access.

Editor’s note: The mechanism to ensure that the same PDN GW is selected by the 3GPP access is FFS. 

8. The UE sends a Binding Update message to the PDN GW. The Binding Update message indicates that the DS-MIPv6 binding in the PDN GW shall be cancelled. The BU is protected with either IPsec ESP or using RFC 4285.

9. The Binding Update is authenticated and authorized by the PDN GW. If RFC 4285 is used, the PDN GW may communicate with the AAA/HSS during this step. 

10. The PDN GW processes the Binding Update and cancels the binding in the PDN GW. The PDN GW sends a Binding Acknowledgement to the UE. The BA is protected with either IPsec ESP or using RFC 4285.

As a result of the procedure, the IP session is established over the 3GPP access and is no longer active on the non-3GPP access.

*** End of change ***

3GPP

SA WG2 TD


_1239025160.ppt


IPSec tunnel

UE

ePDG

PDN GW

AAA/HSS

4. Binding Update

6. Binding Ack

5. Authentication 

and authorization

1. Security association establishment



3. IKEv2 authentication 

and tunnel setup

2. Authentication and authorization

2. UE activates non-3GPP access








_1239025832.ppt


UE

ePDG

PDN GW

AAA/HSS

2. IP connectivity establishment or going to active mode in 3GPP access

1. UE decides to hand over to 3GPP access.

”3GPP bearer”

3. Binding Update

5. Binding Ack

4. Authentication 

and authorization








_1238237835.ppt


IPSec tunnel

UE

ePDG

PDN GW

AAA/HSS

3. Binding Update

5. Binding Ack

4. Authentication 

and authorization

1. Security association establishment



2. IKEv2 authentication 

and tunnel setup

2. Authentication and authorization








_1238237978.ppt


”3GPP bearer”

UE

ePDG

PDN GW

AAA/HSS

2. Binding Update

4. Binding Ack

3. Authentication 

and authorization

1. IP connectivity establishment or going to active mode in 3GPP access








