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This contribution proposes additions to TS 23.402 for support of inter-system mobility management with MIPv4 over the S2c reference point.
1. Introduction

At the S2#56b Rel-8 Ad-hoc meeting in Warsaw support for inter-system mobility management based on MIPv4 FA mode has been agreed for the S2a reference point. 

For the S2c reference point, MIPv4 has not been agreed yet. However, it has been noted already at the Warsaw meeting that support of MIPv4 with collocated core-of address (CCoA mode) on S2c becomes consequently necessary in order to enable handover between non-3GPP access systems that only support MIPv4 (on S2b) and any other access systems (including EPS and I-WLAN). 

This contribution proposes the necessary additions to sections 5.1 and 5.4 of TS 23.402 to include MIPv4 CCoA mode support on S2c.

2. Proposed changes to TS 23.402

*** Start of first modification ***
2
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*** End of first modification ***
*** Start of second modification ***
5.1.1.3
Protocol options for S2c

The following protocol shall be supported on S2c:

-
DS-MIPv6 
-
MIPv4 with collocated Care-of Address (CCoA mode)
.
The figures below illustrate the control planes for Mobility Management (MM) and the user planes for each protocol option.
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Figure 5.1.1.3-1. Protocols for MM control and user planes of S2c for the DS-MIPv6 option

Legend:

-
According to terms defined in MIPv6 RFC3775 [14], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the Gateway.

-
The MM control plane stack is MIPv6 RFC3775 [14] with Dual Stack Extensions [10] over IPv6. IPv6 packets may be encapsulated in IPv4 when an IPv4 transport network is employed.

-
The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

-
The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in RFC3775 [14]. In some cases the tunnelling layer may be transparent.
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Figure X8: Protocols for MM control and user planes of S2c for the MIPv4 CCoA mode option

Legend:

· According to terms defined in MIPv4 [12], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE and HA (Home Agent) in the SAE GW. The collocated care-of address (CCoA) mode is applied.

· The MM control plane stack is MIPv4 [12] over UDP over IPv4.

· The user plane carries remote IPv4 packets over an IPv4 transport network.

· The tunnelling layer implements IP encapsulation applicable for MIPv4 as defined in [RFC3344]. In some cases the tunnelling layer may be transparent.
· To support deployment scenarios where Network Address Translation (NAT) devices are located between the UE and the SAEGW, the MIPv4 extensions defined in [17] must also be implemented. In that case the protocol stack for S2c-u is defined in [12].
*** End of second modification ***
*** Start of third modification ***
5.4.2.3 
Initial Attach on S2c

5.4.2.3.1
Initial Attach procedure from Trusted Non-3GPP IP Access with DSMIPv6 for non-roaming case

…

5.4.2.3.2
Initial Attach with MIPv4 CCoA mode for non-roaming case

This section addresses initial attach in the non-roaming case, where MIPv4 [13] is used to setup a MIP tunnel between the UE and the PDN SAE GW. The IP access system can represent a 3GPP or non-3GPP IP access system.
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Figure 5.4.2.1.2-1. Initial attachment when MIPv4 CCoA mode MM mechanism is used over S2a for non-Roaming and the UE is not attached to its home network
1)
The initial access specific L2 procedures are performed. 
2)
The access specific authentication procedure is performed. 

Editor’s note:   The event that triggers Authentication and Authorization between Non-3GPP IP Access and AAA/HSS depends on the specific type of non-3GPP access system. 

3)
The UE acquires a local IP address by access specific mechanisms and determines whether it resides in its home network or not. 
Editor’s note: The mechanisms how the UE decides whether it resides in its home network or not are FFS. 
4)
In case the UE resides in a foreign network, it sends a Registration Request (RRQ) [13] message to the HA. Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN SAE GW. The RRQ message shall include the NAI-Extension [14].

Editor’s note: It is FFS how the UE is informed of the allocated PDN SAE GW IP address.

5)
The PDN SAE GW allocates an IP address for the UE and sends a Registration Reply (RRP) [13] to the UE, including the IP address allocated for the UE.
Editor’s note: Whether the PDN SAE GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS. Whether the SAE PDA GW should authenticate the Registration Request message is FFS. It is FFS which entity stores the allocated PDN SAE GW IP Address.

6)
IP connectivity from the UE to the PDN SAE GW is now setup. A MIP tunnel is established between the UE and the PDN SAE GW.
NOTE: In some deployment scenarios the local IP Address allocated by the IP Access system is a private IPv4 address. In that case a Network Address Translation (NAT) device may be located between the IP Access system and the SAEGW. MIPv4 enabled UEs and SAEGWs must support NAT traversal mechanisms defined in [17]. 

*** End of third modification ***
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