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Abstract of the contribution:

This contribution discusses the requirement for mobility mode selection and how to perform mobility mode selection.

Introduction

In Warsaw meeting, the mobility mode selection issue has been discussed in S2-071178 and S2-071131. It is commonly agreed in the last meeting that the EPS system is not assumed to mandatory support Proxy MIP or Client MIP, Mobility mode selection is raised. This paper discuss how support mobility mode selection for SAE system.
Discussion
1. The mobility mode selection should be decided by the access network. 

From the view of mobility IP architecture, the network elements can be divided into two parts: core network elements (HA and AAA server) and access network elements (FA and PMA). Should core network elements do the mobility mode selection decision or access network elements do this? 

The main differences between PMIP and CMIP lay in their access network, including router advertisement, approach of UE IP address allocation, etc. Core network elements(e.g. HA) for CMIP and PMIP have less difference. The PMIP register message format may have a bit of difference in CMIP register message format. Essentially, they do the same thing: binding CoA to HoA. Reusing CMIP message as PMIP message or reusing CMIP HA as PMIP HA is practical, just like WIMAX. 
If a non-3GPP access network can support both CMIP and PMIP, the access network need to select one MIP protocol according to the UE’s capability and operator’s preference, etc. Since it is easy to support both CMIP and PMIP registration in the HA function of the core network, it’s reasonable for the non 3GPP access GW to decide whether the UE should use Client Mobile IP or not. In S8b roaming case, hierarchical Mobile IP may be deployed, S8b can use PMIP regardless S2 is using PMIP or not. HPLMN may send the operator’s preference to indicate that PMIP is used for the UE, but the non-3GPP access GW need to decide which mobility mode S2 interface need to use and notify the UE to use the correct mobility mode. 
The access network can make a mobility mode decision based on UE’s and access network’s mobility mode capability, HPLMN’s preference on the mobility mode selection, even based on the load of air interface. If a MIP-capable UE enters an access network area which can support both CMIP and PMIP, access network can inform UE not to use CMIP signalling in order to limit air interface signalling, then access network may perform PMA function function (e.g. advertising UE’s home network prefix, translating DHCP request to PMIP register, etc ).

2. The information flows for mobility mode selection

In the following figures, how the mobility mode selection is performed in 3GPP network and non-3GPP network is introduced.
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                       Figure 1: mobility mode selection with 3GPP access
Figure 1 is a high level description for mobility selection with 3GPP access. 
1) When the UE attach to SAE system, it sends its mobility protocol capability to the MME, 
2) the MME and HSS then authenticates the UE. The MME gets the user’s subscription data from the HSS, including the home operator’s of mobility mode selection according the UE’s subscription and the operator’s deployment. 
3) Mobility mode selection is decided by MME based on UE mobility capability, access network mobility capability and subscription data received from HSS. 

4) If MME decides that PMIP is to be performed, then MME indicate S-GW create PMIP tunnel to P-GW

5) S-GW perform PMIP procedure between S-GW and P-GW.
Notes:The default bear may be performed before step 6, which is out of the scope of this paper.
6) MME sends attach accept message to UE, possibly including selected mobility mode.
7) If CMIP is selected, then UE initiate CMIP registration to P-GW. 
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               Figure 2: mobility mode selection with untrusted non-3GPP access  

Figure 2 is a high level description for mobility selection with untrusted non-3GPP access. 
The mobility mode selection can be done in IPSec tunnel setup procedure. In step 2, ePDG decides the mobility mode based on UE mobility capability and access network mobility capability and subscription data from AAA/HSS including the principle of mobility mode selection. The selected mobility mode (CMIP or PMIP) will be sent to the UE in tunnel setup success message.
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      Figure 3: mobility mode selection with trusted non-3GPP access
Figure 3 is a high level description for mobility selection with trusted non-3GPP access. The mobility mode selection can be done in access authentication procedure. In step 1, UE sends its mobility protocol capability to trusted non-3GPP network in access authentication procedure, and trusted non-3GPP network can get user’s subscription data, including the principle of mobility mode selection. Mobility mode selection is done by trusted non-3GPP network based on UE mobility capability and access network mobility capability and subscription data
Proposal

It’s proposed to add the following text to TS23.402.

******************************************start of change *****************************************************

5.4.x  Mobility Mode Selection
It shall be possible to perform mobility mode selection (i.e. host-based vs network-based mobility) during attachment procedure. 
It shall be possible for the UE to send its mobility management capability (e.g. CMIP support) in attach message when access from 3GPP or in tunnel setup procedure when access from non-trusted 3GPP. 
The network entity that makes the mobility mode decision is MME or ePDG or an entity in trusted non-3GPP access network.
******************************************end of change ***************************************************
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