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Introduction

This paper is proposed to take some discussion on the PCC roaming case. 

On the previous meetings, it was discussed both in SAE and PCC that the roaming scenarios should be considered. How to resolve the topology hiding issue among operators is still open. This paper tries to analyze this issue, and proposes a workable solution.

Discussion
In the previous meeting, the following PCC roaming framework has been agreed.
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Figure 1 The current logical PCC framework in the roaming scenario
In the above framework, Because the V-PCRF is directly connected with the H-PCRF, there is one issue like the topology hiding issue among operators. 

Facing the issue, we suggest a new framework that every operator network will only supply one PCC entity to other operator network as the entry entity when there are one or more PCRFs in the operator network, and so it need add two functions in the PCC entity, such as 

· To query the SPR for the Address of the H-PCRF which is responsible for the roaming user if it receives the PCC message from the other PCC entities. (because PCC message is not sent from user)

· To route and transfer the PCC messages between other PCC entities and the H-PCRF which the user need connect to.

According to the above suggestion, the framework for the PCC roaming scenario is still the same to the current framework in the TS 23.203 if there is only one PCRF in the operator. But if more than one PCRFs in the operator network, then the framework for the PCC roaming scenario is showed as below:
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Figure 2 A new logical PCC framework in the roaming scenario
According to the new architecture, when the V-PCRF receives the PCC request message from the V-GW(PCEF), it will forward the message to the I-PCRF(Interrogating Policy and Charging Rules Function) whose address should be configured in the visited operator, in the home operator or in DNS server. Then, if the I-PCRF is for the roaming user in, then it will accept the PCC message and then follow the following action. But if not, it will find the address of the responsible H-PCRF for the roaming user which may be configured locally or queried from the SPR. Once receiving the address of the H-PCRF for the roaming user, the I-PCRF may store it and route the PCC messages from the V-PCRF to the H-PCRF for the roaming user. In the latter case, the I-PCRF serves as an intermediate routing node for the related PCC messages between the V-PCRF and the H-PCRF for the roaming user.

The I-PCRF may be put into one PCRF in the home operator network, and may use the current reference points such as Rx and Sp, etc.

Further more, the above mechanism may also be applied in the PCRF addressing of the AF which may be a third-party entity.

Applying the above mechanism, the topology hiding issue can be fulfilled naturally by connecting the V-PCRF with the H-PCRF for the roaming user through the I-PCRF which acts as a shield for the topology details of the operator.

Conclusion
From above discussion and the roaming scenario that there are more than one PCRFs in one operator, the final logical PCC roaming framework in the paper should be show as below:
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Figure 3 The logical PCC framework in the roaming scenario
The I-PCRF should also provide the PCRF addressing function which is showed below:

· Query the SPR for the Address of the H-PCRF which is responsible for the roaming user.
- Routing and transferring the PCC message between other PCC entities(V-PCRF in the Visited operator network or AF which may reside in a third-party network) and the H-PCRF.
Applying the above mechanism, several advantages can be achieved:

- Topology hiding from the outside operator.

- H-PCRF addressing from other PCC entities(V-PCRF in the Visited operator network or AF which may reside in a third-party network)
Proposals
The following changes are proposed to the current TS 23.203.
**** Start of the first change ****

4
High level requirements

4.1


General requirements

Editors' note:
The requirements currently included in TS 23.125 need to be checked to ensure all appropriate text is included in this TS.

Editors' note:
Check TR 23.803 for suitable text to cover backwards compatibility requirements.

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used.

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow filter of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP-CAN bearer.

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.
Editor's Note:
Detailed aspects of PCC usage in roaming scenarios are being developed in Annex B.
The PCC architecture shall support topology hiding.

Editor’s Note:
The re-direction mechanism may be a feasible solution for this topology hiding issue, but the nodes and reference points in which topology hiding are applicable is FFS.
**** End of the first change ****
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