SA WG2 Temporary Document

Page 3
-


3GPP TSG SA WG2 Architecture — S2#54
S2-063365
28 August - 1 September 2006

Sophia Antipolis, France

Source:
ZTE, Huawei
Title:
One Solution to Error Indication for SGSN controlled bearer optimisation
Document for:
P-CR
Agenda Item:
7.7
Work Item / Release:
One Tunnel Solution
Introduction

This contribution analyses the impact of Error Indication if direct tunnel enabled and presents one solution to Error Indication for SGSN controlled bearer optimisation.

Discussion
The following paragraph is an excerpt from TS 23.060:

When the RNC/BSC receives a GTP‑U PDU from the SGSN for which no RAB context exists, the RNC/BSC shall discard the GTP‑U PDU and return a GTP error indication to the originating SGSN. The SGSN shall locally release the RAB. The SGSN should preserve the associated PDP context. The SGSN may initiate the RAB Assignment procedure in order to re-establish the RAB.
As we know, the preservation function allows the active PDP contexts associated with the released RABs to be preserved in the CN, and the RABs can then be re-established at a later stage. The aim of the preservation function is to fast the state transition of MS from idle to active. When direct tunnel is established between RNC and GGSN, possible GTP-U error indication is sent from RNC to GGSN in case RNC failure. In such case, GGSN’s locally release PDP context will breach the preservation function and the MS would have to reactivate PDP context before resuming data transfer. And since reactivated PDP context may never hold the same IP address, the change of IP will cause to break the application service. So the GGSN shall preserve the related PDP context instead of locally releasing the related PDP context when receiving error indication from the RNC.
Proposal

It is proposed to make following updates into TR 23.809 v 0.3.0 clause 6.10 “Error Indication”.

**** Start of 1st set of changes ****

6.10
Error Indication

GSN/RNC sends GTP-U error indication if it can not find the PDP context or RAB for the received  G-PDU. When direct tunnel  is established between RNC and GGSN, possible GTP-U error indication is sent from GGSN to RNC or vice versa.

In such case SGSN does not receive information about PDP context or RAB release immediately because also GTP-U error indication bypasses SGSN.
6.10.1 Rel-6 Error Indication
SGSN failure (ref. 3GPP TS 23.060 [1] clause 13.8.2)

When the SGSN receives a GTP‑U PDU from the GGSN for which no PDP context exists, it shall discard the GTP‑U PDU and send a GTP error indication to the originating GGSN. The GGSN shall mark the related PDP context as invalid.

When the SGSN receives a GTP‑U PDU from the RNC for which no PDP context exists, the SGSN shall discard the GTP‑U PDU and send a GTP error indication to the originating RNC. The RNC shall locally release the RAB.

GGSN Failure (ref. 3GPP TS 23.060 [1] clause 13.8.3)

When the GGSN receives a GTP‑U PDU for which no PDP context exists, it shall discard the GTP‑U PDU and return an error indication to the originating SGSN. The SGSN shall mark the related PDP context as invalid and send a Deactivate PDP Context Request message to the MS. The MS may then reactivate the PDP context.

RNC Failure (ref. 3GPP TS 23.060 [1] clause 13.8.6)

When the RNC/BSC receives a GTP‑U PDU from the SGSN for which no RAB context exists, the RNC/BSC shall discard the GTP‑U PDU and return a GTP error indication to the originating SGSN. The SGSN shall locally release the RAB. The SGSN should preserve the associated PDP context. The SGSN may initiate the RAB Assignment procedure in order to re-establish the RAB.
6.10.2
SGSN controlled bearer optimisation

If direct tunnel is enabled and GGSN sends GTP error indication, RNC just releases the RAB locally. If RNC sends error indication then GGSN marks the PDP context as invalid.  As SGSN does not receive the error indication this may cause PDP context hanging in the SGSN for some period of time.

SGSN recovers from the error when one of the following occurs:

1) When RNC receives GTP-U error indication for the last RAB of the Iu connection, then Iu release procedure is executed.

2) If UE tries to send data through the PDP context then MS initiated Service Request for data is received by SGSN at the point when all RABs are established already according to SGSN. Then SGSN need to check status of PDP context from GGSN by sending PDP context update message. If GGSN does not know the PDP context any more it need to be released also from UE by sending Deactivate PDP Context Request to UE.

3) New RABs are established. List of all RABs (also existing ones) are signalled between RNC and SGSN. If RNC responds that some RAB does not exist anymore then SGSN detects the situation and releases PDP context to UE.

4) The inactivity timer expires in RNC and Iu connection is released. Released RAB list is received in Iu release procedure.  As described in sub clause 6.3.1 whenever the RAB assigned for a PDP context is released GTP-U tunnel is established between the GGSN and SGSN in order to be able to handle the downlink packets. At this point SGSN gets error response from GGSN if the PDP context does not exist in the GGSN.
6.10.2a SGSN controlled bearer optimisation with Improvement

The preservation function allows the active PDP contexts associated with the released RABs to be preserved in the CN, and the RABs can then be re-established at a later stage. The aim of the preservation function is to fast the state transition of MS from idle to active. When direct tunnel is established between RNC and GGSN, possible GTP-U error indication is sent from RNC to GGSN in case RNC failure.
In such case, if the GTP-U error indication is sent from RNC to GGSN, which just indicates that no RAB context existed for related PDP context, the GGSN will preserve the related PDP context for later possible data transfer resuming. The GGSN shall inform the SGSN of the fact when receiving GTP-U error indication from RNC, so that the SGSN can preserve the related PDP context. The SGSN may select to re-establish the RAB. The following is the message flow to depict this concept.

[image: image1.emf]RNC SGSN GGSN

1.DownLink Data

2.Error Indication

3a.Update PDP Context Request [new 

cause]

3b.Update PDP Context Response[One 

Tunnel Flag]

4.RAB Assignment Request

5.RAB Assignment Response

6a.Update PDP Context Request[One 

Tunnel Flag]

6b.Update PDP Context Response


Figure 6.10.2a-1: Error Indication from RNC handle if direct tunnel enabled

1) Steps 1 and 2 are as described in TS 23.060.
3) If direct tunnel was enabled, the GGSN shall send Update PDP Context Request with a new cause which indicates the GGSN receiving an Error Indication from RNC to inform SGSN to preserve the related PDP context. SGSN sends an Update PDP Context Response to GGSN and include it’s own address for the “user traffic” in order to be able to handle the downlink packets and trigger paging see clause 6.6.1. And a “One Tunnel Flag” IE included in the response message is to be used to inform GGSN that direct tunnel is disabled. The GGSN shall update the “user traffic” address and use it when sending G-PDUs to the SGSN for the MS.
4)SGSN may initiate RAB assignment to re-establish the RAB immediately after receiving the “Update PDP Context Request” from GGSN, or after receiving the downlink packet from GGSN. RNC receives GGSN address for “user traffic” in the RAB Assignment Request.
5) Step 5 is as described in TS 23.060.
6) After SGSN received RNC “user traffic” address in the RAB Assignment Response and if direct tunnel was enabled the SGSN shall send Update PDP Context Request to GGSN and include the RNC address for “user traffic”. And a “One Tunnel Flag” IE included in the request message is to be used to inform GGSN that direct tunnel is enabled. The GGSN shall update the “user traffic” address and use it when sending G-PDUs for the MS.
To achieve this goal, in the PDP Context Activation procedure, the GGSN which supports the One Tunnel Solution shall be known by the SGSN of it’s capability of support one tunnel solution so that the SGSN can make decision if direct tunnel could be enabled. The way to achieve this goal can be locally configuration or indicating OTS capability during the negotiation between the SGSN and GGSN. Furthermore, the SGSN shall inform the GGSN if direct tunnel is enabled for each activated PDP context in the GGSN.
The procedure of PDP context activation enabling direct tunnel in Section 6.1.1 needs to be further modified as below:
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Figure 6.10.2a-2: PDP context activation enabling direct tunnel.

1) Steps 1 and 2 are as described in TS 23.060 [1].  The SGSN shall include it’s own address for the “user traffic” in the Create PDP Context Request. After the SGSN has received Create PDP Context Response it decides if direct tunnel can be enabled.

3) If the SGSN enabled direct tunnel RNC receives GGSN address for “user traffic” in the RAB Assignment Request.

4) After SGSN received RNC “user traffic” address in the RAB Assignment Response and if direct tunnel was enabled the SGSN shall send Update PDP Context Request to GGSN and include the RNC address for “user traffic”. And if direct tunnel between the RNC and GGSN is enabled, the SGSN shall include “One Tunnel Flag=true” in Update PDP Context Request. The GGSN shall update the “user traffic” address and use it when sending G-PDUs for the MS. The GGSN also stores the “One Tunnel Flag” Information in the PDP context for later use when receiving GTP-U error indication from RNC.
If the downlink data transmission start before GGSN receive and use RNC “user traffic” address the SGSN will forward these PDUs to RNC (this is an existing SGSN functionality).
6.10.3
GGSN Bearer relay

To be described.

6.10.4
GGSN Proxy

 When an Error Indication is received by the RNC on the direct tunnel from a GGSN, an OTS specific Error Indication shall be sent to SGSN on the signaling connection for the concerned PDP Context. According to TS 23.060 subclause 13.8.3, the SGSN shall then mark the related PDP context as invalid and send a Deactivate PDP Context Request message to the MS. The MS may then reactivate the PDP context.

When an Error Indication is received by the GGSN Proxy on the direct tunnel from an RNC, an OTS specific Error Indication shall be sent to SGSN on the signaling connection (GTP-C tunnel) for the concerned PDP Context. According to TS 23.060 subclause 13.8.6, the SGSN shall then locally release the RAB. The SGSN should preserve the associated PDP context. The SGSN may initiate the RAB Assignment procedure in order to re-establish the RAB.
**** End of 1st set of changes ****
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