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Introduction

This paper contains flows for reduction of Idle mode signalling. The flows base on S2-062899. Open issues or questions identified when discussing the related input papers during SAE drafting session are added or marked.

The description part from 2899 is separated and moved to the related figures to ease further work. The moved text blocks are marked gray.
The flows are proposed to be added to annex D.
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D.x Information Flows
Note: all flows do not make any assumption on the collocation of entities, so some cases where IASA is distinct from MME/UPE are shown as well as some cases where it is collocated with it.
D.x.1 Attach to SAE and RAT change to 2G/3G
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations collocating IASA and MME/UPE are not excluded.
When the UE performs Attach or RA Update with the MME/UPE, it receives an S-TMSI and an TA of the Evolved RAN. When the UE performs Attach or RA Update with the SGSN it receives a TMSI and a RA of the 2G/3G RAN. The UE memorizes these two pairs of identifiers.

After registration once with SGSN and once with MME/UPE, the UE may change between 2G/3G access and Evolved RAN without any RA Update signalling as long as it does not change the TA or RA and does not need to send/receive UL/DL data.

When the UE moves between SGSN and MME in the allocated RA and TA, there is no UE signalling with the Network, thus no signalling with the HLR.

The MM and PDP Contexts including security parameters are always kept up-to-date on latest access (SGSN or MME/UPE) and transferred on demand to the current access as described above. This keeps security consistent data for all situations, e.g. also handover between 2G/3G and LTE. It is FFS whether during such contexts transfer procedure, the current access node shall deliver some Keep-context-indicator to make the previous access node keep the saved contexts instead of removing them. It is FFS whether such MM and PDP contexts include security contexts.  Optimisations e.g. using a Context reference Number are FFS. It is FFS whether periodic updates are considered as latest access.
To save some Authentication vectors and ensure the UE uses same authentication vectors for MME and SGSN as both handles same PS bearers, authentication vector can be exchanged between MME and SGSN (vectors used in the old MME can be known in the new SGSN and vice-versa). It is FFS whether the UE should use same authentication vectors for MME and SGSN.
It is FFS whether MME and SGSN are registered in parallel at the HSS, or whether only one entity MME or SGSN is registered at a time at the HSS.

It is FFS whether and how periodic updates are used. It is FFS whether and how the network detects that a UE is non-reachable (e.g. to stop paging for downlink data) or when UE contexts can be deleted from MME or SGSN after long period of inactivity.
D.x.2 Attach to UMTS and RAT change to LTE
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations collocating IASA and MME/UPE are not excluded.
Note: It is FFS in step 6) how to derive the address of the MME/UPE that was allocated in step 5). It is FFS whether providing S-TMSI and S-TA to UE in step 5) can be used.
When the UE performs Attach or RA Update with the MME/UPE, it receives an S-TMSI and an TA of the Evolved RAN. When the UE performs Attach or RA Update with the SGSN it receives a TMSI and a RA of the 2G/3G RAN. The UE memorizes these two pairs of identifiers.

After registration once with SGSN and once with MME/UPE, the UE may change between 2G/3G access and Evolved RAN without any RA Update signalling as long as it does not change the TA or RA and does not need to send/receive UL/DL data.

When the UE moves between SGSN and MME in the allocated RA and TA, there is no UE signalling with the Network, thus no signalling with the HLR.

The MM and PDP Contexts including security parameters are always kept up-to-date on latest access (SGSN or MME/UPE) and transferred on demand to the current access as described above. This keeps security consistent data for all situations, e.g. also handover between 2G/3G and LTE. It is FFS whether during such contexts transfer procedure, the current access node shall deliver some Keep-context-indicator to make the previous access node keep the saved contexts instead of removing them. It is FFS whether such MM and PDP contexts include security context.Whether the serving SGSN/MME should store all the up-to-date contexts both for SGSN and MME/UPE is FFS. In case of some special contexts only for one access system, those specific context may be only stored in one access system. It is FFS whether periodic updates are considered as latest access.
It is FFS whether CRN (Context Reference Number), which inflects whether the context is up-to-date in the access node) mechanism should be used to save signalling between SGSN and MME. The SGSN should send SGSN Context Request to MME only if the CRN sent by the UE mismatches with the one stored in SGSN.
To save some Authentication vectors and ensure the UE may use same authentication vectors for MME and SGSN as both handles same PS bearers, authentication vector can be exchanged between MME and SGSN (vectors used in the old MME can be known in the new SGSN and vice-versa)..Ed. Note: is re-use of vectors meant here ?It is FFS if the UE should use same authentication vectors for MME and SGSN.
It is FFS whether MME and SGSN are registered in parallel at the HSS, or whether only one entity MME or SGSN is registered at a time at the HSS.
It is FFS whether SGSN should send registration at the HSS after the step 14 due to no change of the SGSN.
It is FFS whether and how periodic updates are used. It is FFS whether and how the network detects that a UE is non-reachable (e.g. to stop paging for downlink data) or when UE contexts can be deleted from MME or SGSN after long period of inactivity.

D.x.3 Uplink Data Transfer
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations separating IASA and MME/UPE are not excluded.
The information flow assumes that the UE has registered to both SAE network and UMTS network for signalling free.
Note: For the uplink data on 3G, retrieving the latest context from the old MME/UPE may increase the call setup latency. Optimisation is FFS for example to move the step 2 3 4 5 after step 6bis then remove the RA procedure. Or, steps 2,3,5 may be optional as only needed when latest access was on LTE or CRN is mismatched if CRN mechanisms are applied.
The uplink data transfer on 3G may be optimised by starting immediately with a Service Request instead of RAU Request, which is FFS.
Note: for the uplink data on LTE case, it is FFS whether the MME/UPE retrieves UE contexts (step 2&3) in all cases or only when uplink data transfer is initiated on another RAT than the UE used as the latest LTE access before or CRN is mismatched if CRN mechanisms are applied.
For uplink data transfer, when the UE camps on Evolved RAN, the Service Request triggers the MME to derive up-to-date PDP context and security information from the old SGSN by means of the SGSN Context Request procedure. For uplink data transfer, when the UE camps on 2G/3G the RAU Request triggers the SGSN to derive up-to-date PDP context and security information from the old MME/UPE by means of the SGSN Context Request procedure. The UE can then initiate another NAS signalling as needed such as the Service Request re-activate PDP Sessions. This establishes in addition a data path to the MME/UPE and forwards data received from the UE to the MME/UPE.

D.x.4 PMM-IDLE and URA-PCH state handling
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations separating IASA and MME/UPE are not excluded.
Note: in steps 2, it is FFS whether existing SM messages can be used instead of a new messages.
Note: step 1b, 2b are dependent on whether URA_PCH state should be supported for signalling free(see RP-050893 and report of RAN plenary #30). The signalling load impacts of this mechanism are FFS. The interaction of this approach with 2G Ready to Standby state transitions is FFS.

Note: how subsequent transitions from URA-PCH to other RRC connected substates (and from GPRS standby to GPRS ready) are FFS.
Whether synchronous mode or asynchronous mode is used is FFS. The above figure is synchronous mode.
To reach UE, UPE would keep two flags to indicate the UE is active or idle in E-UTRA and UTRA: one flag is “E-UTRA active or not” and another is “UTRA active or not”. If both of them are “idle”, the UE would be paged in the both RATs. If one of them is “active”, the data would be sent to the RAN.

The information “E-UTRA active or not” is easy to get by whether the tunnel between the UPE and the ENB exists or not. But the information “UTRA active or not” is not so easy to get. To page the UE correctly, there are several mechanisms that can be used. The choice of mechanism is FFS. Two possible mechanisms are::
a) synchronous mode:

Whenever the UE turns to PMM_IDLE state, the SGSN informs MME/UPE; and whenever the UE moves in URA_PCH state, the SRNC informs MME/UPE (via SGSN), so that the UPE gets “UTRA active or not” as “idle” synchronously. When downlink data arrive at the UPE, the MME/UPE starts paging in E-UTRA and the MME/UPE requests the SGSN to page the UE if the UE’s “UTRA active or not” and “E-UTRA active or not” both are “idle”. In case the UE responses in UTRA, the UPE set “UTRA active or not” as “active”.

b) asynchronous mode:

Although the UE moves in PMM_IDLE or URA_PCH state, the MME/UPE may not know about it and the “UTRA active or not” is still “active”. When downlink data arrive at the UPE, the UPE send data to the SGSN. In case the UE is in PMM_IDLE state, the SGSN pages the UE in UTRA and return copy data to the UPE to indicate it to page the UE in E-UTRA. In case the UE is in URA_PCH state, the SGSN send data to SRNC, and the SRNC return copy data to the UPE (via SGSN) to indicate it to page the UE in E-UTRA. If the UE responses paging in E-UTRA, “UTRA active or not” will be set “idle”.
D.x.5 Downlink Data Transfer
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Note: any assumption on the collocation of entities cannot be derived from this figure. Implementations separating IASA and MME/UPE are not excluded.
Note: in step 1/4a, it is FFS whether the existing SM message can be used in stead of a new message.
Note: step 4a is dependent on whether URA_PCH state should be supported for signalling free (see RP-050893 and report of RAN plenary #30). The interaction of this approach with 2G Ready to Standby state transitions is FFS.
This proposal implies RNC-MME/UPE signalling each time the UE changes to URA-PCH state. This could be avoided if the UPE duplicates and sends duplicated data to the SGSN when UE is in PMM-CONNECTED state. The RNC receiving DL data while the UE is in URA-PCH should then signal the UE state to MME/UPE (via SGSN) so that UPE stops sending data and starts parallel paging with MME.

When downlink data arrive at MME/UPE, the MME/UPE starts paging in the TA of the Evolved RAN and the MME/UPE requests the SGSN to page the UE. The SGSN paging is triggered by a MME/UPE message. (It is FFS whether further enhancement is needed to allow the UPE to provide the SGSN with up-to-date PDP context and security information at that stage). When the UE responds to the MME/UPE, data are sent by the MME/UPE to the UE. When the UE responds to the SGSN, the SGSN’s response establishes the data path(s) between MME/UPE and SGSN and data are sent by the MME/UPE via the SGSN to the UE.

D.x.6 SGSN (respectively MME) change

If the UE arrives under a new SGSN (respectively MME), the new SGSN gets MM and SM information from MME (respectively SGSN), like for an inter-SGSN RAU procedure. In order to allow the new SGSN (respectively MME) to identify the old node the UE was previously attached to, the UE provides a pair of access type identifiers: 2G/3G identifiers (old TMSI and old S-TMSI), and SAE ones (old RAi and old TAi), with an indication of the latest one. The new SGSN (respectively MME) retrieves MM/SM context information from the latest node the UE was attached to.  It is FFS whether CRN mechanisms are used. In this case the new SGSN retrieves MM/SM context information from the old SGSN and may retrieve contexts from MME in case of the CRN mismatch.
The new SGSN (respectively MME) registers to the HLR.

Registration with the HSS allows subscription changes to be sent to the current active node (SGSN or MME). ). It is FFS how for the new active node to retrieve the changed subscription when the UE changes the RAT.
To save process time, it is FFS whether Cancel Location sent by the HLR should not remove MM/SM information so that MME keeps UE context information when UE is under SGSN coverage for further usage.

D.x.7 re-authentication when UE camped within ERA
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 It is FFS whether and when the network triggers a standalone re-authentication or whether re-authentication is combined with other procedures, e.g. with periodic updates.
When MME (respectively SGSN) initiates re-authentication procedure, MME/UPE (respectively SGSN) starts paging the UE in the TA (respectively RA) of the Evolved RAN (respectively UTRA) and the MME/UPE (respectively SGSN) requests the SGSN (respectively MME/UPE) to page the UE. The SGSN (respectively MME/UPE) paging is triggered by a MME/UPE (respectively SGSN) message. The access node which response the paging response shall carry out the mutual re-authentication procedure with the UE, and exchange security information with the other node to synchronize on the usage of Authentication vectors. 

For the UE initiates re-authentication procedure, the current access node shall carry out the mutual authentication with the UE, and exchange security information with the other node to synchronize on the usage of Authentication vectors.
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