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Introduction

This contribution discusses scenarios where a mixed mode of operation between network-initiated and user-initiated bearer setup is applicable, and derives requirements for this mixed mode.

It is concluded that if both network and UE support network-initiated bearer setup, it should be up to operator policy if UE or network-initiated bearer setup is applicable for a given application. For IMS applications, a mixed mode within the same APN and IP CAN session is required.

Discussion

Advantages of Network-initiated Bearer Setup
The network-controlled bearer setup, which is introduced for GPRS from Rel-7 onwards, offers the operator the largest amount of control of the usage of expensive resources at the ait interface. Furthermore, it enables to provide QoS also to such terminals which do not support the configuration of high QoS radio bearers on their own. Therefore, there is a clear trend in industry to support a network initiated bearer setup. It is expected that operators will apply network-initiated bearer setup for most widespread applications.
Advantages of UE-initiated Bearer Setup
However, the benefits of network-initiated bearer setup come at the expense that the network requires sufficient knowledge about each application to configure the PDP contexts accordingly. This knowledge will need to be located not only within the AF, but also within the PCRF that needs to understand SDP-like service description and derive the requirements of the application.
In contrast, the UE always has specific knowledge about each application it supports. If the UE configures a PDP context, no specific support of the application within the network is required.

Depending on operator policy, for a UE-initiated bearer setup PCC may not be used or may be applied to provision the “authorized QoS” as an upper boundary of the QoS a service is allowed to use. As specified in TS 29.208, this upper boundary is deduced from service information by relatively simple rules that do not require a specific knowledge of the application within the PCRF. The terminal should configure PDP context according to the real QoS requirements of the application, which may be considerably below the authorized QoS.
An operator may want to test and introduce new applications with minimal effort, e.g. by using a single off-the-shelf Internet application function without Rx interface, which is possibly operated by a third party, and by providing the application for download to smart terminals. A need to configure multiple PCRFs within the network for the new application should be avoided in this scenario. Only a UE initiated bearer setup and/or configuration fulfils the requirements of this scenario.
The IMS is designed as a platform to provide basic capabilities for multitude of applications without requiring specific knowledge of each application, thus enabling a simple, fast, and cheap introduction of new applications. Requiring specific knowledge of each application at the edge of the radio network would completely break this paradigm, and abandon many of the advantages of the IMS. The possibility of a UE-initiated bearer setup or configuration is required to comply with this paradigm.
Moreover, operators may want or need to enable the access to third-party applications with high QoS demands, for instance within the Internet. Again, the operator would not have specific knowledge of the application and thus a UE-initiated bearer setup is best suited.
Furthermore, for a network-initiated bearer setup, full PCC control including an Rx interface towards the AF is hardly dispensable. Simple PCC provisioning models are hardly suitable, where a predefined set of PCC rules matching the applications a user is allowed to use is installed at IP CAN session establishment, as high QoS should only be provisioned while a service is active. Assuming a well behaving UE, the UE would only request the high QoS while the service is active if a UE-initiated bearer setup is used.
Backward Compatibilty considerations
The introduction of network-initiated bearer setup will require that on operator’s GPRS network is updated. The roll-out of this update is likely to happen at different points of time different operators, thus affecting roaming scenarios. Furthermore, only Rel-7 terminal are capable to support the network-initiated bearer setup. The UE-initiated bearer setup will continue to be required as fallback solution until almost all operators and UEs have been updated to support the network-initiated bearer setup, i.e. for a long period of time.
Requirements

A capability negotiation between network and UE is clearly required to determine if all entities support the network-initiated bearer setup. This negotiation needs to check the capabilities of the radio network and GPRS nodes and UE, and thus the PDP session setup is well suited.

Unknown, less widespread, or new application are best supported by UE-initiated bearer setup while for mainstream applications a network-initiated bearer setup is preferable.

If both network and UE support network-initiated bearer setup, it should be up to operator policy if UE or network-initiated bearer setup is applicable for a given application. 

This application-specific policy is also applicable for applications within the IMS. As the IP address of the terminal is selected at IMS registration, applications applying both UE and network initiated bearer setup should be capable of using the same UE IP address. Thus, a mixed mode within the same APN and IP CAN session is required.
Furthermore, an operator should be able to start the roll-out of a new application with UE init mode and later shift to network init mode, when the application is used more frequently. Thus, configured knowledge about the applicable mode for a given application within a terminal should be avoided. 
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