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Introduction

This document describes a suitable mechanisms for limiting signalling due to idle mode mobility between E-UTRA and UTRA/GSM by means of a standardised signalling interfaces between MME/UPE and SGSN. Information flows are provided to show the feasibility of that mechanisms. The information flows are based on Gn handover and SGSN change procedures to limit extensions or modifications required for SGSNs.
Description
Architectural overview

The description of this mechanism is based on the picture shown below.
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When the UE performs Attach or TA Update with the MME/UPE it receives an S-TMSI and an S-TA for SAE. When the UE performs Attach or RA Update with the SGSN it receives a U-TMSI and a U-RA for 2G/3G. After the first change or Attach to the MME/UPE the MME/UPE registers with the HSS and the MME/UPE remains registered at HSS also when the UE changes afterwards to 2G/3G RAT. A UE needs to register once with SGSN and once with MME/UPE. Afterwards an association is established between SGSN and MME/UPE, e.g. by storing S-TMSI/S-TA in the MME/UPE. The UE may change between 2G/3G access and Evolved RAN without any Area Update signalling as long as it does not change the S-TA or U-RA. Also periodic updates using randomly one of the RATs will not change the HSS registration and not cause idle state HSS signalling as always the MME/UPE remains registered.
When downlink data arrive at MME/UPE for an idle state UE the MME/UPE starts paging in the TA of the Evolved RAN and the MME/UPE requests the SGSN to page the UE within the 2G/3G RA. The SGSN paging is triggered by a message comparable to a Relocation Request, which provides the SGSN also with up-to-date PDP context and security information. When the UE responds to the MME/UPE data are sent by the MME/UPE to the UE. When the UE responds to the SGSN a signalling comparable to Relocation Response establishes the data path(s) between MME/UPE and SGSN and data are sent by the MME/UPE via the SGSN to the UE.

For uplink data transfer an idle state UE request MME/UPE or SGSN, respectively, to establish data transfer resources. When the UE camps on Evolved RAN this is straightforward like without this mechanism of reducing idle mode signalling. When the UE camps on 2G/3G the Service Request triggers a procedure comparable to an SGSN change by a RAU. Thereby the SGSN derives up-to-date PDP context and security information from the MME/UPE by means of the SGSN Context Request procedure. This establishes in addition a data path to the MME/UPE and forwards data received from the UE to the MME/UPE.

As it can be seen from the flows in the annex there is no need for any effort to keep continuous synchronisation of bearer and security parameters in SGSN. The MME/UPE has always up to date bearer information as it behaves like a GGSN towards the SGSN. When data have to be transferred via 2G/3G the messages required to establish the 2G/3G data path transfer also bearer (QoS) and security information from MME/UPE to the SGSN. The SAE user plane nodes have always bearer context information as main bearer control is on SAE entities. The bearer signalling comes from PCRF via the user plane entities providing SGi down to UPE, which also has always a context. The transfer of parameter to 2G/3G only  on demand limits signalling traffic. In case (re-)authentication needs to be performed by the SGSN the resulting security information is transferred to the MME/UPE.
The communication between MME/UPE and SGSN during RA or TA updates and the confirmation of the set of S-TMSI/S-TA and U-TMSI/U-RA enables the support of mixed operations of SGSNs supporting the feature and not supporting the feature. When only a single pair of TMSI/area is confirmed the UE falls back to operation without the optimisation of idle state signalling. 

Proposal

It is proposed to adopt a mechanism that keeps mobility management for 2G/3G and SAE rather separated, thereby limiting new/additional functionality for 2G/3G entities and thereby also reducing the need for tracking area co-ordination between the different 3GPP access systems. And it is proposed to base the co-ordination for limiting idle mode signalling between 2G/3G and SAE on SGSN-SGSN-Gn procedures, also to limit new/additional functionality for 2G/3G entities.

Annex – Information flows

Attach to SAE and RAT change to 2G/3G
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Attach to UMTS and RAT change to LTE
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Uplink Data Transfer
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