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Abstract of the contribution: The contribution proposes conditions under which an UE in the home network need not perform the Emergency Registration procedure. 
1. Introduction: 

Procedures for emergency call initiation when the UE requests an emergency call are described in TS 23.167. In particular the TS mentions that:
“In the case a UE is already IMS registered and is not roaming, the UE may skip the additional emergency registration.
Editor's Note: The scenario and conditions for which the UE is not required to perform IMS emergency registration is FFS. It needs to take the emergency session related IP-CAN procedures (e.g. possible change of contact address) into consideration. The modifications in other sections shall be aligned with this later. ”
This contribution discusses conditions under which the UE can do away with emergency registration when the UE initiates an emergency session in its home network. 

2. Discussion:

The main idea behind the proposal is to allow the UE to initiate an emergency session immediately without requiring an emergency registration when the following condition holds:

1. The UE has a valid UICC with a valid service profile

2. The UE, P-CSCF and S-CSCF are all in the home network. 

3. The UE has already registered its emergency public user identity in the IMS network and 
4. The UE has received an indication from the network that its emergency public user identity is registered
The reasons for which an emergency registration is done when initiating an emergency session are:

a) To ignore roaming conditions

b) To allow the PSAP/ECC to call back by registering the user with the S-CSCF

c) To allow selection of the E-CSCF and the appropriate PSAP in the serving network for the emergency call

d) To allow the session to get preferential treatment in terms of QoS

We can see that the conditions (1)-(3) satisfy all the conditions (except condition (d)). Condition (d) can be satisfied using a bearer modification thereby circumventing the need for emergency registration before emergency session initiation. Condition (4) is necessary for the UE to decide whether the registration of its emergency public user identity was successful and whether it should initiate an emergency registration on detecting an emergency session.

The following high level call flow diagram illustrates the conditional implicit registration of the emergency public user identity when the UE is in the home network. 
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1.
After the UE has obtained IP connectivity, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP address).
2.
Upon receipt of the register information flow, the P‑CSCF shall examine the "home domain name" to discover the entry point to the home network (i.e. the I‑CSCF). The proxy shall send the Register information flow to the I‑CSCF (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P‑CSCF network identifier is a string that identifies at the home network, the network where the P‑CSCF is located (e.g., the P‑CSCF network identifier may be the domain name of the P‑CSCF network).
3.
The I‑CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private User Identity, P‑CSCF network identifier).
The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P‑CSCF network (identified by the P‑CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4.
Cx-Query Resp/Cx-Select-Pull Resp is sent from the HSS to the I‑CSCF. It shall contain the S‑CSCF name, if it is known by the HSS, or the S‑CSCF capabilities, if it is necessary to select a new S‑CSCF. When capabilities are returned the I‑CSCF shall perform the new S‑CSCF selection function based on the capabilities returned.
If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.
The I‑CSCF, using the name of the S‑CSCF, shall determine the address of the S‑CSCF through a name-address resolution mechanism. The I‑CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. I‑CSCF shall then send the register information flow (P‑CSCF address/name, Public User Identity, Private User Identity, P‑CSCF network identifier, UE IP address to the selected S‑CSCF. The home network contact point will be used by the P‑CSCF to forward session initiation signalling to the home network.

The S‑CSCF shall store the P‑CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to the UE. The S‑CSCF shall store the P‑CSCF Network ID information.

6.
The S‑CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S‑CSCF name) to the HSS.
7.
The HSS shall store the S‑CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp (user information) to the S‑CSCF. The user information passed from the HSS to the S‑CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S‑CSCF. The S‑CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S‑CSCF.

8.
Based on the filter criteria, the S‑CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate.

8a) Based on the fact that the UE is in the home network and other considerations, the S-CSCF can register the UE’s emergency public user identity. 
9.
The S‑CSCF shall return the 200 OK information flow (home network contact information) to the I‑CSCF. The S-CSCF shall indicate to the UE that its emergency public user identity has been registered. This indication can be sent through the P-associated-URI header field. 
10.
The I‑CSCF shall send information flow 200 OK (home network contact information) to the P‑CSCF. The I‑CSCF shall release all registration information after sending information flow 200 OK.

11.
The P‑CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE.

3. Conclusions: 

We propose to add the following text to TS 23.167. 
--------------------------------------- FIRST CHANGE --------------------------------------------

4
High level Principles

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL URIs as specified in TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported.

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can't detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow.


In the case that a UE is already IMS registered and is roaming, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN. In the case a UE is not roaming, is already IMS registered, has received an indication that its emergency public user identity is registered, and the IP-CAN enables the modification/setup of bearers to support emergency session without requiring the UE to obtain a new IP address, the UE may skip the additional emergency registration.
Editor's Note:
The modifications in other sections shall be aligned with this later.

Editor's Note:
The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.


If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF, and the UE shall include an equipment identifier (the specific details of the equipment identifier to use may depend upon the IP-CAN) in the request to establish an emergency session.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed-to network. In the case that a UE has sufficient credentials, it shall initiate an emergency registration with the network (requiring the involvement of the home network). The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. In the case that the registration fails, the UE may attempt an anonymous emergency call.

10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).

13.
The IMS core network shall be able to transport information on the location of the subscriber.

14.
The support of emergency calls on media other than voice shall be possible.

15.
The network shall be able to retrieve the caller's location;

16.
As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and releasing the ESQK when the emergency session is terminated.

17.
The network shall provide the caller's location information to the PSAP upon query from the PSAP.

18.
The network shall provide the possibility to route to a default answering point given the scenario where the local PSAP can not be determined.

In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:

-
The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

-
If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
-
The P-CSCF is the IMS network entity, which is responsible to detect the request for emergency session and forwards the request to E-CSCF in the same network.

-
The P-CSCF serving the emergency call is the IMS network entity which may retrieve the location identifier from the IP-CAN.

-
The E-CSCF is the IMS network entity, which shall be able to retrieve geographical location information from the LRF in the case that the geographical location information is not available and is required.

-
If required, the E-CSCF shall be able to forward the location information to the LRF for validation of geographical location information in the case that the geographical location information is included by the UE over any access network type.

-
The E-CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request.
 ---------------------------------------- END OF CHANGES ------------------------------------------------
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