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Abstract of the contribution:

The paper provides more details about the MME – UPE and answers the questions listed under agenda item 4.1 “MME and UPE separation/collocation” for the MME – UPE separation alternative C) as described in TR Annex H.

Introduction

The paper provides more details about the MME – UPE separation alternative C) as described in “Annex H: Signalling charts for combined or separated MME and UPE” of TR 23.882 v1.3.0.

An overview shows distribution of functionality between MME and UPE.

Answers are provided for the questions listed under agenda item 4.1 “MME and UPE separation/collocation”.

Overview
In alternative C) as described in “Annex H: Signalling charts for combined or separated MME and UPE” of TR 23.882 v1.3.0 the MME would have following tasks:

· Authentication of user / authorisation of access

· Key handling

· NAS message encryption / integrity protection

· Handling of temporary identities

· Storing registration areas

· Roaming restrictions

Following NAS signaling is assumed :

· Attach (with default bearer allocation)

· (periodic) area registration

· Identity request/indication

· TMSI reallocation

· Detach

· [Area restrictions piggybacked on area registration to NB]
The figure below shows the function distribution and also reference points.
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Answers to questions about MME and UPE separation/collocation
a) NAS signaling transport between UE and MME/UPE NAS signaling from NB to MME or UPE?

NAS signaling should be transferred directly between NB and MME. The NB derives the MME address from temp ID (and TA) only. The MME stores the address of the serving UPE. If the NB would need to derive also the UPE address from TMSI(/TA) scaling is not independent and UPE would become area dependent like MME. The UE should not store MME or UPE addresses to hide network architecture/configuration and to be compatible with pre-SAE, especially for registering/mobility with temp ID + TA.

Any UE state transition from idle to active is by initial NAS signaling via the MME. But, the MME does not need to store or manage the MM states. Active state is mainly characterized by an established RRC and S1 association for a packet bearer (at least the default packet bearer). This means also that pure NAS signaling exchange without any parallel packet bearer is in idle state !

This means also the non-reachable timer runs on UPE. And any (periodic) TAU has to be relayed from MME to UPE. Otherwise the MME would need to be informed about any NB change.
b) NB-UPE path update after X2-inter-NB HOV from via MME or not?

There is no need to inform the MME about an inter-NB-handover. Systematic reporting would even complicate a separated MME and would also require additional consistency and recovery means if the MME would need to handle MM state and has to store the serving NB. Keeping redundant data (like the serving NB) in MME and UPE would reduce the scaling independency between MME and UPE.
If the MME is responsible for collecting location information for active state UEs it can ask the UPE to request the NB to report location (e.g. cell) changes to the MME via UPE. The UPE may need the location information also for charging purposes. Any systematic NB change reporting to the MME would create heavy MME load and would therefore reduce the scaling independency between MME and UPE. Furthermore, an NB is no useful location category. A NB may comprise multiple cells and a TA may span over a number of NBs. Therefore the mobility caused NB change indication is no suitable location reporting.
The user plane is assumed to be directly between NB and UPE. Any NB change may also be handled directly between NB and UPE. Any potential (cell based) location reporting is an independent process.
c) “RAB” (dedicated/default bearer) setup from MME or UPE to NB?

At transition form idle to active state the user plane for the default bearer or best effort dedicated bearers are established between NB and UPE in response to a NAS level Service Request, which is triggered by uplink data in the UE or by a paging.
Any user plane for additional dedicated bearers is established by sending dedicated bearer parameters from UPE to NB. And the NB establishes the related radio bearer and transfers the bearer parameters (e.g. filters) to the UE. There is no need to involve the MME as the link between UPE and NB is already established for the default bearer.

There is no reason for involving the MME in handling the dedicated bearers. It would just create the need for additional consistency and recovery means. Keeping redundant information about dedicated bearers in MME and UPE would reduce the scaling independency between MME and UPE.

Not involving the MME in dedicated bearer handling reduces the time needed for establishing such bearers, especially in configurations with remote or centralised MMEs.

d) Storage of default/dedicated bearer (QoS) parameters in MME and/or UPE?

The UPE if combined with IASA is the source of the IP parameters belonging to the bearer service. The UPE provides bearer plane QoS resources like compression and encryption entities or transport resources. It has to maintain the resource allocation and therefore default/dedicated bearer status in any case. The MME has no responsibility for bearer plane resources, which would be difficult as multiple MMEs may interact with the same UPE for service provision.
There is no reason for storing  the default/dedicated bearer parameters in the MME. It would just create the need for additional consistency and recovery means. Keeping redundant dedicated bearer parameter data in MME and UPE would reduce the scaling independency between MME and UPE.

So the default/dedicated bearer parameters are stored in the UPE only. And in NB as needed for RB provision.
e) Negotiation of default/dedicated bearer (QoS) parameters in MME and/or UPE?

FFS whether default bearer can be negotiated. If yes, then same as dedicated bearer.
In case there is a QoS negotiation then it is most likely based on available RAN resources, i.e. based on RAN admission control. In this case the NB reduces the QoS, signals this QoS with UE and reports the negotiated QoS back to UPE.

There is no role for the MME in such a negotiation. The MME is neither for RAN/NB nor for UPE resources responsible.

f) Paging request from MME or UPE to NB?

Paging is a typical mobility function. A downlink packet received by the UPE for an idle UE triggers a message to the MME. The MME pages the UE in all cells of the registered TA.
However, in case the resolution from TA to NB addresses for paging is not an MME configuration but provided by a DNS for example then also the UPE could page as the TA is also known at UPE for charging purposes and for maintaining a reach-ability timer.

A timer for supervising paging and potential paging repetitions should run in the UPE only to avoid redundant consistency and recovery functionality for paging in MME and UPE.

g) RRC security for NAS level only for signaling transactions (e.g. TAU)? ask RAN and/or SA3?

NAS messages should be protected (encrypted and/or integrity protected) on message level. It should not be necessary to send RRC keys to the NB for pure NAS signalling sequences, e.g. a periodic update. Radio resource usage is limited to NAS message transfer and should need no special RRC protection. 

h) Handover initiation (to 2G, 3G, other UPE?) via UPE to MME or to MME?

NB could send a Handover required to the MME. But as it is triggered only during active state it is better sent directly to the UPE. This reduces number of messages as UPE can add bearer QoS parameters and forward to MME for handover handling. Such a handling avoids active state and also connection handling in the MME.
i) Delivery of user traffic related charging records to charging systems by MME or UPE?

The UPE generates CDRs and delivers charging data to charging systems. This requires delivery of relevant information (e.g. permanent ID) from MME to UPE at attach. It should be avoided that the MME has to process all charging data again. It is also better to correlate in the UPE. E.g. when TA changes it is easier to send the new TA to the UPE and the UPE opens a new CDR. With final processing by MME the MME would need to ask the UPE to close the CDR. In addition some marking might be needed to correlate the closed record with the TA in the MME once it is received from the UPE.

Furthermore charging processing by the MME would require considerable processing means in the MME and again reduce independent scaling. 
j) LI on UPE controlled via MME or direct LI control ?
As for charging it is assumed that the UPE receives at attach a permanent identity of the user from the MME. This allows LI in the UPE without any specific control functions on MME. Such control functionality would complicate MME and UPE and would need also protection/hiding for such a control interface.
As also all location information is send (on demand) from NB to UPE it might be sufficient to perform LI at UPE only ?

Some general conclusions
Discussion on function allocation shows some redundancies between MME and UPE. The UPE has to perform numerous control tasks. There are obviously no major scaling differences between a separated UPE and a combined MME/UPE. Both have to scale according to the number of supported users and according to the user plane data throughput. Scaling advantages of a separated UPE are therefore rather marginal. The scaling of a separated MME is not necessarily an advantage but rather a problem that is created by a separation because it does not exist in case MME and UPE are combined.
A separated MME makes it somewhat easier to have an initial allocation of an arbitrary UPE to serve an UE. After initial allocation it may be undesirable to change the UPE as some preferred collocation scenarios combine the UPE with the anchor that allocates the user IP address. If MME/UPE are combined the initial allocation can offer also multiple choices, comparable to today’s Iuflex solutions. It may require some effort on TMSI management. So the solutions differ between the efforts of separating MME and UPE compared to some additional TMSI management functionality.
A separated MME may move authentication and authorisation to a more central place while the UPE is closer to the radio. All other MME information more or less impacts UPE too. The authentication and authorisation may be allocated to more central network entities by AAA proxies without the effort of separating MME and UPE. 
In sum the advantages of a separated MME are not exciting. Similar dimensioning and load distribution characteristics may be reached without such a separation. In case of adopting a separation it should minimise redundancies and coupling between MME and UPE to maximise network and resource efficiency.
Proposal 

It is proposed to discuss the answers a)..i) and adopt them as working assumptions for a potential MME – UPE separation.
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