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1
Discussion
One of the cornerstones of PCC is the ability of the PCEF to enforce specific QoS and Charging rules for an IPCAN based on policy decisions performed making use of service information provided by the AF. This PCC capability relies on the fact that both PCEF and AF are connected to the same PCRF.  

At the same time, Network operators normally demand high availability requirements for the deployed systems. This contribution proposes explicit requirements for ensuring that PCC architecture is able to work in high availability deployment scenarios. 

2
Summary and Conclusions

This contribution proposes requirements for ensuring that PCC architecture is able to work in high availability deployment scenarios.
It is proposed that SA2 considers the introduction of such requirement within 3GPP PCC R7. Corresponding changes in TS [23.203] are provided below. 
3
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3GPP TS 23.203 v0.4.1; Policy and Charging Control Architecture; (Release 7)

*** 1st change ***
4.1


General requirements

Editors’ note: The requirements currently included in TS 23.125 need to be checked to ensure all appropriate text is included in this TS. 

Editors’ note: Check TR 23.803 for suitable text to cover backwards compatibility requirements.

It shall be possible for the PCC architecture to base decisions upon subscription information. 

It shall be possible to apply policy and charging control to any kind of 3GPP IP-CAN. Applicability of PCC to other IP-CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP-CAN used.

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define generic charging rules (with wild-carded service data flow filters) to allow for default charging for packets that don't match any service data flow filter of the active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP-CAN bearer. 

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN session. The latter is referred to as a dynamic PCC rule.

The number of realtime PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.  

PCC shall support roaming users.

Editor’s Note: Detailed aspects of PCC usage in roaming scenarios are being developed in Annex B.
It shall be possible that the PCC architecture works in high availability deployment scenarios. 
*** Enf of changes ***
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