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Introduction

IMS allows multiple registrations of the same Public User ID from different UEs, one of these UE's could be VCC capable.  Any of these UEs could be engaged in Voice based UE originated sessions.   The only thing that identifies that  these Public User IDs are in fact from different UEs is the Private User ID that was registered initially before a session was initiated with that Public User ID.

Use Case

A family has been offered VCC service, so we have user A with UE A (father) and user B with UE B (mum).  The service has been configured such that each UE has 2 public ID’s.  One is a business number and the other a common one, the house number.  

UE A (Dad)

Private ID (Dad)

Public User ID X

Public User ID Z (House number)

UE B (Mum)

Private ID (Mum)

Public User ID Y

Public User ID Z (House number)

Given both UE's registered from the same AP, lets assume they both use the same P-CSCF and S-CSCF.  And the S-CSCF has registered them in the same VCC Application.

UE B is using the WLAN in the house to make a phone call to her friend and for her public user ID has provided ID Z (P-Preferred User ID).  The call has been anchored in the VCC application as mum can VCC out if needed.  Now dad needs to call the plumber on the way to work so he then makes a call from UE A (using public ID Z) to the plumber.  So the network has the following information:

	VCC Application
	UE A
	UE B

	Private ID
	Dad
	Mum

	R-URI
	Tel URI - Plumber
	Tel URI - Friend

	Asserted ID
	IMPU Z
	IMPU Z

	From
	IMPU Z
	IMPU Z

	To
	E.164 Number (Plumber)
	E.164 Number (Friend)

	Contact Header
	IP address K, Port Y – behind a home NAT
	IP address K, Port Z – behind a home NAT


Now dad moves out the house and needs to VCC into the Cellular network, so we send a set-up with a VDN, caller ID set to IMPU Z (E.164 format).  The Initial DP will send the VDN, CallerID (IMPU E.164), IMSI to gsmSCF.  Now there is need to correlate this VCC request with UE A’s ongoing call and not UE’B. 
Solutions to problem

a) There is a need for the gsmSCF to communicate all Initial DP information to FE-C and then to FE-B.  The operator needs to correlate the IMSI with the IMPI.    It must be noted that to involve CAMEL in the VCC invocation will add significant overhead to the call processing time. 
b) CAMEL Phase 4 or a subset of Phase 4 can be used, this will allow the IMEI to be sent to the VCC application.  This used in conjunction with the Release 7 feature GRUU will allow the VCC application to correlate the incoming call with an existing ongoing IMS session.  There is no need to correlate the IMSI with the IMPI however there is still a need to communicate the Initial DP information to FE-C and then to FE-B.

c) The IMPU used from UE A (Dad) in the CS domain could be set to IMPU E.164 X, meaning that the gsmSCF needs to communicate the E.164 X to FE-B which then needs to correlate this with the ongoing call.

Note in a) and b) assuming a static VDN is used for all users if the CLI is lost in the corresponding ISUP IAM to MGCF, there is no way to correlate the incoming call from the MGCF to VCC application to any ongoing call.
d) You could send the instance identifier of the device in User to User Signalling from the ME, this would then be passed to the MGCF.  The MGCF then needs to send this additional information in a SIP Invite to VCC application (see RFC 3033 for support of User – User Signalling).

e) You could assign every UE with a unique VDN.  This then identifies the originator of the call.  However if VCC is successful service this would require an operator to assign multiple E.164 numbers to every subscriber.  Number resource is finite.

]

f) You could use a –c) above but assign a dynamic VDN. In this situation there is no need to worry about the CLI being lost between the VMSC and MGCF.

g) You have a V3 interface, thus when you want to request domain transfer you provide your contact details to the VCC application.  The VCC application assigns a dynamic VDN that then identifies the exact ongoing call.  This would remove the need for any CAMEL to be invoked when the CS origination attempt is made at the VMSC.  Furthermore there is no need to rely on CLI in ISUP and no interaction required between gsmSCF and FE's of the VCC application.

Conclusion

It is proposed that the V3 reference point is used to convey the identity of the user of the UE that wants to invoke VCC.  

Proposal

Its proposed that the GRUU is sent from the UE to the VCC application after an attach to the CS network.  The GRUU will consist of a SIP URI and an instance identifier.  The VCC application will already be aware of the GRUU when the call was originated in IMS.  The GRUU would have been provided at the time of registration and would have been further supplied when Dad and Mum made their respective phone calls.

	VCC Application
	UE A
	UE B

	Private ID
	Dad
	Mum

	R-URI
	Tel URI - Plumber
	Tel URI - Friend

	Asserted ID
	IMPU Z
	IMPU Z

	From
	IMPU Z
	IMPU Z

	To
	E.164 Number (Plumber)
	E.164 Number (Friend)

	Contact Header
	SIP URI + Identifier [UE A]
	SIP URI + Identifier [UE B]


When UE A now decides to VCC GRUUs have already been provided at the time of registration and would have been further supplied when Dad and Mum made their respective phone calls in IMS.
****First Change****

5.3
VCC Entities

5.3.1
VCC Application

5.3.1.1
General

The VCC application is comprised of a set of functions required for a VCC UE to establish voice calls and switch the VCC UE's Access Leg between CS domain and IMS while maintaining active session(s).

Functional entities are described in clause 5.3.1.2.

Some of the entities used by the VCC application may have a general applicability outside the scope of VCC.
NOTE 1:
Functional entities with an ISC interface may be implemented in one or more SIP Application Servers providing the functions described in this clause.

NOTE 2:
The grouping of functions into a particular clause does not necessarily represent an architectural requirement for implementation.
NOTE 3:
The use of MAP by the functional entities is an implementation option.

5.3.1.2
Functional Entities Used by VCC Application

5.3.1.2.1
Domain Transfer Function (DTF) (FE-A)

The Domain Transfer Function uses the ISC reference point towards the S-CSCF for execution of the Domain Transfer functions. It performs the following functions:

-
Execution of the transfer of VCC UE access between CS domain and IMS as requested by the VCC UE.

-
Insertion of 3rd Party Call Control (3PCC) upon call establishment to enable transfers between the CS domain and IMS.

-
Maintenance of domain transfer enablement policies.

-
Maintenance of the current domain used by VCC user's active sessions for assistance in subsequent domain selection.

-
Provides domain transfer specific charging.

Management of dynamic VDN to request domain transfer to CS
Editors Note:
It is for further study as to how the originating domain is communicated to FE-A when using CS Access. P-Access-Network-Info is missing as an implicit indication to indicate call is originated via CS domain, or should some IMS entities populates P-Access-Network-Info with a new value; in which case, it is for further study as to which entity in the network populates the P-Access-Network-Info Header when presenting the CS session as AS-O session to S-CSCF (possible suggestions: FE-B, MGCF or I-CSCF).

5.3.1.2.2
Domain Selection Function (DSF) (FE-D)

The Domain Selection Function provides selection of domain to be used for delivery of a VCC UEs incoming call when the VCC user is simultaneously registered in CS domain and IMS. The DSF performs the following functions:

-
Determination of IMS registration status to aid in domain selection.

-
Determination of CS registration status to aid in domain selection.

-
Communication with the DTF to retrieve current domain used for VCC UE active calls to use it in domain selection for incoming calls.

-
Determination of the CSRN.

NOTE:
It is an implementation option as to how FE-D determines the CSRN.

5.3.1.2.3
CS Adaptation Function (CSAF) (FE-B)

The CS Adaptation Function acts as the VCC UEs proxy into IMS for CS originated calls established using CS domain and CS legs established for domain transfer to CS. For communication via the I-CSCF the Ma reference point is used, and for communication via the S-CSCF the ISC reference point is used. The CSAF performs the following functions:

-
Identification of the VCC user in IMS for CS originations and CS legs established for domain transfer to CS.

-
Communication of call related data from CS domain to IMS; e.g. communication of original called party number for CS originations.


Management of dynamic IMRN for routing of CS calls to IMS.

-
Behaves as a SIP UA to IMS for CS calls on behalf of the VCC UE.

FE-B uses the Ma towards the I-CSCF and the ISC towards the S-CSCF.

NOTE:
The FE-B may collaborate with the CAMEL Service (FE-C) for interworking with CS domain as needed.

5.3.1.2.4
CAMEL Service (FE-C)

The CAMEL service function operates either independently or in collaboration with the CSAF (FE-B). It performs the following functions:

-
Enforcement of CS redirection policy.

-
Optionally assist in allocation and de-allocation of IMRN for routing of originating calls via CS domain.

-
Communication of call related data from CS domain to IMS; e.g. communication of original called and calling party numbers for CS origination.

-
Redirection of CS calls to IMS using IMRN.

-
Resolution of VCC Application PSI from VDN upon domain transfer to CS.

NOTE:
Use of the HSS by the gsmSCF to access the CAMEL Service (FE-C) is for further study.

5.3.2
VCC UE

The VCC UE is a VCC capable User Equipment with an active VCC subscription. It is capable of operating voice over IMS. The VCC UE performs the following functions: -

-
Storage of domains selection policies for originating calls and domain transfer restrictions.

-
Selection of domain for originating calls based on domain selection policies.

-
Initiation of domain transfer procedures.

Request of dynamic VDN for routing of CS calls to IMS for VCC invocation.
 ****End of First Change****

****2nd  Change****

6.4.2
Domain Transfer Information Flows

6.4.2.x

Request of Dynamic VDN
Figure 6.4.2.x-1: Dynamic VDN Request , provides an information flow for how a UE shall obtain a dynamic VDN from the VCC application server.  The flow is based upon the pre-condition that the UE is already active in one or more IMS voice originating or terminating sessions.  The VDN shall uniquely identify the ongoing IMS voice call ithe UE is engaged in.  The VDN shall be allocated from a pre-defined range  This range shall be communicated to the VMSC so that CAMEL triggers shall be disabled..
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Figure 6.4.2.x-1: Dynamic VDN Request

1. When the UE in engaged in an ongoing IMS voice call, the UE shall request a dynamic VDN from the VCC application.  The UE shall include its GRUU in this request. 
2. The VCC application shall allocate a dynamic VDN.  This VDN shall  uniquely identify the existing IMS call that the UE is engaged in.   This VDN shall be sent back to the UE.
6.4.2.1
Domain Transfer: IMS to CS domain

Figure 6.4.2.1-1 Domain Transfer - IMS to CS domain, provides an information flow for Domain Transfer of voice calls made using VCC UE in IMS to CS domain direction. The flow is based on the precondition that the user is active in one or more IMS voice originating or terminating session(s) at the time of initiation of Domain Transfer to CS.
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Figure 6.4.2.1-1: Domain Transfer – IMS to CS domain

1.
If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE performs a CS Attach as specified in clause 6.1. It subsequently originates a voice call in the CS domain according to "Information flow for an MO call" in TS 23.018 [3] using a dynamic VDN obtained using procedures in clause 6.4.2.x   to establish an Access Leg via the CS domain and request Domain Transfer of the active IMS session to CS Domain.

2.
The originating call is processed in the CS network according to CS origination procedures described in clause 6.2.2 VCC UE Origination from CS Domain for routing to IMS.   CAMEL triggers shall be disabled for this VDN.    
3.
The VMSC routes the call towards the user's home IMS network via an MGCF in the home network.

4.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user.
5.
The I-CSCF routes the INVITE to the VCC Application based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination - indirect" procedures in TS 23.228 [2].

NOTE:
Direct routing to VCC application is shown, although routing via S-CSCF is also possible

 ****End of 2nd  Change****




























� See TS 24.229 V7.4.0 section 4.2 items 4) and 6) " If the tel URI is a shared public user identity, then the associated alias SIP URI is also a shared public user identity".
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2. CS Origination procedure.




















