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9.8.4
IMS Emergency Location Procedure

A common procedure to support location and PSAP/Emergency Centre selection for any type of access network is shown in the following figure. The procedure may be used dependent on the access type and the requirements of the applicable regulatory authority.


[image: image1.wmf] 

Access

 

Network

 

UE

 

E

-

CSCF

 

LCS Client

 

 6. Location Information

 

3. Obtain Initial U

E Location

 

10. Emergency session is released

 

 1. SIP INVITE

 

 2. Emergency Location Request

 

 4. Emergency Location Response

 

5. Emergency session Establishment

 

 7. Request for Location Information

 

 9. Location Information

 

 11. Emergency Location Request

 

 12. Emergency Location Response

 

8. Obtain Updated UE Location

 

  LRF

 

  GMLC

 

  RDF

 


Figure 9.10: Common Positioning support for an IMS Emergency Session

1)
The UE detects the request for the establishment of an emergency session, attaches to the access network, obtains IP connectivity, registers with the home S‑CSCF if possible and if not already registered and sends a SIP INVITE for the emergency session to the E‑CSCF via a P‑CSCF. The SIP INVITE includes an emergency services SIP URI or Tel URI, optionally the type of emergency service needed, the identity information for the UE (e.g. public user SIP URI) and for a (U)SIM-less or non-registered (U)SIM emergency call includes the IMEI. The SIP INVITE also includes the access type, available location information (e.g. serving cell ID, WLAN Network Name, WLAN AP MAC address, location coordinates) and the UE's location capabilities (e.g. 3GPP position methods supported).

2)
The E-CSCF uses the received location information (e.g. serving cell ID, location coordinates) or other information (e.g. UE IP address) to determine a LRF and sends an Emergency Location Request to the LRF which includes the emergency services SIP URI or TEL URI, the type of emergency service if available, the UE IP address, available UE identity information (e.g. emergency public SIP URI, TEL URL, IMSI, IMEI), the access type, any location information received in step 1 (e.g. serving cell ID, location coordinates). The request also indicates whether a location estimate is needed or the address of a PSAP/emergency centre: either or both of these can be requested. The request may include QoS information indicating the required accuracy and response time for any requested location estimate.

3)
If the received location information conveys sufficient accuracy, this step may be skipped. Otherwise, the LRF selects a location method and possibly a particular positioning method based on the access type, UE location capabilities and any QoS information received in step 2. The LRF may include other factors into this selection: e.g. UE serving cell ID for PS mode access. The LRF then invokes the selected location method and obtains an initial location estimate for the UE. For some location methods, this could mean waiting to receive information from another entity: e.g. information from an SGSN in the case that a PS‑NI‑LR is used for PS mode access and the LRF is able to receive this information from the GMLC (e.g. if the LRF contains the GMLC).

4)
If the E‑CSCF requested the address of a PSAP/emergency centre, the LRF shall translate the emergency services SIP URI or TEL URI received in step 2 together with any emergency services type into a PSAP/emergency centre identity, using the location information received in step 2 and/or the location information obtained in step 3. For a PSTN/ISDN compatible PSAP/emergency centre, the LRF may also assign correlation information indicating the LRF, PSAP/emergency centre and, temporarily, the UE. The LRF shall then return the PSAP/emergency centre identity and, if also obtained, the correlation information, which identifies the target UE and the LRF. If the E‑CSCF requested a location estimate, the LRF shall return, or shall also return, the location estimate. The LRF stores a record for the emergency services session.

5)
If not performed by the LRF in step 4, the E‑CSCF may translate the emergency services SIP URI or TEL URI together with any emergency services type into a PSAP/emergency centre identity, using the location information received in step 1 and/or step 4. For a PSTN/ISDN compatible PSAP/emergency centre, the E‑CSCF may then also assign correlation information as in step 4. The E‑CSCF forwards the SIP INVITE to the PSAP/emergency centre if SIP compatible (e.g. if the PSAP/emergency centre address is a SIP URI or IP address). If the address indicates that the PSAP/emergency centre is PSTN/ISDN compatible, the E‑CSCF continues the call establishment using an MGCF. The E‑CFCF may include any location estimate (e.g. received from the UE or from the LRF) in the forwarded SIP INVITE. Call establishment then continues until complete.

6)
The LRF may send the location information obtained in step 2 or step 3 to the PSAP/emergency centre after some short time period to enable call information to arrive first.

7)
At any time after step 5, the PSAP/emergency centre may request location information.

8)
If the LRF already has location information whose accuracy and age conform to the requirements in step 7, the LRF may proceed directly to step 9. Otherwise, the LRF obtains updated location information by instigating a location procedure as in step 3.

9)
The LRF returns the updated location information to the PSAP/emergency centre.

10)
At some later time, the emergency services session is released.

11)
The E‑CSCF sends an Emergency Location Request to the LRF indicating the UE identity and with an indication that the emergency services session is released. No request for location information or a PSAP/Emergency Centre is included.

12)
The LRF acknowledges the Emergency Location Request and may then delete all information previously stored for the emergency session according to national regulations.

*** END OF 1st CHANGE ***
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