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I. Introduction
In S2-062655 there is a generic description of the drawbacks of the existing Default IP Access Service mechanisms identified. This document introduces the changes proposed to introduce the mechanisms described in S2-062655 in 3GPP TR 23.882.

II. Proposal

SA WG2 to accept the proposed changes in section 7.9 of 3GPP TR 23.882. 

III. Detailed Changes

>>>>>>>>>>>>>>>>>>>>>>>Changes Start>>>>>>>>>>>>>>>>>>>>>>
7.9
Key Issue – Default IP Access Service

7.9.1
Description of Key Issue – Default IP Access Service

The Default IP Access Service provides the basic "always-on" IP packet bearer service and is expected to be used for applications that do not require dynamic QoS negotiation. Special QoS treatment for certain traffic types can be provided within the Default IP Access Service by assigning different priorities over the E-UTRAN and special packet marking within the EPC. .The Default IP Access Service is described by a default context in the network, and possibly in the UE although this does not mean that all traffic types transported over the Default IP Access Service will receive the same treatment. 
The Default IP Access Service is established for a UE immediately after the subscriber has been authenticated and authorized by the network. The Default IP Access Service provides the UE with IPv6 and/or IPv4 connectivity to operator services, other UEs, private IP networks, or the Internet. The Default IP Access Service supports mobility of the terminal.
7.9.2
Solution for Key Issue – Default IP Access Service

-
A Default IP Access Service in the serving (access) network is established within a single attach procedure that includes authentication and authorization of the user. It shall be possible that any user specific information about the Default IP Access Service, such as policies or configuration parameters, are received from the subscriber databases in home network, such as HSS or/and Subscription Profile Repository.

-
It is FFS how the subscriber-specific policies or configuration parameters are transferred from the home network to the serving (access) network.

-
The Default IP Access Service for roaming users in the serving (access) network can be modified by the home operator.

-
The Default IP Access Service shall provide the UE with at least one IPv6 address or one IPv4 address allocated or assigned by the network, together with necessary IP configuration parameters.

-
It is FFS how Default IP Access Service(s) provide IPv6 and/or IPv4 connectivity for a dual stack UE.

-
It is FFS whether the IP address is allocated or assigned statically or dynamically.

-
The Default IP Access Service(s) shall provide IP connectivity to the networks permitted under applicable policies and roaming restrictions without excluding local breakout.
-
For roaming case, whether the default IP address can be allocated by VPLMN or HPLMN should be based on the home operator' roaming policy and the roaming agreement between home operator and visited operator.
NOTE:
If the default IP address is allocated by HPLMN, this IP address should be the home address in the case of MIP solution.
-
The Default IP Access Service shall allow for UE registration to the IMS,.
-
It shall be possible to allow prioritisation of traffic flows’ treatment over the Default IP Access Service. Example of this type of traffic flows that would require prioritisation is the uplink SIP signalling traffic over any other type of traffic, or the HTTP traffic over any background downloads.
-
It shall be possible to provide the means to the UE to separate the different traffic flows transported over the Default IP Access Service and apply different priorities, indicated by the network. This can be done by providing to the UE uplink traffic filters that will be used to apply different priorities to the different traffic flows transported using the Default IP Access Service.
-
It is FFS how and when the IMS registration is performed and what kind of IMS services is provided to the UE within the Default IP Access Service.
7.9.3
Impact on the baseline CN Architecture

FFS.
7.9.4
Impact on the baseline RAN Architecture

FFS.

7.9.5
Impact on terminals used in the existing architecture
FFS.

>>>>>>>>>>>>>>>>>>>>>>>Changes End>>>>>>>>>>>>>>>>>>>>>>
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