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1 Introduction
The growth in mobile broadband is expected to follow similar trends to that observed in wireline broadband technologies. If this is the case, then we can expect the number of applications transported over the network to grow exponentially, enabling users to install and use a large number of different applications, either from their mobile phones directly, or indirectly, via a modem card in an external device such as a laptop PC. At the same time, we can also expect the terminal to perform a number of application transactions in the “background” (e.g. Presence application, OS updates) without the user having any immediate knowledge or interaction. 

Given this diversity of applications and traffic types, there is a responsibility in 3GPP to evolve the mobile network in such a way that it becomes future proof. This effectively means that many different types of traffic need to be transported over the network simultaneously in the most efficient manner without wasting network resources, but also without compromising the application performance and user experience. An additional requirement is the immediacy and low delay of the initial transaction (e.g. web-page download after a user clicks on a web-link), which directly influences the user experience. If we consider the user experience on wireline networks then we need to match if not exceeds what already exists, this is one key area that SAE needs to focus on. Clearly there is a need in SAE for a flexible framework that can grow and meet the demands of perceived application growth and the diverse traffic scenarios that can be envisioned under future deployment scenarios. 

If we consider the RAN groups, we see that they have made steps in the right direction, by making LTE a shared-channel only air-interface [11] which is appropriate to accommodate the number of applications with bursty traffic characteristics. Unfortunately, SA2 has not followed this trend, keeping the concept of dedicated “pipes” with different QoS characteristics for a number of services as the only mechanism to perform QoS differentiation. 

We are concerned that the current thinking around QoS in SAE hugely restricts the LTE deployment scenarios for today’s requirements, and they will be outdated as the networks performance increases and deployment options such as mobile broadband occurs. Therefore, we propose an alternative mechanism were differentiation can be achieved in SAE in a more flexible manner for a large number of applications. 
2 Problem Statement

The classical 3GPP QoS mechanism is to effectively create separate logical connections with certain QoS characteristics through the mobile wireless network, per class of service or traffic flow in some instances, from the user device to the top-level gateway node (e.g. GGSN in GPRS, MME/UPE/IASA in SAE). This is the PDP Context in GPRS, and SAE Bearer in SAE.
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Figure 1: QoS support up to rel.6
The principle is that every time a user starts a new application (e.g. email client, web browser) a new session is created, with all the associated signalling overhead (e.g. the 3G secondary PDP context activation procedure [1]

 REF _Ref133650338 \r \h 
[2]) or different application traffic flows are bundled together within the same PDP context of the same QoS class.
The implicit assumption is that all applications are modified in some way to inform the UE to set-up the required sessions through the network.

In practice, software applications were typically not modified to interface with the mobile network to perform the required session creation, and the packets for those services were carried over the “default” Background Class PDP context and default per hop behaviour treatment (PHB) (commonly referred as Best Effort) treatment for all non-real time packet-switched applications. This situation has been particularly common in TE/MT split deployment options (e.g. PC terminals with 3G/GPRS data cards) where modifications in the PC’s operating systems are required but are practically impossible to be made.

In rel.5 onwards with the advent of IMS and its future evolution, the aforementioned QoS logic has been extended in such a way that applications run by the mobile subscriber no longer necessarily need be modified to directly to interact with the RAN, but the application servers in the operator’s core network are modified instead.

The principle is that an application run by the subscriber communicates with an application function (server) in the operator’s IP core network domain over the ‘default’ bearer user plane. That server then signals the application’s QoS requirements back into the mobile network, such that a dedicated session can be created for it and it can be charged for:
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Figure 2: QoS Architecture in 3GPP SAE

Whilst in principle this is fine for those Application Functions (AF) which the operator can tightly control (most commonly IMS elements such as the P-CSCF, but also servers controlled by the operator such RTSP streaming servers) in a broadband environment there will be many applications out on the public Internet, which for the purposes of this document we name them “Open Internet” applications, or alternatively within corporate VPN access, etc. which the operator cannot control and offer QoS to in this way.

This can have a dramatic effect on interactive services not controlled through an AF such as public Internet web browsing (see [10]), which can be badly affected by background traffic such as downloads, if they share the default bearer with no further prioritization. 

Therefore, in addition to the configuration of application-specific bearers, commonly used for real-time services, as created through network operator-controlled AFs, an additional scheme associated with the default bearer and based on identifying packet flows through pre-defined filters and packet inspection is required. Such a scheme must be implemented both within the network and at the UE for differentiating traffic on the default bearer in the downlink and uplink respectively.

3 QoS Evolution in SAE Architecture Networks

Unfortunately we are concerned that the QoS architecture currently considered by 3GPP for long term evolution in SAE [8] is a gradual development of the pre-SAE QoS and policy control architecture, evolved from the concepts of [4]

 REF _Ref139953279 \r \h 
[3]. As mentioned above this architecture is well-suited for services that require dynamic negotiation of resources during their signalling setup (e.g. SIP signalling within IMS) and is built around the SIP offer/answer model [6]

 REF _Ref139952813 \r \h 
[5], since it provides the means to the UE and the network to request and provide respectively the appropriate resources that will meet the QoS requirements for the particular session characteristics that have been agreed between the two parties involved in the session.

The QoS intelligence is centralised in the networks edge and the terminal is completely “dumb” and commanded from the aGW (namely MME/UPE/IASA) to upgrade/downgrade the bearer. This introduces 1x RTT unnecessary delay before even the application traffic starts flowing over the “dedicated” SAE bearer with the better QoS characteristics.

It has to be considered that SAE deployment scenarios are not solely restricted to “traditional” mobile applications commonly used up to now. SAE must be able to compete in terms of performance and cost with broadband access technologies [7]. In order to do that it is imperative to be able to support open Internet applications in the most efficient manner, without making performance compromises. The network architecture will also need to provide control to the operator to prioritize particular traffic types or mitigate the cost of transporting particular types of traffic that are considered harmful/unprofitable (e.g. P2P file-sharing applications). 
In order to do that, the existing 3GPP QoS architecture needs to evolve in order to be able to provide the means for operators to differentiate in terms of QoS for a number of services that do neither necessarily require any dynamic negotiation of resources before they are setup nor QoS negotiation on a session-by-session basis
. This will save several hundreds of milliseconds in the session setup time for this type of services, given their traffic characteristics and requirements in terms of QoS are known prior to setting up the service.
Our proposal to achieve QoS differentiation for Internet services is to have session-independent policy rules downloaded and installed in the UE and the network edge (policy enforcement point) that will determine the associated QoS class for particular types of traffic. Services of this type are for example:

· Non-real time services that will require prioritization (e.g. access to operator’s portal services, interactive services such as IMAP interactive email, etc.)

· Third-party services that the operator has service level agreements (SLAs) in place but their AFs (e.g. application servers) do not implement AFs

· Services for which the low service quality will be used as a usage deterrent or mitigator (e.g. artificially reduce the service quality provided).

These rules will be downloaded to the UE and the network edge, upon bootstrap/authentication of the UE. They can be cached in the UE and refreshed, when the network operator changes the network’s QoS policies. They need not be received on a session-by-session basis, and we therefore refer to them as “session independent” filters in order to differentiate them from the “session dependent” filters defined in the existing 3GPP policy and QoS framework.

The rules can be represented via packet filters for both the uplink (in the UE) and downlink (in the network edge) traffic. The filters can be initially based on the IP 5-tuple, although more detailed packet inspection filters could be applied if required, for example based on packet sizes, DSCP markings etc.

[image: image3.emf] 

Dedicated SAE bearer = 1

Dedicated SAE bearer = 2

Default SAE bearer

Flow = 1

Flow = 2

Session dep.

Packet filter

Session dep.

Packet filter

Session Ind.

Packet filter

Session Ind.

Packet filter

Received in the UE & PCEF

upon bootstrap

Received in the UE & PCEF

after signalling negotiation

Dedicated SAE bearer = 1

Dedicated SAE bearer = 2

Default SAE bearer

Flow = 1

Flow = 2

Default SAE bearer

Flow = 1

Flow = 2

Session dep.

Packet filter

Session dep.

Packet filter

Session dep.

Packet filter

Session dep.

Packet filter

Session Ind.

Packet filter

Session Ind.

Packet filter

Received in the UE & PCEF

upon bootstrap

Received in the UE & PCEF

after signalling negotiation


Figure 3: QoS differentiation default and dedicated SAE bearers

	Services requiring dynamic policy negotiation
	Services requiring static policy rules

	- Services setup using SIP offer/answer model (e.g. setup of voice/video sessions)
	- Non-real time Internet services

· Web-browsing

· FTP

· P2P applications

· Multiplayer Gaming
· Background downloads (virus patterns, software update)

· Interactive Email (IMAP, MS Outlook)

· TCP ACKs

· IGMP/MLD requests


The described concept can be readily applied to the SAE architecture discussed in 3GPP [8].

In addition to the “classical” (rel.6) scheme of service-level negotiation followed by setup of SAE bearers of appropriate QoS class, QoS is also achieved by applying different traffic priorities within the default SAE bearer. The PCRF can be used in order to provide the “session independent” filters to the UE and the network edge. 

The filters are used to apply different markings to the packets that will be used to schedule them differently within the default bearer.
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Figure 4: Proposed QoS granularity in SAE
It is envisaged that in a real SAE deployment “session dependent” and “session independent” rules will co-exist in order to provide the necessary QoS differentiation for different types of applications in an efficient manner with the minimum signalling load; this is the subject of current proposals within 3GPP SA2 [9].

4 Proposal

It proposed for SA2 to discuss the concepts described in this document and accept the relevant CRs associated with them.
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� The signalling load involved in setting up large numbers of application-specific end-to end bearers is relatively large. 
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